**计算机科学与技术学院2013-2014学年第2学期 考试答案**

密码学基础 B卷 闭卷

姓名\_\_\_\_\_\_\_\_\_\_\_\_班级\_\_\_\_\_\_\_\_\_\_\_\_学号\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_考试日期 2014-07-01

|  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 题号 | 一 | 二 | 三 | 四 | 五 | 六 | 七 | 八 | 九 | 总分 | 核对人 |
| 题分 | 10 | 12 | 10 | 12 | 13 | 11 | 8 | 15 | 9 | 100 |  |
| 得分 |  |  |  |  |  |  |  |  |  |  |  |

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

一、在一个密码体制中，如果一个加密函数![](data:image/x-wmf;base64,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)和一个解密函数![](data:image/x-wmf;base64,183GmgAAAAAAAAACQAIBCQAAAABQXgEACQAAA1wBAAACAIUAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJAAgACEwAAACYGDwAcAP////8AAE0AEAAAAMD///+m////wAEAAOYBAAALAAAAJgYPAAwATWF0aFR5cGUAAGAABQAAAAkCAAAAAgUAAAAUAuMBEQEcAAAA+wIi/wAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4AONkSAHlIv3ZAkcJ27AFmsAQAAAAtAQAACQAAADIKAAAAAAEAAABLebwBBQAAABQCgAE6ABwAAAD7AoD+AAAAAAAAkAEBAAAAAAIAEFRpbWVzIE5ldyBSb21hbgA82RIAeUi/dkCRwnbsAWawBAAAAC0BAQAEAAAA8AEAAAkAAAAyCgAAAAABAAAAZHkAA4UAAAAmBg8A/wBNYXRoVHlwZVVV8wAFAQAFAERTTVQ1AAATV2luQWxsQmFzaWNDb2RlUGFnZXMAEQVUaW1lcyBOZXcgUm9tYW4AEQNTeW1ib2wAEQVDb3VyaWVyIE5ldwARBE1UIEV4dHJhABNXaW5BbGxDb2RlUGFnZXMAEQbLzszlABIACCEvRY9EL0FQ9BAPR19BUPIfHkFQ9BUPQQD0RfQl9I9CX0EA9BAPQ19BAPSPRfQqX0j0j0EA9BAPQPSPQX9I9BAPQSpfRF9F9F9F9F9BDwwBAAEAAQICAgIAAgABAQEAAwABAAQABQAKAQACAINkAAMAGwAACwEAAgCDSwAAAQEAAAD/CwAAACYGDwAMAP////8BAAAAAAAAABwAAAD7AhAABwAAAAAAvAIAAACGAQICIlN5c3RlbQCw7AFmsAAACgA4AIoBAAAAAAAAAACI4xIABAAAAC0BAAAEAAAA8AEBAAMAAAAAAA==)相同，我们将这样的密钥![](data:image/x-wmf;base64,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)称为对合密钥。试找出定义在![](data:image/x-wmf;base64,183GmgAAAAAAAGACQAIACQAAAAAxXgEACQAAA3EBAAACAJkAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJAAmACEwAAACYGDwAcAP////8AAE0AEAAAAMD///+m////IAIAAOYBAAALAAAAJgYPAAwATWF0aFR5cGUAAGAABQAAAAkCAAAAAgUAAAAUAuMBRQEcAAAA+wIi/wAAAAAAAJABAAAAAAACABBUaW1lcyBOZXcgUm9tYW4AONkSAHlI7XZAkfB22RJmXAQAAAAtAQAACgAAADIKAAAAAAIAAAAyNm8AvAEFAAAAFAKAATQAHAAAAPsCgP4AAAAAAAC8AgAAAAEAAgAQRXVjbGlkIE1hdGggVHdvADzZEgB5SO12QJHwdtkSZlwEAAAALQEBAAQAAADwAQAACQAAADIKAAAAAAEAAABaNgADmQAAACYGDwAnAU1hdGhUeXBlVVUbAQUBAAUARFNNVDUAABNXaW5BbGxCYXNpY0NvZGVQYWdlcwARBVRpbWVzIE5ldyBSb21hbgARA1N5bWJvbAARBUNvdXJpZXIgTmV3ABEETVQgRXh0cmEAE1dpbkFsbENvZGVQYWdlcwARBsvOzOUAEgAIIS9Fj0QvQVD0EA9HX0FQ8h8eQVD0FQ9BAPRF9CX0j0JfQQD0EA9DX0EA9I9F9CpfSPSPQQD0EA9A9I9Bf0j0EA9BKl9EX0X0X0X0X0EPDAEAAQABAgICAgACAAEBAQADAAEABAAFAAoBABNFdWNsaWRNYXRoMgARB0V1Y2xpZCBNYXRoIFR3bwAIBgECBH8kIVoDABsAAAsBAAIAiDIAAgCINgAAAQEAAAAACwAAACYGDwAMAP////8BAAAAAAAAABwAAAD7AhAABwAAAAAAvAIAAACGAQICIlN5c3RlbQBc2RJmXAAACgA4AIoBAAAAAAAAAACI4xIABAAAAC0BAAAEAAAA8AEBAAMAAAAAAA==)上的移位密码体制中的所有对合密钥。(10分)

解：x+k+k=x，则k=0或者13

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

**二、**假设有一个同步流密码的密钥流是由5级LFSR产生的，Oscar得到密文串“0110010101”和相应的明文串“1011011101”，试求出产生密钥流的递推公式。(12分)

解：密钥为0110010101+1011011101=1101001000，则![](data:image/x-wmf;base64,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)，则![](data:image/x-wmf;base64,183GmgAAAAAAACAPQAIACQAAAABxUwEACQAAA0kCAAACAO0AAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJAAiAPEwAAACYGDwAcAP////8AAE4AEAAAAMD///+m////4A4AAOYBAAALAAAAJgYPAAwATWF0aFR5cGUAAGAABQAAAAkCAAAAAgUAAAAUAuMBXAEcAAAA+wIi/wAAAAAAAJABAAAAAAACABBUaW1lcyBOZXcgUm9tYW4A6LHxd/Gx8XcgQPN3izJmUwQAAAAtAQAADwAAADIKAAAAAAUAAAAwMTIzNABrAXIBfAFkAbwBBQAAABQCgAE0ABwAAAD7AoD+AAAAAAAAkAEAAAAAAAIAEFRpbWVzIE5ldyBSb21hbgDosfF38bHxdyBA83eLMmZTBAAAAC0BAQAEAAAA8AEAABUAAAAyCgAAAAAJAAAAKCkoMTAwMTApAH8H/gFgAOQAAgHeAMwAwAAAAwUAAAAUAoABuAAcAAAA+wKA/gAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A6LHxd/Gx8XcgQPN3izJmUwQAAAAtAQAABAAAAPABAQAPAAAAMgoAAAAABQAAAGNjY2NjAIABWgGDAV0BAAMFAAAAFAKAAeQBHAAAAPsCgP4AAAAAAACQAQAAAAEAAgAQU3ltYm9sAABiJgpIdNsSAOix8XfxsfF3IEDzd4syZlMEAAAALQEBAAQAAADwAQAAEgAAADIKAAAAAAcAAAAgICA9ICAgAFoBgwHKAxYCAgECAQAD7QAAACYGDwDQAU1hdGhUeXBlVVXEAQUBAAUCRFNNVDUAABNXaW5BbGxCYXNpY0NvZGVQYWdlcwARBVRpbWVzIE5ldyBSb21hbgARA1N5bWJvbAARBUNvdXJpZXIgTmV3ABEETVQgRXh0cmEAE1dpbkFsbENvZGVQYWdlcwARBsvOzOUAEgAIIS9Fj0QvQVD0EA9HX0FQ8h8eQVD0FQ9BAPRF9CX0j0JfQQD0EA9DX0EA9I9F9CpfSPSPQQD0EA9A9I9Bf0j0EA9BKl9EX0X0X0X0X0EPDAEAAQABAgICAgACAAEBAQADAAEABAAFAAoBAAIAgigAAgCDYwADABsAAAsBAAIAiDAAAAEBAAgCAAoCBH8gACACAINjAAMAGwAACwEAAgCIMQAAAQEACgIEfyAAIAIAg2MAAwAbAAALAQACAIgyAAABAQAKAgR/IAAgAgCDYwADABsAAAsBAAIAiDMAAAEBAAoFAAEBAQEBAAABAAIAg2MAAwAbAAALAQACAIg0AAABAQAAAAoCAIIpAAIEhj0APQIAgigAAgCIMQACBH8gACACAIgwAAIEfyAAIAIAiDAAAgR/IAAgAgCIMQAFAAEBAQEBAAABAAIAiDAAAAACAIIpAAAACwAAACYGDwAMAP////8BAAAAAAAAABwAAAD7AhAABwAAAAAAvAIAAACGAQICIlN5c3RlbQBTizJmUwAACgAhAIoBAAAAAAAAAAC85RIABAAAAC0BAAAEAAAA8AEBAAMAAAAAAA==)，则有

![](data:image/x-wmf;base64,183GmgAAAAAAAGAIQAIACQAAAAAxVAEACQAAAyMCAAACAK0AAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJAAmAIEwAAACYGDwAcAP////8AAE4AEAAAAMD///+m////IAgAAOYBAAALAAAAJgYPAAwATWF0aFR5cGUAAGAABQAAAAkCAAAAAgUAAAAUAuMBswEcAAAA+wIi/wAAAAAAAJABAAAAAAACABBUaW1lcyBOZXcgUm9tYW4A6LHxd/Gx8XcgQPN3SSBm0gQAAAAtAQAACgAAADIKAAAAAAIAAAA1M/0FvAEFAAAAFALjAeEAHAAAAPsCIv8AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAOix8XfxsfF3IEDzd0kgZtIEAAAALQEBAAQAAADwAQAADAAAADIKAAAAAAMAAABpaWlZkANtArwBBQAAABQCgAFMABwAAAD7AoD+AAAAAAAAkAEBAAAAAAIAEFRpbWVzIE5ldyBSb21hbgDosfF38bHxdyBA83dJIGbSBAAAAC0BAAAEAAAA8AEBAAwAAAAyCgAAAAADAAAAenp6+JADbQIAAwUAAAAUAuMBMAEcAAAA+wIi/wAAAAAAAJABAAAAAQACABBTeW1ib2wAAJEsCvlw2xIA6LHxd/Gx8XcgQPN3SSBm0gQAAAAtAQEABAAAAPABAAAKAAAAMgoAAAAAAgAAACsr/QW8AQUAAAAUAoABngIcAAAA+wKA/gAAAAAAAJABAAAAAQACABBTeW1ib2wAAI0yClt02xIA6LHxd/Gx8XcgQPN3SSBm0gQAAAAtAQAABAAAAPABAQAKAAAAMgoAAAAAAgAAAD0rfwIAA60AAAAmBg8ATwFNYXRoVHlwZVVVQwEFAQAFAkRTTVQ1AAATV2luQWxsQmFzaWNDb2RlUGFnZXMAEQVUaW1lcyBOZXcgUm9tYW4AEQNTeW1ib2wAEQVDb3VyaWVyIE5ldwARBE1UIEV4dHJhABNXaW5BbGxDb2RlUGFnZXMAEQbLzszlABIACCEvRY9EL0FQ9BAPR19BUPIfHkFQ9BUPQQD0RfQl9I9CX0EA9BAPQ19BAPSPRfQqX0j0j0EA9BAPQPSPQX9I9BAPQSpfRF9F9F9F9F9BDwwBAAEAAQICAgIAAgABAQEAAwABAAQABQAKAQACAIN6AAMAGwAACwEAAgCDaQACBIYrACsCAIg1AAABAQAKAgSGPQA9AgCDegADABsAAAsBAAIAg2kAAAEBAAoCBIYrACsCAIN6AAMAGwAACwEAAgCDaQACBIYrACsCAIgzAAABAQAAAAALAAAAJgYPAAwA/////wEAAAAAAAAAHAAAAPsCEAAHAAAAAAC8AgAAAIYBAgIiU3lzdGVtANJJIGbSAAAKACEAigEAAAAAAQAAALzlEgAEAAAALQEBAAQAAADwAQAAAwAAAAAA)

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

**三、**考虑一个密码体制，其中![](data:image/x-wmf;base64,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)。假设加密矩阵如下：

|  |  |  |  |
| --- | --- | --- | --- |
|  | *a* | *b* | *c* |
| *K*1 | 1 | 2 | 3 |
| *K*2 | 3 | 1 | 2 |
| *K*3 | 2 | 3 | 1 |

若![](data:image/x-wmf;base64,183GmgAAAAAAAMAn4AMACQAAAAAxegEACQAAA3wDAAAEAEABAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADALgA8AnEwAAACYGDwAcAP////8AAE4AEAAAAMD///+4////gCcAAJgDAAALAAAAJgYPAAwATWF0aFR5cGUAAMAACAAAAPoCAAATAAAAAAAAAgQAAAAtAQAABQAAABQCAAKjBQUAAAATAgAChwYFAAAAFAIAAt8MBQAAABMCAALDDQUAAAAUAgACDRQFAAAAEwIAAvEUBQAAABQCAAJbGgUAAAATAgACJxsFAAAAFAIAAn8gBQAAABMCAAJLIQUAAAAUAgAClyYFAAAAEwIAAmMnBQAAAAkCAAAAAgUAAAAUAsMCIgMcAAAA+wIi/wAAAAAAAJABAAAAAAACABBUaW1lcyBOZXcgUm9tYW4A6LHxd/Gx8XcgQPN3oRdmGQQAAAAtAQEADAAAADIKAAAAAAMAAAAxMjMAKwc1B7wBBQAAABQCbgG1BRwAAAD7AoD+AAAAAAAAkAEAAAAAAAIAEFRpbWVzIE5ldyBSb21hbgDosfF38bHxdyBA83ehF2YZBAAAAC0BAgAEAAAA8AEBABAAAAAyCgAAAAAGAAAAMTExMTExPAcuB0IGJAYYBgADBQAAABQCYAI6ABwAAAD7AoD+AAAAAAAAkAEAAAAAAAIAEFRpbWVzIE5ldyBSb21hbgDosfF38bHxdyBA83ehF2YZBAAAAC0BAQAEAAAA8AECADMAAAAyCgAAAAAdAAAAUHJbXSxQcltdLFByW10sUHJbXSxQcltdLFByW10A2AB+ABsCEgOQANgAfgBEAhIDkADYAH4ANgISA5AA2AB+AFYB+gKQANgAfgBEAfoCkADYAH4AOAEAAwUAAAAUAowDuwUcAAAA+wKA/gAAAAAAAJABAAAAAAACABBUaW1lcyBOZXcgUm9tYW4A6LHxd/Gx8XcgQPN3oRdmGQQAAAAtAQIABAAAAPABAQAQAAAAMgoAAAAABgAAADI0NDMzMzwHLgdCBiQGGAYAAwUAAAAUAmACJgIcAAAA+wKA/gAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A6LHxd/Gx8XcgQPN3oRdmGQQAAAAtAQEABAAAAPABAgAQAAAAMgoAAAAABgAAAEtLS2FiYxMHPAciByoGKgYAAwUAAAAUAmACcQQcAAAA+wKA/gAAAAAAAJABAAAAAQACABBTeW1ib2wAAJgZCgF02xIA6LHxd/Gx8XcgQPN3oRdmGQQAAAAtAQIABAAAAPABAQAQAAAAMgoAAAAABgAAAD09PT09PTwHLgdOBiQGGAYAA0ABAAAmBg8AdgJNYXRoVHlwZVVVagIFAQAFAkRTTVQ1AAATV2luQWxsQmFzaWNDb2RlUGFnZXMAEQVUaW1lcyBOZXcgUm9tYW4AEQNTeW1ib2wAEQVDb3VyaWVyIE5ldwARBE1UIEV4dHJhABNXaW5BbGxDb2RlUGFnZXMAEQbLzszlABIACCEvRY9EL0FQ9BAPR19BUPIfHkFQ9BUPQQD0RfQl9I9CX0EA9BAPQ19BAPSPRfQqX0j0j0EA9BAPQPSPQX9I9BAPQSpfRF9F9F9F9F9BDwwBAAEAAQICAgIAAgABAQEAAwABAAQABQAKAQACAoJQAAIAgnIAAgCCWwACAINLAAMAGwAACwEAAgCIMQAAAQEACgIAgl0AAgSGPQA9AwALAAABAAIAiDEAAAEAAgCIMgAAAAIAgiwAAgKCUAACAIJyAAIAglsAAgCDSwADABsAAAsBAAIAiDIAAAEBAAoCAIJdAAIEhj0APQMACwAAAQACAIgxAAABAAIAiDQAAAACAIIsAAICglAAAgCCcgACAIJbAAIAg0sAAwAbAAALAQACAIgzAAABAQAKAgCCXQACBIY9AD0DAAsAAAEAAgCIMQAAAQACAIg0AAAAAgCCLAACAoJQAAIAgnIAAgCCWwACAINhAAIAgl0AAgSGPQA9AwALAAABAAIAiDEAAAEAAgCIMwAAAAIAgiwAAgKCUAACAIJyAAIAglsAAgCDYgACAIJdAAIEhj0APQMACwAAAQACAIgxAAABAAIAiDMAAAACAIIsAAICglAAAgCCcgACAIJbAAIAg2MAAgCCXQACBIY9AD0DAAsAAAEAAgCIMQAAAQACAIgzAAAAAAALAAAAJgYPAAwA/////wEAAAAAAAAACAAAAPoCAAAAAAAAAAAAAAQAAAAtAQEAHAAAAPsCEAAHAAAAAAC8AgAAAIYBAgIiU3lzdGVtAAChF2YZAAAKACEAigEAAAAA/////7zlEgAEAAAALQEDAAQAAADwAQIAAwAAAAAA)，试判断该密码体制是否为完善保密的，给出判断过程。（10分）

解：![](data:image/x-wmf;base64,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)，

![](data:image/x-wmf;base64,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)，故不是完善保密的。

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

四、Alice和Bob采用D-H算法进行密钥交换，双方协商n=17,g=3，现截获到Alice发给Bob的X=5以及Bob发给Alice的Y=10，试分析Alice和Bob所协商的密钥。（12分）

解：Alice根据shanks算法，有L1：（0,1）（1,13）（2,16）（3，4），L2：（0,5）（1,13）（2,10）（3,9），故有1\*4+1=5，则协商的密钥为105 mod 17=6

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

五、假设RSA公钥密码体制中![](data:image/x-wmf;base64,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)，签名密钥![](data:image/x-wmf;base64,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)，试对明文![](data:image/x-wmf;base64,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)进行加密，给出加密过程。（13分）

解：根据![](data:image/x-wmf;base64,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)，且![](data:image/x-wmf;base64,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)，则根据欧几里得扩展算法可得![](data:image/x-wmf;base64,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)，加密过程为![](data:image/x-wmf;base64,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)

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

六、已知AES的当前状态第一列为，试计算其经过列混合之后的输出。（11分）

解：![](data:image/x-wmf;base64,183GmgAAAAAAACAXQAIACQAAAABxSwEACQAAAz0CAAACANEAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJAAiAXEwAAACYGDwAcAP////8AAE4AEAAAAMD///+1////4BYAAPUBAAALAAAAJgYPAAwATWF0aFR5cGUAAFAABQAAAAkCAAAAAgUAAAAUAvQAWAscAAAA+wIi/wAAAAAAAJABAAAAAAACABBUaW1lcyBOZXcgUm9tYW4A6LHxd/Gx8XcgQPN3pjRmlgQAAAAtAQAACgAAADIKAAAAAAIAAAAzMhoEvAEFAAAAFAKgAXgBHAAAAPsCgP4AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAOix8XfxsfF3IEDzd6Y0ZpYEAAAALQEBAAQAAADwAQAAHgAAADIKAAAAAA8AAAAoKSgpKigwMzAxMDEwMikBUAHuAlABqADkAIQAwABlA8AAYQPAAL4CwADAAAADBQAAABQCoAFAABwAAAD7AoD+AAAAAAAAkAEBAAAAAAIAEFRpbWVzIE5ldyBSb21hbgDosfF38bHxdyBA83emNGaWBAAAAC0BAAAEAAAA8AEBABIAAAAyCgAAAAAHAAAAU3hTeHh4eADUAb4CgAFQBBMEIQQAAwUAAAAUAooBHgEcAAAA+wKA/gAAAAAAAJABAAAAAQACABBTeW1ib2wAALkuCgxw2xIA6LHxd/Gx8XcgQPN3pjRmlgQAAAAtAQEABAAAAPABAAAJAAAAMgoAAAAAAQAAAKIyAAMFAAAAFAKgAaADDQAAADIKAAAAAAQAAAA9KysrhwghBH4DAAPRAAAAJgYPAJcBTWF0aFR5cGVVVYsBBQEABQJEU01UNQAAE1dpbkFsbEJhc2ljQ29kZVBhZ2VzABEFVGltZXMgTmV3IFJvbWFuABEDU3ltYm9sABEFQ291cmllciBOZXcAEQRNVCBFeHRyYQATV2luQWxsQ29kZVBhZ2VzABEGy87M5QASAAghL0WPRC9BUPQQD0dfQVDyHx5BUPQVD0EA9EX0JfSPQl9BAPQQD0NfQQD0j0X0Kl9I9I9BAPQQD0D0j0F/SPQQD0EqX0RfRfRfRfRfQQ8MAQABAAECAgICAAIAAQEBAAMAAQAEAAUACgEAAgGDUwAGAAUAAgCCKAACAIN4AAIAgikAAgSGPQA9AgCDUwACAIIoAAIAg3gAAgCCKQACAIIqAAIAgigAAgCIMAACAIgzAAIAg3gAAwAcAAALAQEBAAIAiDMAAAAKAgSGKwArAgCIMAACAIgxAAIAg3gAAwAcAAALAQEBAAIAiDIAAAAKAgSGKwArAgCIMAACAIgxAAIAg3gAAgSGKwArAgCIMAACAIgyAAIAgikAAAAACwAAACYGDwAMAP////8BAAAAAAAAABwAAAD7AhAABwAAAAAAvAIAAACGAQICIlN5c3RlbQCWpjRmlgAACgAhAIoBAAAAAAAAAAC85RIABAAAAC0BAAAEAAAA8AEBAAMAAAAAAA==)，故输出为![](data:image/x-wmf;base64,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)

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

七、证明密钥等概率选取的移位密码是幂等的。（8分）

证明：乘积的密钥k=（k1，k2），则x+k1+k2依然是移位密码，则![](data:image/x-wmf;base64,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)，则依然是一个等概的移位密码。

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

八、试述ECB、CBC和计数器模式的基本原理和优缺点。（15分）

答：ECB：给定明文分组序列![](data:image/x-wmf;base64,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)，每一个![](data:image/x-wmf;base64,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)都是用同一个密钥加密，产生密文分组序列![](data:image/x-wmf;base64,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) ，优点是简单快速，可并行实现，无误差传递，缺点是相同明文会产生相同密文，暴露明文模式。

CBC：![](data:image/x-wmf;base64,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)，优点是初始向量不同相同明文分组会得到不同密文分组，可以用于认证，缺点是不能并行，一个密文块的传输错误会影响两块明文块的解密

计数器：![](data:image/x-wmf;base64,183GmgAAAAAAAEAWYAIACQAAAAAxSgEACQAAA3gCAAACAOkAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJgAkAWEwAAACYGDwAcAP////8AAE4AEAAAAMD///+1////ABYAABUCAAALAAAAJgYPAAwATWF0aFR5cGUAAGAABQAAAAkCAAAAAgUAAAAUAqABbwccAAAA+wKA/gAAAAAAAJABAAAAAAACABBUaW1lcyBOZXcgUm9tYW4A6LHxd/Gx8XcgQPN3px5mbQQAAAAtAQAAEwAAADIKAAAAAAgAAAAxbW9kMiwoKdIAJgHAAPwAkQGGBJsBAAMFAAAAFAL0AOwLHAAAAPsCIv8AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAOix8XfxsfF3IEDzd6ceZm0EAAAALQEBAAQAAADwAQAACQAAADIKAAAAAAEAAABtebwBBQAAABQCAwLbABwAAAD7AiL/AAAAAAAAkAEBAAAAAAIAEFRpbWVzIE5ldyBSb21hbgDosfF38bHxdyBA83enHmZtBAAAAC0BAAAEAAAA8AEBAA8AAAAyCgAAAAAFAAAAaWlraWkAMw2LAswBRAO8AQUAAAAUAqABIgAcAAAA+wKA/gAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A6LHxd/Gx8XcgQPN3px5mbQQAAAAtAQEABAAAAPABAAAVAAAAMgoAAAAACQAAAFRjdHJpeWVUeACjAqgAbAD4AZcHkAK0AV0DAAMFAAAAFAKgAZ8BHAAAAPsCgP4AAAAAAACQAQAAAAEAAgAQU3ltYm9sAACtMgqLdNsSAOix8XfxsfF3IEDzd6ceZm0EAAAALQEAAAQAAADwAQEADwAAADIKAAAAAAUAAAA9Ky09xQAkA8IBTQi9BAAD6QAAACYGDwDHAU1hdGhUeXBlVVW7AQUBAAUCRFNNVDUAABNXaW5BbGxCYXNpY0NvZGVQYWdlcwARBVRpbWVzIE5ldyBSb21hbgARA1N5bWJvbAARBUNvdXJpZXIgTmV3ABEETVQgRXh0cmEAE1dpbkFsbENvZGVQYWdlcwARBsvOzOUAEgAIIS9Fj0QvQVD0EA9HX0FQ8h8eQVD0FQ9BAPRF9CX0j0JfQQD0EA9DX0EA9I9F9CpfSPSPQQD0EA9A9I9Bf0j0EA9BKl9EX0X0X0X0X0EPDAEAAQABAgICAgACAAEBAQADAAEABAAFAAoBAAIAg1QAAwAbAAALAQACAINpAAABAQAKAgSGPQA9AgCDYwACAIN0AAIAg3IAAgSGKwArAgCDaQACBIYSIi0CAIgxAAICgm0AAgCCbwACAIJkAAIAiDIAAwAcAAALAQEBAAIAg20AAAAKAgCCLAACAIN5AAMAGwAACwEAAgCDaQAAAQEACgIEhj0APQIAg2UAAwAbAAALAQACAINrAAABAQAKAgCCKAACAINUAAMAGwAACwEAAgCDaQAAAQEACgIAgikAAgSGlSLFAgCDeAADABsAAAsBAAIAg2kAAAEBAAAAAAsAAAAmBg8ADAD/////AQAAAAAAAAAcAAAA+wIQAAcAAAAAALwCAAAAhgECAiJTeXN0ZW0AbaceZm0AAAoAIQCKAQAAAAABAAAAvOUSAAQAAAAtAQEABAAAAPABAAADAAAAAAA=)，优点是快速，可并行

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

九、简述Hash函数需满足的安全特性。（9分）

答：单向性，第二原像稳固性和碰撞稳固性。