**计算机科学与技术学院2015-2016学年第2学期 考试试卷**

密码学基础 A卷 闭卷

姓名\_\_\_\_\_\_\_\_\_\_\_\_班级\_\_\_\_\_\_\_\_\_\_\_\_学号\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_考试日期 2016-06-22

|  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 题号 | 一 | 二 | 三 | 四 | 五 | 六 | 七 | 八 | 九 | 总分 | 核对人 |
| 题分 | 8 | 10 | 8 | 14 | 14 | 10 | 12 | 10 | 14 | 100 |  |
| 得分 |  |  |  |  |  |  |  |  |  |  |  |

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

一、设下列的π是集合{1,2，…，9}上的置换，

|  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| X | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 |
| π(x) | 3 | 8 | 6 | 9 | 7 | 1 | 5 | 4 | 2 |

（1）求出逆置换π-1；（4分）

（2）解密使用该置换密码加密的密文：

WHEOWNHTOEHTAHLRAENGAUNDLEOEHDETANAGMDOSRSWEA。 (4分)

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

**二、**假设明文behold利用2阶希尔密码![](data:image/x-wmf;base64,183GmgAAAAAAACAJwAEBCQAAAADwVgEACQAAA0EBAAACAJAAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADALAASAJEwAAACYGDwAcAP////8AAAAAEAAAAMD////G////4AgAAIYBAAALAAAAJgYPAAwATWF0aFR5cGUAADAABQAAAAkCAAAAAgUAAAAUAmABOgAcAAAA+wKA/gAAAAAAAJABAAAAAAACABBUaW1lcyBOZXcgUm9tYW4A/v///ysaCsUAAAoA0KV6AAQAAAAtAQAAFQAAADIKAAAAAAkAAABZPVhLbW9kMjYAFAHYABQBVgEmAcAA/ADAAAADkAAAACYGDwAWAU1hdGhUeXBlVVUKAQUBAAUCRFNNVDUAABNXaW5BbGxCYXNpY0NvZGVQYWdlcwARBVRpbWVzIE5ldyBSb21hbgARA1N5bWJvbAARBUNvdXJpZXIgTmV3ABEETVQgRXh0cmEAE1dpbkFsbENvZGVQYWdlcwARBsvOzOUAEgAIIS9Fj0QvQVD0EA9HX0FQ8h8eQVD0FQ9BAPRF9CX0j0JfQQD0EA9DX0EA9I9F9CpfSPSPQQD0EA9A9I9Bf0j0EA9BKl9EX0X0X0X0X0EPDAEAAQABAgICAgACAAEBAQADAAEABAAFAAoBAAIAgVkAAgCBPQACAIFYAAIAgUsAAgKCbQACAIJvAAIAgmQAAgCIMgACAIg2AAAACwAAACYGDwAMAP////8BAAAAAAAAABwAAAD7AhAABwAAAAAAvAIAAACGAQICIlN5c3RlbQAASACKAQAACgAGAAAASACKAf////8c3BkABAAAAC0BAQAEAAAA8AEAAAMAAAAAAA==)加密得到密文RZZPMH，试求该希尔密码的加密密钥。(10分)

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

|  |  |  |  |
| --- | --- | --- | --- |
|  | *a* | *b* | *c* |
| *K*1 | 1 | 2 | 3 |
| *K*2 | 2 | 3 | 1 |
| *K*3 | 3 | 1 | 2 |
| *K*4 | 2 | 1 | 3 |

**三、**考虑一个密码体制，其中![](data:image/x-wmf;base64,183GmgAAAAAAAEAbQAIACQAAAAARRwEACQAAA5gCAAACAP8AAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJAAkAbEwAAACYGDwAcAP////8AAAAAEAAAAMD///+m////ABsAAOYBAAALAAAAJgYPAAwATWF0aFR5cGUAAGAABQAAAAkCAAAAAgUAAAAUAuMBNhMcAAAA+wIi/wAAAAAAAJABAAAAAAACABBUaW1lcyBOZXcgUm9tYW4A/v///0AaCuIAAAoAkKh6AAQAAAAtAQAADQAAADIKAAAAAAQAAAAxMjM0MwI9Aj0CvAEFAAAAFAKAAcICHAAAAPsCgP4AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///+hFQrhAAAKAFCmegAEAAAALQEBAAQAAADwAQAAIgAAADIKAAAAABIAAAB7LCx9LHsxLDIsM30seywsLH10AUQBJgG6ANAChACcAJAAugCEAJwAugASAzkCRAI2AjICAAMFAAAAFAKAAXADHAAAAPsCgP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///9AGgrjAAAKAJCpegAEAAAALQEAAAQAAADwAQEAEgAAADIKAAAAAAcAAABhYmNLS0tLAEoBSgE2DBsCRAI2AgADBQAAABQCgAG6ARwAAAD7AoD+AAAAAAAAkAEAAAABAAIAEFN5bWJvbAAAUCLddlFZ6eH+////oRUK4gAACgBQpnoABAAAAC0BAQAEAAAA8AEAAAwAAAAyCgAAAAADAAAAPT094mgHVgcAAwUAAAAUAoABOgAcAAAA+wKA/gAAAAAAAJABAAAAAQACABBFdWNsaWQgTWF0aCBPbmUA/v///0AaCuQAAAoAMKl6AAQAAAAtAQAABAAAAPABAQAMAAAAMgoAAAAAAwAAAFBDSwCqBxQHAAP/AAAAJgYPAPQBTWF0aFR5cGVVVegBBQEABQJEU01UNQAAE1dpbkFsbEJhc2ljQ29kZVBhZ2VzABEFVGltZXMgTmV3IFJvbWFuABEDU3ltYm9sABEFQ291cmllciBOZXcAEQRNVCBFeHRyYQATV2luQWxsQ29kZVBhZ2VzABEGy87M5QASAAghL0WPRC9BUPQQD0dfQVDyHx5BUPQVD0EA9EX0JfSPQl9BAPQQD0NfQQD0j0X0Kl9I9I9BAPQQD0D0j0F/SPQQD0EqX0RfRfRfRfRfQQ8MAQABAAECAgICAAIAAQEBAAMAAQAEAAUACgEAE0V1Y2xpZE1hdGgxABEHRXVjbGlkIE1hdGggT25lAAgGAAIEfw/xUAIEhj0APQIAgnsAAgCDYQACAIIsAAIAg2IAAgCCLAACAINjAAIAgn0AAgCCLAACBH8C8UMCBIY9AD0CAIJ7AAIAiDEAAgCCLAACAIgyAAIAgiwAAgCIMwACAIJ9AAIAgiwAAgR/CvFLAgSGPQA9AgCCewACAINLAAMAGwAACwEAAgCIMQAAAQEACgIAgiwAAgCDSwADABsAAAsBAAIAiDIAAAEBAAoCAIIsAAIAg0sAAwAbAAALAQACAIgzAAABAQAKAgCCLAACAINLAAMAGwAACwEAAgCINAAAAQEACgIAgn0AAAALAAAAJgYPAAwA/////wEAAAAAAAAAHAAAAPsCEAAHAAAAAAC8AgAAAIYBAgIiU3lzdGVtAHVIAIoBAAAKAAYAAABIAIoBAQAAABzcGQAEAAAALQEBAAQAAADwAQAAAwAAAAAA)。加密矩阵如下：

若![](data:image/x-wmf;base64,183GmgAAAAAAAOAu4AMACQAAAAARcwEACQAAA7wDAAAEAGYBAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADALgA+AuEwAAACYGDwAcAP////8AAAAAEAAAAMD///+4////oC4AAJgDAAALAAAAJgYPAAwATWF0aFR5cGUAAMAACAAAAPoCAAATAAAAAAAAAgQAAAAtAQAABQAAABQCAAKjBQUAAAATAgAChwYFAAAAFAIAAt8MBQAAABMCAALDDQUAAAAUAgACDRQFAAAAEwIAAvEUBQAAABQCAAJJGwUAAAATAgACLRwFAAAAFAIAApchBQAAABMCAAJjIgUAAAAUAgACuycFAAAAEwIAAocoBQAAABQCAALTLQUAAAATAgACny4FAAAACQIAAAACBQAAABQCwwIiAxwAAAD7AiL/AAAAAAAAkAEAAAAAAAIAEFRpbWVzIE5ldyBSb21hbgD+////bBoKPwAACgBwpnoABAAAAC0BAQANAAAAMgoAAAAABAAAADEyMzQrBzUHNQe8AQUAAAAUAm4BtQUcAAAA+wKA/gAAAAAAAJABAAAAAAACABBUaW1lcyBOZXcgUm9tYW4A/v///wEaCnQAAAoAMKh6AAQAAAAtAQIABAAAAPABAQASAAAAMgoAAAAABwAAADExMTExMTEAPAcuBzwHQgYkBhgGAAMFAAAAFAJgAjoAHAAAAPsCgP4AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///9sGgpAAAAKAFCoegAEAAAALQEBAAQAAADwAQIAOgAAADIKAAAAACIAAABQcltdLFByW10sUHJbXSxQcltdLFByW10sUHJbXSxQcltd2AB+ABsCEgOQANgAfgBEAhIDkADYAH4ANgISA5AA2AB+AEQCEgOQANgAfgBWAfoCkADYAH4ARAH6ApAA2AB+ADgBAAMFAAAAFAKMA7sFHAAAAPsCgP4AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///8BGgp1AAAKADCoegAEAAAALQECAAQAAADwAQEAEgAAADIKAAAAAAcAAAA0NDQ0MzMzADwHLgc8B0IGJAYYBgADBQAAABQCYAImAhwAAAD7AoD+AAAAAAAAkAEBAAAAAAIAEFRpbWVzIE5ldyBSb21hbgD+////bBoKQQAACgBQqHoABAAAAC0BAQAEAAAA8AECABIAAAAyCgAAAAAHAAAAS0tLS2FiYwATBzwHLgcwByoGKgYAAwUAAAAUAmACcQQcAAAA+wKA/gAAAAAAAJABAAAAAQACABBTeW1ib2wAAFAi3XZRWenh/v///wEaCnYAAAoAcKZ6AAQAAAAtAQIABAAAAPABAQASAAAAMgoAAAAABwAAAD09PT09PT0APAcuBzwHTgYkBhgGAANmAQAAJgYPAMICTWF0aFR5cGVVVbYCBQEABQJEU01UNQAAE1dpbkFsbEJhc2ljQ29kZVBhZ2VzABEFVGltZXMgTmV3IFJvbWFuABEDU3ltYm9sABEFQ291cmllciBOZXcAEQRNVCBFeHRyYQATV2luQWxsQ29kZVBhZ2VzABEGy87M5QASAAghL0WPRC9BUPQQD0dfQVDyHx5BUPQVD0EA9EX0JfSPQl9BAPQQD0NfQQD0j0X0Kl9I9I9BAPQQD0D0j0F/SPQQD0EqX0RfRfRfRfRfQQ8MAQABAAECAgICAAIAAQEBAAMAAQAEAAUACgEAAgKCUAACAIJyAAIAglsAAgCDSwADABsAAAsBAAIAiDEAAAEBAAoCAIJdAAIEhj0APQMACwAAAQACAIgxAAABAAIAiDQAAAACAIIsAAICglAAAgCCcgACAIJbAAIAg0sAAwAbAAALAQACAIgyAAABAQAKAgCCXQACBIY9AD0DAAsAAAEAAgCIMQAAAQACAIg0AAAAAgCCLAACAoJQAAIAgnIAAgCCWwACAINLAAMAGwAACwEAAgCIMwAAAQEACgIAgl0AAgSGPQA9AwALAAABAAIAiDEAAAEAAgCINAAAAAIAgiwAAgKCUAACAIJyAAIAglsAAgCDSwADABsAAAsBAAIAiDQAAAEBAAoCAIJdAAIEhj0APQMACwAAAQACAIgxAAABAAIAiDQAAAACAIIsAAICglAAAgCCcgACAIJbAAIAg2EAAgCCXQACBIY9AD0DAAsAAAEAAgCIMQAAAQACAIgzAAAAAgCCLAACAoJQAAIAgnIAAgCCWwACAINiAAIAgl0AAgSGPQA9AwALAAABAAIAiDEAAAEAAgCIMwAAAAIAgiwAAgKCUAACAIJyAAIAglsAAgCDYwACAIJdAAIEhj0APQMACwAAAQACAIgxAAABAAIAiDMAAAAAAAsAAAAmBg8ADAD/////AQAAAAAAAAAIAAAA+gIAAAAAAAAAAAAABAAAAC0BAQAcAAAA+wIQAAcAAAAAALwCAAAAhgECAiJTeXN0ZW0AAEgAigEAAAoABgAAAEgAigH/////HNwZAAQAAAAtAQMABAAAAPABAgADAAAAAAA=)，试判断该密码体制是否为完善保密的，给出判断过程。（8分）

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

四、Alice和Bob采用ElGamal算法进行通信加密，Alice的公开密钥是(n=17,g=5,b=14)，Bob的公开密钥是(n=17,g=5,b=11)，现截获到Alice发给Bob的密文(3,5)，试利用shanks算法求解离散对数并破译该密文。（14分）

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

五、假设RSA公钥密码体制中![](data:image/x-wmf;base64,183GmgAAAAAAAGAIAAIBCQAAAABwVAEACQAAA6IBAAACAJEAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAIAAmAIEwAAACYGDwAcAP////8AAAAAEAAAAMD////G////IAgAAMYBAAALAAAAJgYPAAwATWF0aFR5cGUAAFAABQAAAAkCAAAAAgUAAAAUAmABjAIcAAAA+wKA/gAAAAAAAJABAAAAAAACABBUaW1lcyBOZXcgUm9tYW4A/v///8ETCkYAAAoAkDJvAAQAAAAtAQAADwAAADIKAAAAAAUAAAAxMywxNwDAAK4AsgLAAAADBQAAABQCYAFqABwAAAD7AoD+AAAAAAAAkAEBAAAAAAIAEFRpbWVzIE5ldyBSb21hbgD+////zAUKowAACgDwNW8ABAAAAC0BAQAEAAAA8AEAAAoAAAAyCgAAAAACAAAAcHEgBAADBQAAABQCYAGKARwAAAD7AoD+AAAAAAAAkAEAAAABAAIAEFN5bWJvbAAAUCJPdP7OX7H+////wRMKRwAACgBwMm8ABAAAAC0BAAAEAAAA8AEBAAoAAAAyCgAAAAACAAAAPT0gBAADkQAAACYGDwAYAU1hdGhUeXBlVVUMAQUBAAUCRFNNVDUAABNXaW5BbGxCYXNpY0NvZGVQYWdlcwARBVRpbWVzIE5ldyBSb21hbgARA1N5bWJvbAARBUNvdXJpZXIgTmV3ABEETVQgRXh0cmEAE1dpbkFsbENvZGVQYWdlcwARBsvOzOUAEgAIIS9Fj0QvQVD0EA9HX0FQ8h8eQVD0FQ9BAPRF9CX0j0JfQQD0EA9DX0EA9I9F9CpfSPSPQQD0EA9A9I9Bf0j0EA9BKl9EX0X0X0X0X0EPDAEAAQABAgICAgACAAEBAQADAAEABAAFAAoBAAIAg3AAAgSGPQA9AgCIMQACAIgzAAIAgiwAAgCDcQACBIY9AD0CAIgxAAIAiDcAAAALAAAAJgYPAAwA/////wEAAAAAAAAAHAAAAPsCEAAHAAAAAAC8AgAAAIYBAgIiU3lzdGVtAHZIAIoBAAAKAAYAAABIAIoBAQAAABzcGQAEAAAALQEBAAQAAADwAQAAAwAAAAAA)，加密密钥![](data:image/x-wmf;base64,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)，试利用中国剩余定理解密密文C=18。（14分）

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

六、已知AES的当前状态第一列为，试计算其经过列混合之后的输出。（10分）

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

七、设明文分组序列x1…xn产生的密文分组序列为y1…yn。假设一个密文分组yi在传输时出现错误，试问在应用ECB、CBC、OFB和CFB模式下不能正确解密的明文分组数分别是多少，并用各种模式的基本原理证明你的结论。（12分）

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

八、证明Solovay-Strassen算法对于合数问题是一个偏是的Monte Carlo算法。（10分）

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

九、试利用RSA、AES和SHA-1设计一个可以提供认证、机密性、完整性的文件传输系统方案，并分析方案的合理性。（14分）