**计算机科学与技术学院2015-2016学年第2学期 考试试卷**

密码学基础 B卷 闭卷

姓名\_\_\_\_\_\_\_\_\_\_\_\_班级\_\_\_\_\_\_\_\_\_\_\_\_学号\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_考试日期 \_\_\_\_\_\_\_\_\_

|  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 题号 | 一 | 二 | 三 | 四 | 五 | 六 | 七 | 八 | 九 | 总分 | 核对人 |
| 题分 | 8 | 10 | 8 | 12 | 12 | 12 | 10 | 13 | 15 | 100 |  |
| 得分 |  |  |  |  |  |  |  |  |  |  |  |

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

一、设下列的π是集合{1,2，…，8}上的置换，

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| X | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 |
| π(x) | 5 | 8 | 1 | 3 | 7 | 4 | 2 | 6 |

（1）求出逆置换π-1；（4分）

（2）解密使用该置换密码加密的密文：VALNCGOAIYTOMNISREFVTOAI。(4分)

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

**二、**假设有一个同步流密码的密钥流是由5级LFSR产生的，Oscar得到密文串“0110011010”和相应的明文串“1101011101”，试求出产生密钥流的递推公式。(10分)

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

**三、**考虑一个密码体制，其中![](data:image/x-wmf;base64,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)。假设加密矩阵如下：

|  |  |  |  |
| --- | --- | --- | --- |
|  | *a* | *b* | *c* |
| *K*1 | 1 | 2 | 3 |
| *K*2 | 2 | 3 | 1 |
| *K*3 | 3 | 2 | 1 |

若![](data:image/x-wmf;base64,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)，试判断该密码体制是否为完善保密的，给出判断过程。（8分）

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

四、Alice和Bob采用D-H算法进行密钥协商，协商n=37和原根g=2，Alice发送X=31给Bob，Bob发送Y=26给Alice，试求二人协商的密钥。（12分）

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

五、假设RSA公钥密码体制中![](data:image/x-wmf;base64,183GmgAAAAAAAGAIAAIBCQAAAABwVAEACQAAA6IBAAACAJEAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAIAAmAIEwAAACYGDwAcAP////8AAAAAEAAAAMD////G////IAgAAMYBAAALAAAAJgYPAAwATWF0aFR5cGUAAFAABQAAAAkCAAAAAgUAAAAUAmABjAIcAAAA+wKA/gAAAAAAAJABAAAAAAACABBUaW1lcyBOZXcgUm9tYW4A/v///zEaCsAAAAoA8H6EAAQAAAAtAQAADwAAADIKAAAAAAUAAAAxMywxOQDAAK4AsgLAAAADBQAAABQCYAFqABwAAAD7AoD+AAAAAAAAkAEBAAAAAAIAEFRpbWVzIE5ldyBSb21hbgD+////PQwKLwAACgCQf4QABAAAAC0BAQAEAAAA8AEAAAoAAAAyCgAAAAACAAAAcHEgBAADBQAAABQCYAGKARwAAAD7AoD+AAAAAAAAkAEAAAABAAIAEFN5bWJvbAAAUCLddlFZ6eH+////MRoKwQAACgDwfoQABAAAAC0BAAAEAAAA8AEBAAoAAAAyCgAAAAACAAAAPT0gBAADkQAAACYGDwAYAU1hdGhUeXBlVVUMAQUBAAUCRFNNVDUAABNXaW5BbGxCYXNpY0NvZGVQYWdlcwARBVRpbWVzIE5ldyBSb21hbgARA1N5bWJvbAARBUNvdXJpZXIgTmV3ABEETVQgRXh0cmEAE1dpbkFsbENvZGVQYWdlcwARBsvOzOUAEgAIIS9Fj0QvQVD0EA9HX0FQ8h8eQVD0FQ9BAPRF9CX0j0JfQQD0EA9DX0EA9I9F9CpfSPSPQQD0EA9A9I9Bf0j0EA9BKl9EX0X0X0X0X0EPDAEAAQABAgICAgACAAEBAQADAAEABAAFAAoBAAIAg3AAAgSGPQA9AgCIMQACAIgzAAIAgiwAAgCDcQACBIY9AD0CAIgxAAIAiDkAAAALAAAAJgYPAAwA/////wEAAAAAAAAAHAAAAPsCEAAHAAAAAAC8AgAAAIYBAgIiU3lzdGVtAHVIAIoBAAAKAAYAAABIAIoBAQAAABzcGQAEAAAALQEBAAQAAADwAQAAAwAAAAAA)，加密密钥![](data:image/x-wmf;base64,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)，试对明文![](data:image/x-wmf;base64,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)进行数字签名，并验证数字签名的正确性。（12分）

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

六、AES的字节替代操作SubBytes定义在有限域上，试求SubBytes（53）。（12分）

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

七、设（P,C,K,E,D)是一个密码体制，试证明

。![](data:image/x-wmf;base64,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)（10分）

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

八、证明Miller-Rabinn算法对于合数问题是一个偏是的Monte Carlo算法。（13分）

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

九、试利用公钥密码算法、对称密码算法和Hash函数设计一个安全的邮件传输系统方案，并分析方案的合理性。（15分）