**计算机科学与技术学院2016-2017学年第2学期 考试试卷**

密码学原理 B卷 闭卷

姓名\_\_\_\_\_\_\_\_\_\_\_\_班级\_\_\_\_\_\_\_\_\_\_\_\_学号\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_考试日期 \_\_\_\_\_\_\_\_\_

|  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 题号 | 一 | 二 | 三 | 四 | 五 | 六 | 七 | 八 | 九 | 总分 | 核对人 |
| 题分 | 10 | 10 | 11 | 13 | 14 | 12 | 10 | 10 | 10 | 100 |  |
| 得分 |  |  |  |  |  |  |  |  |  |  |  |

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

一、已知K=(9,15)是定义在![](data:image/x-wmf;base64,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)上的仿射密码的密钥。

（1）以![](data:image/x-wmf;base64,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)的形式给出解密函数，这里![](data:image/x-wmf;base64,183GmgAAAAAAAIAGQAIACQAAAADRWgEACQAAAzoCAAACAL4AAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJAAoAGCwAAACYGDwAMAE1hdGhUeXBlAABgABIAAAAmBg8AGgD/////AAAQAAAAwP///6b///9ABgAA5gEAAAUAAAAJAgAAAAIFAAAAFALjAWQFHAAAAPsCIv8AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///+eDwoxAAAKAAAAAAAEAAAALQEAAAoAAAAyCgAAAAACAAAAMzdvALwBBQAAABQCgAFUARwAAAD7AoD+AAAAAAAAkAEAAAAAAAIAEFRpbWVzIE5ldyBSb21hbgD+////FBEKGgAACgAAAAAABAAAAC0BAQAEAAAA8AEAAAkAAAAyCgAAAAABAAAALDcAAwUAAAAUAoABOgAcAAAA+wKA/gAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A/v///54PCjIAAAoAAAAAAAQAAAAtAQAABAAAAPABAQAKAAAAMgoAAAAAAgAAAGFingEAAwUAAAAUAmoBAAEcAAAA+wKA/gAAAAAAAJABAAAAAQACABBTeW1ib2wAAIDYcXX2R9Mp/v///xQRChsAAAoAAAAAAAQAAAAtAQEABAAAAPABAAAKAAAAMgoAAAAAAgAAAKKimAEAAwUAAAAUAoABHAMJAAAAMgoAAAAAAQAAAM6iAAMFAAAAFAKAAVoEHAAAAPsCgP4AAAAAAAC8AgAAAAEAAgAQRXVjbGlkIE1hdGggVHdvAP7///+eDwozAAAKAAAAAAAEAAAALQEAAAQAAADwAQEACQAAADIKAAAAAAEAAABaogADvgAAACYGDwBxAUFwcHNNRkNDAQBKAQAASgEAAERlc2lnbiBTY2llbmNlLCBJbmMuAAUBAAYJRFNNVDYAABNXaW5BbGxCYXNpY0NvZGVQYWdlcwARBVRpbWVzIE5ldyBSb21hbgARA1N5bWJvbAARBUNvdXJpZXIgTmV3ABEETVQgRXh0cmEAE1dpbkFsbENvZGVQYWdlcwARBsvOzOUAEgAIIS9Fj0QvQVD0EA9HX0FQ8h8eQVD0FQ9BAPRF9CX0j0JfQQD0EA9DX0EA9I9F9CpfSPSPQQD0EA9A9I9Bf0j0EA9BKl9EX0X0X0X0X0EPDAEAAQABAgICAgACAAEBAQADAAEABAAFAAoQBAAAAAAAAEJsYWNrAA8BAQAPAAIBg2EABgAFAAIAgiwAAgGDYgAGAAUAAgSGCCLOE0V1Y2xpZE1hdGgyABEHRXVjbGlkIE1hdGggVHdvAAgGAQIEfyQhWgMAGwAACwEAAgCIMwACAIg3AAABAQAAAAAKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAACGAQICIlN5c3RlbQAbSACKAAAACgAYEWYbSACKAAEAAABA1BkABAAAAC0BAQAEAAAA8AEAAAMAAAAAAA==)； (6分) (2)证明对于任意的![](data:image/x-wmf;base64,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)，都有![](data:image/x-wmf;base64,183GmgAAAAAAAEAIQAIACQAAAAARVAEACQAAA+cBAAACAKMAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJAAkAIEwAAACYGDwAcAP////8AAE4AEAAAAMD///+m////AAgAAOYBAAALAAAAJgYPAAwATWF0aFR5cGUAAGAABQAAAAkCAAAAAgUAAAAUAoABrAEcAAAA+wKA/gAAAAAAAJABAAAAAAACABBUaW1lcyBOZXcgUm9tYW4AWLHxd2Gx8XcgQPN3BxtmgAQAAAAtAQAADQAAADIKAAAAAAQAAAAoKCkpxgFQAX4AAAMFAAAAFALjAQsBHAAAAPsCIv8AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAFix8XdhsfF3IEDzdwcbZoAEAAAALQEBAAQAAADwAQAACgAAADIKAAAAAAIAAABra8YBvAEFAAAAFAKAAToAHAAAAPsCgP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAFix8XdhsfF3IEDzdwcbZoAEAAAALQEAAAQAAADwAQEADQAAADIKAAAAAAQAAABkZXh49gHeAUgDAAMFAAAAFAKAARgGHAAAAPsCgP4AAAAAAACQAQAAAAEAAgAQU3ltYm9sAAC4GgqucNsSAFix8XdhsfF3IEDzdwcbZoAEAAAALQEBAAQAAADwAQAACQAAADIKAAAAAAEAAAA9awADowAAACYGDwA7AU1hdGhUeXBlVVUvAQUBAAUCRFNNVDUAABNXaW5BbGxCYXNpY0NvZGVQYWdlcwARBVRpbWVzIE5ldyBSb21hbgARA1N5bWJvbAARBUNvdXJpZXIgTmV3ABEETVQgRXh0cmEAE1dpbkFsbENvZGVQYWdlcwARBsvOzOUAEgAIIS9Fj0QvQVD0EA9HX0FQ8h8eQVD0FQ9BAPRF9CX0j0JfQQD0EA9DX0EA9I9F9CpfSPSPQQD0EA9A9I9Bf0j0EA9BKl9EX0X0X0X0X0EPDAEAAQABAgICAgACAAEBAQADAAEABAAFAAoBAAIAg2QAAwAbAAALAQACAINrAAABAQAKAgCCKAACAINlAAMAGwAACwEAAgCDawAAAQEACgIAgigAAgCDeAACAIIpAAIAgikAAgSGPQA9AgCDeAAAAAALAAAAJgYPAAwA/////wEAAAAAAAAAHAAAAPsCEAAHAAAAAAC8AgAAAIYBAgIiU3lzdGVtAIAHG2aAAAAKACEAigEAAAAAAAAAALzlEgAEAAAALQEAAAQAAADwAQEAAwAAAAAA)。（4分）

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

**二、**假设有一个同步流密码的密钥流是由4级LFSR产生的，Oscar得到密文串“10110100”和相应的明文串“01100011”，试求出产生密钥流的递推公式。(10分)

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

|  |  |  |  |
| --- | --- | --- | --- |
|  | *a* | *b* | *c* |
| *K*1 | 1 | 2 | 3 |
| *K*2 | 3 | 2 | 1 |
| *K*3 | 2 | 1 | 3 |

**三、**考虑一个密码体制，其中![](data:image/x-wmf;base64,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)。加密矩阵如下：

若![](data:image/x-wmf;base64,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)

（1）计算密文的概率分布P(C)和条件概率P(M|C) ；（8分）

（2）判断密码体制是否具有完善保密性，给出理由。（3分）

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

四、Alice和Bob采用D-H算法进行密钥协商，协商n=29和原根g=2，Alice发送X=2x=18给Bob，Bob发送Y=2y=21给Alice，试求：（1）x和y（使用shanks算法）；（9分）

（2）二人协商的密钥。（4分）

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

五、假设RSA公钥密码体制中![](data:image/x-wmf;base64,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)，签名密钥![](data:image/x-wmf;base64,183GmgAAAAAAACAEwAEBCQAAAADwWwEACQAAA3MBAAACAJsAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADALAASAECwAAACYGDwAMAE1hdGhUeXBlAAAwABIAAAAmBg8AGgD/////AAAQAAAAwP///8b////gAwAAhgEAAAUAAAAJAgAAAAIFAAAAFAJgATQAHAAAAPsCgP4AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7////IGQo8AAAKAAAAAAAEAAAALQEAAAwAAAAyCgAAAAADAAAAZDM1AEACwAAAAwUAAAAUAmABVAEcAAAA+wKA/gAAAAAAAJABAAAAAQACABBTeW1ib2wAAIDYcXUIZH48/v///3kZCmcAAAoAAAAAAAQAAAAtAQEABAAAAPABAAAJAAAAMgoAAAAAAQAAAD1OAAObAAAAJgYPACsBQXBwc01GQ0MBAAQBAAAEAQAARGVzaWduIFNjaWVuY2UsIEluYy4ABQEABglEU01UNgAAE1dpbkFsbEJhc2ljQ29kZVBhZ2VzABEFVGltZXMgTmV3IFJvbWFuABEDU3ltYm9sABEFQ291cmllciBOZXcAEQRNVCBFeHRyYQATV2luQWxsQ29kZVBhZ2VzABEGy87M5QASAAghL0WPRC9BUPQQD0dfQVDyHx5BUPQVD0EA9EX0JfSPQl9BAPQQD0NfQQD0j0X0Kl9I9I9BAPQQD0D0j0F/SPQQD0EqX0RfRfRfRfRfQQ8MAQABAAECAgICAAIAAQEBAAMAAQAEAAUAChAEAAAAAAAAQmxhY2sADwEBAA8AAgCBZAACBIY9AD0CAIgzAAIAiDUAAAAACgAAACYGDwAKAP////8BAAAAAAAcAAAA+wIQAAcAAAAAALwCAAAAhgECAiJTeXN0ZW0AukgAigAAAAoA9xBmukgAigAAAAAAQNQZAAQAAAAtAQAABAAAAPABAQADAAAAAAA=)，试签名消息M=28，并使用RSA的公钥对签名进行验证。（14分）

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

六、证明解密一个Feistel密码相当于对密文使用加密算法，但密钥编排方案要逆序使用。（12分）

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

七、AES算法中的列混合是将每列元素看做一个系数定义在![](data:image/x-wmf;base64,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)上的三次多项式，记为S(x)，列混合运算定义为![](data:image/x-wmf;base64,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),试求当前列列![](data:image/x-wmf;base64,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)经过列混合之后的结果。（10分）

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

八、简述CBC模式的工作过程（10分）

|  |  |
| --- | --- |
| 得分 | 评卷人 |
|  |  |

九、简述线性密码分析的基本原理。（10分）