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Цель: Овладение основными криптографическими алгоритмами асимметричного шифрования .

# **Теоретическое введение**

# **Реализация элементов криптосистемы RSA**

RSA (аббревиатура от фамилий Rivest, Shamir и Adleman) — криптографический алгоритм с открытым ключом, основывающийся на вычислительной сложности задачи факторизации больших целых чисел.

Криптосистема RSA стала первой системой, пригодной и для шифрования, и для цифровой подписи. Алгоритм используется в большом числе криптографических приложений, включая PGP, S/MIME, TLS/SSL, IPSEC/IKE и других.

Весь алгоритм расписан в таблице:

|  |  |  |
| --- | --- | --- |
| Этап | Описание операции | Результат операции |
| Генерация ключей | Выбрать два простых различных числа | p=3557,  q=2579 |
| Вычислить модуль (произведение) | n = p \cdot q = 3557 \cdot 2579 = 9173503 |
| Вычислить функцию Эйлера | \varphi(n) = (p-1) (q-1) = 9167368 |
| Выбрать открытую экспоненту | e = 3 |
| Вычислить секретную экспоненту | d = e^{-1} \mod \varphi(n)  d = 6111579 |
| Опубликовать открытый ключ | \{e, n\} = \{3,9173503 \} |
| Сохранить закрытый ключ | \{d, n\} = \{6111579, 9173503 \} |
| Шифрование | Выбрать текст для зашифровки | m = 111111 |
| Вычислить шифротекст | \begin{align} c &= E(m) \\  &= m^e \mod n \\  &= 111111^3   \mod 9173503 \\  &= 4051753 \end{align} |
| Расшифрование | Вычислить исходное сообщение | \begin{align} m &= D(c) = \\   &= c^d \mod n \\   &= 4051753^{6111579} \mod 9173503 \\   &= 111111 \end{align} |

# **Преимущество** — при помощи открытого ключа алгоритма шифрования невозможно прочитать видоизмененное сообщение. Для этого требуется закрытый ключ, который есть только у адресата.

**Недостаток** — медленное шифрование из-за громоздкости вычислительных операций. Невозможность получить доступ ко всем сообщениям, которые шифруются одним ключом.

# **Реализация элементов схемы шифрования Дифи-Хеллмана**

## **Генерация ключей**

В 1976 году после публичной критики алгоритма DES и указания на сложность обработки секретных ключей Уитфилд Диффи (Whitfield Diffie) и Мартин Хеллман (Martin Hellman) опубликовали свой алгоритм обмена ключами. Это была первая публикация на тему криптографии с открытым ключом и, возможно, самый большой шаг вперед в области криптографии, сделанный когда‑либо.

Из‑за невысокого быстродействия, свойственного асимметричным алгоритмам, алгоритм Диффи‑Хеллмана не предназначен для шифрования данных. Он был ориентирован на передачу секретных ключей DES, ARS или других подобных алгоритмов через небезопасную среду. В большинстве случаев алгоритм Диффи‑Хеллмана не используется для шифрования сообщений, потому что он, в зависимости от реализации, от 10 до 1000 раз медленнее алгоритма DES.

До алгоритма Диффи‑Хеллмана было сложно совместно использовать зашифрованные данные из‑за проблем хранения ключей и передачи информации. В большинстве случаев передача информации по каналам связи небезопасна, потому что сообщение может пройти десятки систем, прежде чем оно достигнет потенциального адресата, и нет никаких гарантий, что по пути никто не сможет взломать секретный ключ. Уитфилд Диффи и Мартин Хеллман предложили зашифровывать секретный ключ DES по алгоритму Диффи‑Хеллмана на передающей стороне и пересылать его вместе с сообщением, зашифрованным с использованием DES. Тогда на другом конце его сможет расшифровать только получатель сообщения.

На практике **обмен ключами** по алгоритму Диффи‑Хеллмана происходит по следующей схеме.

1. Два участника обмена договариваются о двух числах. Один выбирает большое простое число, а другой – целое число, меньшее числа первого участника. Переговоры они могут вести открыто, и это никак не отразится на безопасности.
2. Каждый из двух участников, независимо друг от друга, генерирует другое число, которое они будут хранить в тайне. Эти числа выполняют роль секретного ключа. Далее в вычислениях используются секретный ключ и два предыдущих целых числа. Результат вычислений посылается участнику обмена, и он играет роль открытого ключа.
3. Участники обмена обмениваются открытыми ключами. Далее они, используя собственный секретный ключ и открытый ключ партнера, конфиденциально вычисляют ключ сессии. Каждый партер вычисляет один и тот же ключ сессии.
4. Ключ сессии может использоваться как секретный ключ для другого алгоритма шифрования, например DES. Никакое третье лицо, контролирующее обмен, не сможет вычислить ключ сессии, не зная один из секретных ключей.

**Самое сложное в алгоритме** Диффи‑Хеллмана обмена ключами – это понять, что в нем фактически два различных независимых цикла шифрования. Алгоритм Диффи‑Хеллмана применяется для обработки небольших сообщений от отправителя получателю. Но в этом маленьком сообщении передается секретный ключ для расшифровки большого сообщения.

**Сильная сторона алгоритма** - никто не сможет скомпрометировать секретное сообщение, зная один или даже два открытых ключа получателя и отправителя. В качестве секретных и открытых ключей используются очень большие целые числа. Алгоритм Диффи‑Хеллмана основан на полезных для криптографии свойствах дискретных логарифмов.

**Преимущество** — никто не сможет скомпрометировать секретное сообщение. Полученный ключ может быть использован для шифрования по любым доступным сторонам алгоритма.

**Недостаток** — два различных независимых цикла шифрования. Отсутствие взаимной аутентификации сторон.

# **Реализация элементов схемы шифрования Эль-Гамаля**

## **Генерация ключей**

1. Генерируется случайное простое число ![~p](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAsAAAANBAMAAACN24kIAAAAMFBMVEX///9AQEDm5uYMDAy2trYEBATMzMwiIiIWFhZiYmJQUFCKioowMDB0dHSenp4AAAALBVuHAAAAAXRSTlMAQObYZgAAAFVJREFUCB1jYHh7YO9qBgaGCe0JrAkMbA7RDMwXGBjYPjHwT2Bg4DVgyH/AwMAjwDAVqIR1A4MtkMqfwHkASF1+eRdIMhwEEQxgCaC2b2DOjj8OQBoA4+sTexM9h3sAAAAASUVORK5CYII=) длины ![~n](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAwAAAAJBAMAAAD0ltBnAAAAMFBMVEX///8MDAwWFhYiIiLMzMyenp5QUFC2trZAQEAEBATm5uZ0dHQwMDBiYmKKiooAAAAzevxMAAAAAXRSTlMAQObYZgAAAERJREFUCB1j4LvDt/sUAwM3ZzvDMQaGkPUPGMwYGBjiGRjmAalkBpZfQEqXgU0BSH1nYNxwgYH1AwO/1wYG7gYGtrsMANfkDo13AqZFAAAAAElFTkSuQmCC) [битов](https://ru.wikipedia.org/wiki/%D0%91%D0%B8%D1%82).
2. Выбирается случайный примитивный элемент ![~g](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAANBAMAAABiGeI2AAAAMFBMVEX///8WFhZQUFDMzMxAQEAEBASKiooMDAzm5uYwMDC2trYiIiKenp5iYmJ0dHQAAACBkL3qAAAAAXRSTlMAQObYZgAAAFJJREFUCB1jYGB4d2cXAwPnBd4fDAzPGdgKGBhiGVgcGLg+M7A/YOD7wNBvwMBXwJDKwMAcwFzJwMCQdE8OSDJw/AJisPL7DO0HGBiOvPNiYAAA+6gStHtD+9wAAAAASUVORK5CYII=).
3. Выбирается случайное целое число ![~x](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAsAAAAJBAMAAAAWSsseAAAAKlBMVEX///+2traenp5QUFAWFhaKiooiIiLm5uYwMDBAQEBiYmJ0dHTMzMwAAAB0V3M+AAAAAXRSTlMAQObYZgAAAD1JREFUCB1jYDi9kmsHAwP7Brb02AIGLgYWAx4gj4FXgQEEdMEkgwmI4mHwZCgFCh10ZljAwHByd+XuAgYAN6kKyuPaHRMAAAAASUVORK5CYII=) такое, что ![~1 < x < p-1](data:image/png;base64,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).
4. Вычисляется ![~y = g^x\,\bmod\,p](data:image/png;base64,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).
5. Открытым ключом является тройка ![\left( p,g,y \right)](data:image/png;base64,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), закрытым ключом — число ![~x](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAsAAAAJBAMAAAAWSsseAAAAKlBMVEX///+2traenp5QUFAWFhaKiooiIiLm5uYwMDBAQEBiYmJ0dHTMzMwAAAB0V3M+AAAAAXRSTlMAQObYZgAAAD1JREFUCB1jYDi9kmsHAwP7Brb02AIGLgYWAx4gj4FXgQEEdMEkgwmI4mHwZCgFCh10ZljAwHByd+XuAgYAN6kKyuPaHRMAAAAASUVORK5CYII=).

## **Шифрование**

Сообщение ![~M](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABUAAAAOBAMAAAAyKEr9AAAAMFBMVEX///8WFhYEBAS2trZQUFCenp5iYmKKiopAQEDMzMzm5uYwMDAMDAwiIiJ0dHQAAADxJdlTAAAAAXRSTlMAQObYZgAAAItJREFUCB1jYGB4+4cBCN6fXgAkOe8DCa7+CUCSga8eSPH1gJgMbOsDGBgiT0DY/A8YGKq+g9nLeRwY2Fl/gdlVvBsYJrMogNkJHAIMDxg3QNhsCqwLQHqAJj9g/7CcIR5sPPsE5p8PGJxAwgxsDFzfDBikwezVDAxfGLj+gdjc+rsYNnD1fGxgYAAAKP8icUZmmvwAAAAASUVORK5CYII=) шифруется следующим образом:

1. Выбирается сессионный [ключ](https://ru.wikipedia.org/wiki/%D0%9A%D0%BB%D1%8E%D1%87_(%D0%BA%D1%80%D0%B8%D0%BF%D1%82%D0%BE%D0%B3%D1%80%D0%B0%D1%84%D0%B8%D1%8F)) — случайное целое число ![~k](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAkAAAAOBAMAAAAPuiubAAAALVBMVEX///8wMDAWFhYEBAR0dHRQUFAMDAxiYmLm5ua2traKiopAQEAiIiLMzMwAAADP31JwAAAAAXRSTlMAQObYZgAAAEtJREFUCB1j4D23gQEI+BaAyHkNILIMRDCcBpOvOMoDGDhftHAnMLBnOHA0MPCkgMT53E8CyXkNbkCyjMGZYwFQ+SIWBgZNBsYqBgCWpg/R/xOqqwAAAABJRU5ErkJggg==) такое, что ![~1 < k < p - 1](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAHQAAAASBAMAAAB4GedTAAAAMFBMVEX///90dHRiYmIEBASKioqenp7MzMwWFhZQUFAwMDAiIiIMDAy2trZAQEDm5uYAAACwFr2XAAAAAXRSTlMAQObYZgAAAXNJREFUOBGVkjFIw1AQhv/GNBqNadFBpUsVQaQgIuKcrWvnTpmEglJ1EAdFNzdHQVHsolAwqIOrCG51sJNuEhfBtejgIubevdfmxQ71hnff++5+ktIAbhN6WVdJo8/FTaQea8lJxkuav3dKfexHhyrXJ3oK6ZT1rkDrnLJrbWm9+MSFtgBWN2OXGIpUJ2odl8Qw6KxUzjuskR516vc8/XSn9pgaJ6KnJ8xxj406tWi67rN3ft6GrwWWD9kY/RdYYlRnPGruhFIbd1lXcPFVmpU+DzeSZYtHH/JqNii3nAVlUA3Rii7WMlVIOh7FTJZUVJmRSwZjnTuQg/UVceWIKk9Wi2Jsjhz9rTkGpDZCplMY89LJpkdRPBC+gFHX4w1zKxSwiCH1TjyQT12TN6D8TBigmFIqHfgRWi3MKiO7HaUGzr75YeQapejYhj0tFwCHvonU7WTioVqqvdwF7GYX2ZtK/tDeUmKr6v9jWVs1d/lT1iTwCzKfUr4yugZqAAAAAElFTkSuQmCC)
2. Вычисляются числа ![a = g^k\,\bmod\,p](data:image/png;base64,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) и ![b = y^k M\,\bmod\,p](data:image/png;base64,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).
3. Пара чисел ![\left( a, b \right)](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAACgAAAAVBAMAAADGNLEtAAAAMFBMVEX///9QUFCenp4MDAzm5uYEBAQiIiJAQEB0dHQWFha2trYwMDCKiorMzMxiYmIAAACOV7ETAAAAAXRSTlMAQObYZgAAAQRJREFUGBltj79Kw1AYxX+tTUlMYnRzM48QHJ2CRdf6CG6OFnFwUfIEUnyC6+RoBwcVh7yAmM3BwYqDgvh3cmnx5DaSCn7DPef8OHx8F/6f17/YNcpBXsNwuwdnync1g0iNElxOw9MU/Bj60/BRoTnA1ZZ6tkr7QTuXHL896NWMn3fhCM/ogH74bdnsJy9wjpPCfcHIwrmEG1ggUrqguWGh3+MdnojUHNPYtNDJVBB0CsIvvKGFXaMCB8wYWiO6cVbSiEB7rvCVlllaNR0Zr+gYWLHH3x42FlnT18K9ffUTWonETlZpMA87lSevTLuA9cqHcWVOpM3hJAQVY1Ca6980UTflBwlbOqFc/DtZAAAAAElFTkSuQmCC) является [шифротекстом](https://ru.wikipedia.org/wiki/%D0%A8%D0%B8%D1%84%D1%80%D0%BE%D1%82%D0%B5%D0%BA%D1%81%D1%82" \o "Шифротекст).

Нетрудно видеть, что длина шифротекста в схеме Эль-Гамаля длиннее исходного сообщения ![M](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABUAAAAOBAMAAAAyKEr9AAAAMFBMVEX///8WFhYEBAS2trZQUFCenp5iYmKKiopAQEDMzMzm5uYwMDAMDAwiIiJ0dHQAAADxJdlTAAAAAXRSTlMAQObYZgAAAItJREFUCB1jYGB4+4cBCN6fXgAkOe8DCa7+CUCSga8eSPH1gJgMbOsDGBgiT0DY/A8YGKq+g9nLeRwY2Fl/gdlVvBsYJrMogNkJHAIMDxg3QNhsCqwLQHqAJj9g/7CcIR5sPPsE5p8PGJxAwgxsDFzfDBikwezVDAxfGLj+gdjc+rsYNnD1fGxgYAAAKP8icUZmmvwAAAAASUVORK5CYII=) вдвое.

## **Расшифрование**

Зная закрытый ключ ![~x](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAsAAAAJBAMAAAAWSsseAAAAKlBMVEX///+2traenp5QUFAWFhaKiooiIiLm5uYwMDBAQEBiYmJ0dHTMzMwAAAB0V3M+AAAAAXRSTlMAQObYZgAAAD1JREFUCB1jYDi9kmsHAwP7Brb02AIGLgYWAx4gj4FXgQEEdMEkgwmI4mHwZCgFCh10ZljAwHByd+XuAgYAN6kKyuPaHRMAAAAASUVORK5CYII=), исходное сообщение можно вычислить из шифротекста ![\left( a, b \right)](data:image/png;base64,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) по формуле:

![M = b(a^x)^{-1}\,\bmod\,p.](data:image/png;base64,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)

При этом нетрудно проверить, что

![~(a^x)^{-1}\equiv g^{-kx}\pmod{p}](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAMsAAAAXBAMAAABXKaZUAAAAMFBMVEX///9QUFCenp4MDAzm5uYEBAQiIiJAQEB0dHQWFha2trYwMDCKiorMzMxiYmIAAACOV7ETAAAAAXRSTlMAQObYZgAAAxJJREFUSA2VVEtoE1EUPfk1n8kkFRUERWenINQgLsSiDFYUlJIsCm6qFBcuRCGIWhUXKRUaKpQiIupCRrsoXTW48VcxFYQWFEdEBEUSpZWC2AbNQi0V73tvXmaSzAR6F++ee+9558y8lwngHm2me5+64VHP0WoH8fXeNpHsatW8+SFvm7ai97YWkx9i1nHluzlco7WwCR2+BkaucQkk6io2+WiwlQdXjRdFkZtVdEUXGGhhM/HiCBhZUll+5Sw4Pj9aa3HqJ1muAdQCMNTf359zt4nQ6CLm19EOIjuC7WsIn23Dp0/k/DqBB7Jo8TYnxojEyHYoho0t5LDhqparf66aALZLegubSjIiyJILRG0okdOGVOXP0795ZA5IWiz/0iPJb8xqn29YkO3JkA0lctqQaluRBvcWv9BKEdV4ksul2yzu8DL/9ZRsN+XTwETvzLfu/BTwNk93d2hhgJ/StsLMJq4aNYD4qPpbbFVyTRJWQyknql4zsAc5aipTmNRjN/BOV/eii9uUb5p0/KQa0oGSiRUh4Wv3khpEPOU1Qw9NOkHPkTYCOSjZaLv4S1KNXlCDVNltPIY/IyQS2Tqp7s8sTNY7jnD9zEmsULEPiQyS2qSJSCZdhLgbtYpkGaSa1IF/8PWJXQ02G5+yeEaz2Ap7LK9gx0k2KbJ5QzbVHZplE0mhpDEbOjr1J6JloRC2sqgca6SCNH8rR8+GxwhaNvQ2iUrtbZQs5uk/vYyAgeAK0lqOmIBS5Kl5ocd62dyVnT0ELJsQ3U0hYN0NQkXs5qrst7UTW/YbfAuZOuPCSRZnqKVm1E7npB6zj8yy8e/CmB7rwfsUo5TKiQLYq7DP88OIb4PYFxBJrsEDLHg1vXBLdpvzEDD+q33t8v3ndzG+eI4pDvwxiDfYkaeVVIPcVe6clqA5B/8292SnS4LG/JA3mOpZ54idj2sEW302CGuum8AuhoKpHuRILDE6QfdYQpfmPmHdYJ/7TOVfPVf1l22KYsMGtDV/uaFTV3bUVbVidtkgLFRf17q4asPVobjZgk+q/wHou8bMD1K4owAAAABJRU5ErkJggg==)

и поэтому

![~b(a^x)^{-1}\equiv (y^kM)g^{-xk}\equiv (g^{xk}M) g^{-xk}\equiv M \pmod{p}](data:image/png;base64,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).

Для практических вычислений больше подходит следующая формула:

![M = b(a^x)^{-1}\,\bmod\,p = b \cdot a^{(p-1-x)}\,\bmod\,p ](data:image/png;base64,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)

**Преимущество** — вероятностный характер шифрования — большая стойкость.

**Недостаток** — удвоение длины зашифрованного текста по сравнению с начальным текстом. Само сообщение и ключ не определяют шифртекст однозначно.