# 附件一：XX系统定级评审意见表

|  |  |  |  |
| --- | --- | --- | --- |
| 信息系统运营、使用单位名称 | XX单位 | | |
| 项目负责人 |  | 联系电话 |  |
| 信息系统名称 |  | | |
| 系统自定安全级别 | 级 | | |
| 专家评审建议级别 | 级 | | |
| 评审专家组组长 |  | | |
| 评审专家组意见：  2023年 月 日， XX单位组织省网络安全等级保护定级评审专家XX系统进行了网络安全等级保护定级评审。专家组听取了XX单位对该系统情况的介绍，审议了有关材料，经质询、讨论，形成如下评审意见：  1、提交评审的资料齐全，符合网络安全等级保护定级评审要求；  2、XX系统部署在华东院本地机房。该系统网络边界清晰，具有明确的安全责任单位和信息系统的基本要素；  3、XX系统的业务信息主要包括：华东院的主项目资源信息、采购计划信息、采购方案信息、招标实施信息、合同信息等远程开标、评标信息。业务信息遭到破坏后，所侵害的客体：公民、法人和其他组织的合法权益，侵害程度：严重损害。根据《定级指南》，业务信息安全保护等级为X级；  4、XX系统的系统服务主要包括：为华东院内部管理人员实现远程开标、评标，提供招标文件和投标文件工具端结构化数据，解决对供应商没有统一的科学管理的情况，形成完整的供应商评估体系。系统服务遭到破坏后，所侵害的客体：公民、法人和其他组织的合法权益，侵害程度：严重损害。根据《定级指南》，系统服务安全保护等级为X级；  经综合考虑上述要素，专家组讨论建议：XX系统网络安全保护等级为X级。  2023年5月12日 | | | |