1. Verify email address is valid and accepts email.

2. Verify OTP is generated and sent to registered email address within specified time.

3. Verify OTP length matches the defined length.

4. Verify OTP format is alphanumeric.

5. Verify OTP is case sensitive or not.

6. Verify OTP field accepts user input without errors.

7. Verify valid OTP is successfully verified and triggers intended action.

8. Verify error message should be shown when user input an invalid OTP.

9. Verify valid OTP will be verified with automatic input if email login is done on same device.

10. Verify OTP expires after the specified time.

11. Verify resend OTP functionality works and sends a new OTP to the registered email address.

12. Verify one OTP code generated by one request.

13. Verify whether the limit is set for OTP code to resend multiple time or not.

14. Verify user should be temporary block if he request for new OTP again and again.