|  |  |
| --- | --- |
| Job Listing Detail |  |
| * Must have implemented any of the Security Global Standards like ISO 27001, PCI DSS, SOX etc. * Good understanding on the Security Operations ( SIEM , IDS / IPS , Antivirus , Vulnerability Assessment , Penetration Testing , File Integrity Monitoring , Identity Management , Reverse Proxy technologies , PKI , Content Filtering technologies etc.) * Good understanding on Security Incidents and Response * Good understanding on Network Security (Firewall, Access Controls Lists, VLANs, Layer 3 switches etc.) * Good understanding on Application Security * Should have faced or performed at least one complete Audit of any of the Security standards * Should be able to perform well throughout Enterprise Risk Management * Good Communication and Analytical skills * Should able to define Process, Procedures and Policies in line with business Requirements   Secondary Skills (Nice to have) 1. Understanding on BCP / DR 2. With Client facing background in delivery matters 3. Experience of COBIT, ITIL Process 4. Good presentation skills 5. Cloud Computing 6. Architectural reviews of security solutions 7. CISSP / CISA / CISM Certifications  Brief Responsibility: 1. Establish and maintain End to End Security governance 2. Should be able to demonstrate the security processes and delivery in line contractual requirements 3. Define and maintain the Policy, process and procedures 4. Collaborate with different technologies and make sure that all the security and compliance requirement and implemented and maintained | |