Captcha is a Technique to prevent hacking on websites.

In captcha a gif image is generated from a group of random characters.

There is a textbox in the form where user has to put the same characters as that in the image.

If characters entered by user and group of random characters in the image match control is passed on to next page else message is displayed captcha page.

Now how captcha works.

The group of characters displayed in the image are also saved in session of the client or user. If these characters in the session match with the data entered by the user the captcha is valid or captcha fails.

If captcha is valid then only next operation can be performed by user else next operation after the submission of form cannot be performed b y the user.