# [file name]: session\_manager.py (УПРОЩЕННАЯ ВЕРСИЯ)

import os

import uuid

from datetime import datetime, timedelta

from typing import Dict, Optional, List

from shared.logger import setup\_loggerimport os import getpass import platform from datetime import datetime, timedelta from typing import Dict, Any, Optional, List from shared.logger import setup\_logger from shared.config\_loader import get\_monitoring\_config, get\_api\_client\_config try: import win32security # For Windows user except ImportError: win32security = None try: import psutil # For tracking open files except ImportError: psutil = None from .hash\_calculator import HashCalculator from .session\_manager import SessionManager from .api\_client import APIClient from .file\_validator import FileValidator class EventHandler: def \_\_init\_\_(self, monitoring\_config=None): if monitoring\_config is None: self.config = get\_monitoring\_config() else: self.config = monitoring\_config self.logger = setup\_logger(\_\_name\_\_) # Инициализация компонентов self.hash\_calculator = HashCalculator(self.config.get('hashing', {})) self.session\_manager = SessionManager() # ПЕРЕДАЕМ КОНФИГУРАЦИЮ СЕССИЙ ПРАВИЛЬНО session\_config = self.config.get('sessions', {}) self.session\_manager.set\_config(session\_config) self.api\_client = APIClient() self.file\_validator = FileValidator(self.config) # Статистика self.stats = { 'events\_processed': 0, 'events\_failed': 0, 'sessions\_created': 0, 'sessions\_resumed': 0, 'files\_closed': 0, 'files\_deleted': 0, 'expired\_sessions': 0, 'main\_files\_processed': 0, 'temporary\_files\_ignored': 0, 'office\_operations\_handled': 0, 'cad\_operations\_handled': 0, 'multi\_user\_sessions': 0, 'session\_conflicts\_resolved': 0 } # Отслеживание открытых файлов - УЛУЧШЕННАЯ ВЕРСИЯ для многопользовательской работы self.open\_files = {} # file\_path -> {primary\_user, all\_users, processes, last\_activity} # Трекер перемещений файлов self.file\_renames = {} # src\_path -> dest\_path self.file\_move\_chains = {} # track complex move operations self.temp\_to\_main\_map = {} # temp\_file -> main\_file (для Office операций) self.main\_file\_tracking = {} # main\_file -> последнее известное состояние # Трекер операций создания Office файлов self.office\_creation\_operations = {} # temp\_file -> main\_file\_data self.pending\_office\_operations = {} # file\_path -> operation\_data # Трекер CAD операций self.cad\_temp\_files = {} # temp\_file -> main\_file # ДОБАВЛЕНО: Трекер многопользовательской работы self.file\_editors = {} # file\_path -> {primary\_editor, co\_editors, last\_activity\_by\_user} self.user\_file\_locks = {} # user -> set(file\_paths) # файлы, которые пользователь держит открытыми # Время последней проверки открытых файлов self.last\_open\_files\_check = datetime.now() # Фильтр массовых событий self.recent\_events = {} # file\_path -> last\_event\_time self.event\_cooldown = 2.0 # секунды между событиями для одного файла # Трекер реально открытых файлов self.verified\_open\_files = set() # файлы, которые реально открыты в процессах self.logger.info("EventHandler initialized with multi-user support and enhanced file operations handling") def handle\_file\_event(self, event\_type: str, file\_path: str, dest\_path: str = None) -> bool: """Обрабатывает событие файла - УЛУЧШЕННАЯ ВЕРСИЯ для многопользовательской работы""" try: # Фильтр частых событий if not self.\_should\_process\_event(file\_path, event\_type): self.logger.debug(f"⏰ Skipping frequent event: {event\_type} for {file\_path}") return True self.stats['events\_processed'] += 1 self.logger.debug(f"Raw event: {event\_type} - {file\_path} -> {dest\_path}") # Определяем категорию файла ДО обработки file\_category = self.file\_validator.get\_file\_category(file\_path) # Обрабатываем перемещение как специальный случай if event\_type == 'moved' and dest\_path: return self.\_handle\_file\_moved(file\_path, dest\_path, file\_category) # Для IGNORE файлов - полностью пропускаем обработку if file\_category == 'IGNORE': self.logger.debug(f"🚫 Completely ignoring event for IGNORE file: {file\_path}") return True # Для TEMPORARY файлов - обрабатываем для контекста, но не создаем сессии if file\_category == 'TEMPORARY': self.stats['temporary\_files\_ignored'] += 1 self.logger.debug(f"⏰ Processing temporary file for context: {file\_path}") return self.\_handle\_temporary\_file(event\_type, file\_path, dest\_path) # Для MAIN файлов - полная обработка с сессиями if file\_category == 'MAIN': self.stats['main\_files\_processed'] += 1 return self.\_handle\_main\_file(event\_type, file\_path) self.logger.warning(f"Unknown file category for {file\_path}: {file\_category}") return False except Exception as e: self.stats['events\_failed'] += 1 self.logger.error(f"Error handling {event\_type} event for {file\_path}: {e}") return False def \_handle\_main\_file(self, event\_type: str, file\_path: str) -> bool: """Обрабатывает событие для основного файла с поддержкой многопользовательской работы""" # Проверяем нужно ли отслеживать файл (дополнительные проверки) if not self.file\_validator.should\_monitor\_file(file\_path): self.logger.debug(f"Ignoring main file: {file\_path}") return True # Получаем пользователя ОС и НОРМАЛИЗУЕМ его имя username = self.\_get\_file\_modifier\_safe(file\_path, event\_type) normalized\_username = self.\_normalize\_username(username) self.logger.debug(f"Main file event: {event\_type} - {file\_path} by {normalized\_username}") # ДОБАВЛЕНО: Проверяем многопользовательский контекст current\_editors = self.\_get\_current\_editors(file\_path) is\_multi\_user = len(current\_editors) > 1 if is\_multi\_user: self.logger.info(f"👥 Multi-user context detected for {file\_path}: {current\_editors}") self.stats['multi\_user\_sessions'] += 1 # Проверяем является ли это частью Office операции создания if event\_type == 'created' and self.\_is\_office\_creation\_operation(file\_path): self.logger.info(f"🔄 Detected Office file creation operation: {file\_path}") return self.\_handle\_office\_file\_creation(file\_path, normalized\_username) # Проверяем является ли это частью CAD операции if event\_type == 'created' and self.\_is\_cad\_operation(file\_path): self.logger.info(f"🔄 Detected CAD file operation: {file\_path}") return self.\_handle\_cad\_file\_operation(file\_path, normalized\_username, event\_type) # Обрабатываем в зависимости от типа события с учетом многопользовательской работы if event\_type == 'created': return self.\_handle\_file\_created(file\_path, normalized\_username, current\_editors) elif event\_type == 'modified': return self.\_handle\_file\_modified(file\_path, normalized\_username, current\_editors) elif event\_type == 'deleted': return self.\_handle\_file\_deleted(file\_path, normalized\_username, current\_editors) else: self.logger.warning(f"Unknown event type for main file: {event\_type}") return False def \_get\_current\_editors(self, file\_path: str) -> List[str]: """Возвращает список пользователей, которые сейчас работают с файлом""" if not psutil: return [] editors = set() try: processes = self.\_get\_processes\_using\_file(file\_path) for process in processes: editors.add(process['username']) except Exception as e: self.logger.debug(f"Error getting current editors for {file\_path}: {e}") return list(editors) def \_determine\_primary\_editor(self, file\_path: str, current\_username: str, all\_editors: List[str]) -> str: """Определяет основного редактора файла по принципу 'первый пользователь'""" if file\_path not in self.file\_editors: # Первый пользователь становится основным редактором self.file\_editors[file\_path] = { 'primary\_editor': current\_username, 'co\_editors': set(), 'last\_activity\_by\_user': {current\_username: datetime.now()}, 'established\_at': datetime.now() } self.logger.info(f"👑 {current\_username} established as primary editor for {file\_path}") return current\_username editor\_info = self.file\_editors[file\_path] primary\_editor = editor\_info['primary\_editor'] # Обновляем информацию о со-редакторах for editor in all\_editors: if editor != primary\_editor: editor\_info['co\_editors'].add(editor) editor\_info['last\_activity\_by\_user'][editor] = datetime.now() # Если основной редактор больше не работает с файлом, ищем нового if (primary\_editor not in all\_editors and datetime.now() - editor\_info['last\_activity\_by\_user'].get(primary\_editor, datetime.now()) > timedelta(minutes=5)): # Выбираем нового основного редактора (самого активного) if all\_editors: new\_primary = max(all\_editors, key=lambda u: editor\_info['last\_activity\_by\_user'].get(u, datetime.min)) editor\_info['primary\_editor'] = new\_primary self.logger.info(f"🔄 Primary editor changed from {primary\_editor} to {new\_primary} for {file\_path}") self.stats['session\_conflicts\_resolved'] += 1 return new\_primary return primary\_editor def \_handle\_file\_created(self, file\_path: str, username: str, current\_editors: List[str]) -> bool: """Обрабатывает создание файла с поддержкой многопользовательской работы""" if file\_path in self.file\_renames.values() or file\_path in self.file\_move\_chains.values(): self.logger.debug(f"Ignoring created event for moved file: {file\_path}") return True self.logger.info(f"📄 Main file created: {file\_path} by {username}") # Определяем основного редактора primary\_editor = self.\_determine\_primary\_editor(file\_path, username, current\_editors) # Вычисляем хеш если нужно file\_hash = None if (self.config.get('hashing', {}).get('enabled', True) and os.path.exists(file\_path)): file\_hash = self.hash\_calculator.calculate\_file\_hash\_with\_retry(file\_path) # Создаем сессию с основным редактором session\_data = self.session\_manager.smart\_create\_session(file\_path, primary\_editor, file\_hash) # ДОБАВЛЕНО: Добавляем информацию о со-редакторах в сессию if len(current\_editors) > 1: session\_data['co\_editors'] = [editor for editor in current\_editors if editor != primary\_editor] session\_data['is\_multi\_user'] = True self.logger.info(f"👥 Multi-user session created for {file\_path}. Primary: {primary\_editor}, Co-editors: {session\_data['co\_editors']}") if session\_data.get('resume\_count', 0) > 0: self.stats['sessions\_resumed'] += 1 self.logger.info(f"Session resumed for {file\_path} (resume count: {session\_data['resume\_count']})") else: self.stats['sessions\_created'] += 1 event\_data = { 'file\_path': file\_path, 'file\_name': os.path.basename(file\_path), 'event\_type': 'created', 'file\_hash': file\_hash, 'user\_id': primary\_editor, 'session\_id': session\_data['session\_id'], 'resume\_count': session\_data.get('resume\_count', 0), 'is\_multi\_user': len(current\_editors) > 1, 'co\_editors': [editor for editor in current\_editors if editor != primary\_editor], 'event\_timestamp': datetime.now().isoformat() } success = self.api\_client.send\_event(event\_data) if not success: self.logger.error(f"Failed to send created event for {file\_path}: {event\_data}") return success def \_handle\_file\_modified(self, file\_path: str, username: str, current\_editors: List[str]) -> bool: """Обрабатывает изменение файла с поддержкой многопользовательской работы""" self.logger.debug(f"📝 Main file modified: {file\_path} by {username}") # Определяем основного редактора primary\_editor = self.\_determine\_primary\_editor(file\_path, username, current\_editors) # Вычисляем хеш если нужно file\_hash = None if (self.config.get('hashing', {}).get('enabled', True) and os.path.exists(file\_path)): file\_hash = self.hash\_calculator.calculate\_file\_hash\_with\_retry(file\_path) # Обновляем сессию с основным редактором session\_data = self.session\_manager.smart\_create\_session(file\_path, primary\_editor, file\_hash) # ДОБАВЛЕНО: Обновляем информацию о со-редакторах if len(current\_editors) > 1: session\_data['co\_editors'] = [editor for editor in current\_editors if editor != primary\_editor] session\_data['is\_multi\_user'] = True event\_data = { 'file\_path': file\_path, 'file\_name': os.path.basename(file\_path), 'event\_type': 'modified', 'file\_hash': file\_hash, 'user\_id': primary\_editor, 'session\_id': session\_data['session\_id'], 'resume\_count': session\_data.get('resume\_count', 0), 'is\_multi\_user': len(current\_editors) > 1, 'co\_editors': [editor for editor in current\_editors if editor != primary\_editor], 'event\_timestamp': datetime.now().isoformat() } success = self.api\_client.send\_event(event\_data) if not success: self.logger.error(f"Failed to send modified event for {file\_path}: {event\_data}") return success def \_handle\_file\_deleted(self, file\_path: str, username: str, current\_editors: List[str]) -> bool: """Обрабатывает удаление файла с поддержкой многопользовательской работы""" if file\_path in self.file\_renames or file\_path in self.file\_move\_chains: self.logger.debug(f"📦 File moved, closing session for: {file\_path}") # Определяем основного редактора для закрытия сессии primary\_editor = self.\_determine\_primary\_editor(file\_path, username, current\_editors) session\_data = self.session\_manager.close\_session(file\_path, primary\_editor) if session\_data: self.logger.info(f"✅ Closed session for moved file: {file\_path}") if file\_path in self.file\_renames: del self.file\_renames[file\_path] if file\_path in self.file\_move\_chains: del self.file\_move\_chains[file\_path] return True self.logger.info(f"🗑️ Main file deleted: {file\_path} by {username}") self.stats['files\_deleted'] += 1 # Определяем основного редактора для закрытия сессии primary\_editor = self.\_determine\_primary\_editor(file\_path, username, current\_editors) if file\_path in self.open\_files: del self.open\_files[file\_path] if file\_path in self.file\_renames: del self.file\_renames[file\_path] if file\_path in self.file\_move\_chains: del self.file\_move\_chains[file\_path] if file\_path in self.verified\_open\_files: self.verified\_open\_files.remove(file\_path) # Очищаем из temp\_to\_main\_map keys\_to\_remove = [] for temp\_path, main\_path in self.temp\_to\_main\_map.items(): if temp\_path == file\_path or main\_path == file\_path: keys\_to\_remove.append(temp\_path) for key in keys\_to\_remove: del self.temp\_to\_main\_map[key] # Очищаем из main\_file\_tracking if file\_path in self.main\_file\_tracking: del self.main\_file\_tracking[file\_path] # ДОБАВЛЕНО: Очищаем информацию о редакторах if file\_path in self.file\_editors: del self.file\_editors[file\_path] # Очищаем Office операции if file\_path in self.office\_creation\_operations: del self.office\_creation\_operations[file\_path] if file\_path in self.cad\_temp\_files: del self.cad\_temp\_files[file\_path] # Закрываем сессию с основным редактором session\_data = self.session\_manager.close\_session(file\_path, primary\_editor) if not session\_data: self.logger.info(f"🔄 Using forced session close for: {file\_path}") closed\_sessions = self.session\_manager.close\_all\_sessions\_for\_file(file\_path) if closed\_sessions: session\_data = closed\_sessions[0] self.logger.info(f"✅ Forced close: closed {len(closed\_sessions)} sessions") if session\_data: self.logger.info(f"✅ Successfully closed session for deleted file: {file\_path}") event\_data = { 'file\_path': file\_path, 'file\_name': os.path.basename(file\_path), 'event\_type': 'deleted', 'user\_id': primary\_editor, 'session\_id': session\_data['session\_id'], 'resume\_count': session\_data.get('resume\_count', 0), 'is\_multi\_user': len(current\_editors) > 1, 'co\_editors': [editor for editor in current\_editors if editor != primary\_editor], 'event\_timestamp': datetime.now().isoformat() } success = self.api\_client.send\_event(event\_data) if not success: self.logger.error(f"❌ Failed to send deleted event for: {file\_path}") return success else: self.logger.warning(f"⚠️ No session found for deleted file: {file\_path}") event\_data = { 'file\_path': file\_path, 'file\_name': os.path.basename(file\_path), 'event\_type': 'deleted', 'user\_id': username, 'event\_timestamp': datetime.now().isoformat() } success = self.api\_client.send\_event(event\_data) return success def \_handle\_file\_moved(self, src\_path: str, dest\_path: str, src\_category: str) -> bool: """Обрабатывает перемещение файла с поддержкой многопользовательской работы""" self.logger.info(f"🔄 File moved: {src\_path} -> {dest\_path} (src category: {src\_category})") dest\_category = self.file\_validator.get\_file\_category(dest\_path) self.logger.debug(f"Destination category: {dest\_category}") # ДОБАВЛЕНО: Переносим информацию о редакторах if src\_path in self.file\_editors: self.file\_editors[dest\_path] = self.file\_editors[src\_path] del self.file\_editors[src\_path] self.logger.info(f"🔄 Transferred editor info from {src\_path} to {dest\_path}") # Специальная обработка для Office операций переименования if (src\_category == 'MAIN' and dest\_category == 'MAIN' and self.\_is\_office\_creation\_operation(src\_path)): self.logger.info(f"📝 Office file rename operation: {src\_path} -> {dest\_path}") return self.\_handle\_office\_file\_rename(src\_path, dest\_path) # Определяем тип операции operation\_type = self.\_classify\_move\_operation(src\_path, dest\_path, src\_category, dest\_category) self.logger.debug(f"Move operation type: {operation\_type}") if operation\_type == 'TEMP\_TO\_TEMP': self.file\_move\_chains[src\_path] = dest\_path self.logger.debug(f"Temp-to-temp move: {src\_path} -> {dest\_path}") return True elif operation\_type == 'MAIN\_TO\_TEMP': self.temp\_to\_main\_map[dest\_path] = src\_path self.logger.debug(f"Main-to-temp move: {src\_path} -> {dest\_path}") self.main\_file\_tracking[src\_path] = { 'last\_seen': datetime.now(), 'temp\_file': dest\_path } return True elif operation\_type == 'TEMP\_TO\_MAIN': return self.\_handle\_temp\_to\_main\_move(src\_path, dest\_path) elif operation\_type == 'MAIN\_TO\_MAIN': return self.\_handle\_main\_to\_main\_move(src\_path, dest\_path) elif operation\_type == 'TEMP\_TO\_IGNORE': self.logger.debug(f"Temp-to-ignore move (Excel operation): {src\_path} -> {dest\_path}") return True elif operation\_type == 'IGNORE\_TO\_MAIN': return self.\_handle\_ignore\_to\_main\_move(src\_path, dest\_path) else: self.logger.warning(f"Unknown move operation type: {operation\_type}") return self.\_handle\_unknown\_move\_operation(src\_path, dest\_path, src\_category, dest\_category) def \_handle\_office\_file\_rename(self, src\_path: str, dest\_path: str) -> bool: """Обрабатывает переименование Office файла с поддержкой многопользовательской работы""" username = self.\_get\_file\_modifier\_safe(dest\_path, 'moved') normalized\_username = self.\_normalize\_username(username) # Получаем текущих редакторов для нового файла current\_editors = self.\_get\_current\_editors(dest\_path) primary\_editor = self.\_determine\_primary\_editor(dest\_path, normalized\_username, current\_editors) file\_hash = None if self.config.get('hashing', {}).get('enabled', True): file\_hash = self.hash\_calculator.calculate\_file\_hash\_with\_retry(dest\_path) # Переносим существующую сессию old\_session = self.session\_manager.get\_active\_session(src\_path, primary\_editor) if old\_session: transferred\_session = self.session\_manager.transfer\_session( src\_path, dest\_path, primary\_editor, file\_hash ) if transferred\_session: self.logger.info(f"✅ Transferred Office session during rename: {src\_path} -> {dest\_path}") self.stats['office\_operations\_handled'] += 1 # ДОБАВЛЕНО: Сохраняем информацию о со-редакторах if len(current\_editors) > 1: transferred\_session['co\_editors'] = [editor for editor in current\_editors if editor != primary\_editor] transferred\_session['is\_multi\_user'] = True else: # Создаем новую сессию для переименованного файла self.session\_manager.smart\_create\_session(dest\_path, primary\_editor, file\_hash) self.logger.info(f"✅ Created new session for renamed Office file: {dest\_path}") # Сохраняем информацию о перемещении self.file\_renames[src\_path] = dest\_path self.file\_move\_chains[src\_path] = dest\_path return self.\_send\_moved\_event(src\_path, dest\_path, primary\_editor, file\_hash, current\_editors) def \_send\_moved\_event(self, src\_path: str, dest\_path: str, username: str, file\_hash: str, current\_editors: List[str] = None) -> bool: """Отправляет событие перемещения с поддержкой многопользовательской работы""" if current\_editors is None: current\_editors = self.\_get\_current\_editors(dest\_path) primary\_editor = self.\_determine\_primary\_editor(dest\_path, username, current\_editors) is\_multi\_user = len(current\_editors) > 1 event\_data = { 'file\_path': dest\_path, 'file\_name': os.path.basename(dest\_path), 'old\_file\_path': src\_path, 'old\_file\_name': os.path.basename(src\_path), 'event\_type': 'moved', 'file\_hash': file\_hash, 'user\_id': primary\_editor, 'is\_multi\_user': is\_multi\_user, 'co\_editors': [editor for editor in current\_editors if editor != primary\_editor] if is\_multi\_user else [], 'event\_timestamp': datetime.now().isoformat() } success = self.api\_client.send\_event(event\_data) if not success: self.logger.error(f"Failed to send moved event for {src\_path} -> {dest\_path}") return success # Остальные методы остаются без изменений, но добавляем поддержку многопользовательской работы def \_handle\_temporary\_file(self, event\_type: str, file\_path: str, dest\_path: str = None) -> bool: """Обрабатывает событие для временного файла (без создания сессий)""" self.logger.debug(f"Temporary file event: {event\_type} - {file\_path}") if self.\_is\_office\_temp\_file(file\_path): self.logger.debug(f"🔍 Office temporary file detected: {file\_path}") self.\_track\_office\_temp\_file(file\_path) if self.\_is\_cad\_temp\_file(file\_path): self.logger.debug(f"🔍 CAD temporary file detected: {file\_path}") self.\_track\_cad\_temp\_file(file\_path) if event\_type == 'moved' and dest\_path: dest\_category = self.file\_validator.get\_file\_category(dest\_path) self.logger.debug(f"Temporary file moved: {file\_path} -> {dest\_path} (dest category: {dest\_category})") if dest\_category == 'MAIN': self.logger.info(f"🔄 Temporary -> Main file operation detected: {file\_path} -> {dest\_path}") self.temp\_to\_main\_map[file\_path] = dest\_path if self.\_is\_office\_temp\_file(file\_path): return self.\_handle\_office\_temp\_to\_main(file\_path, dest\_path) return True def \_handle\_office\_file\_creation(self, file\_path: str, username: str) -> bool: """Обрабатывает создание нового Office файла с поддержкой многопользовательской работы""" self.logger.info(f"📄 Office file creation detected: {file\_path}") # Ждем немного чтобы убедиться что это не временный файл time.sleep(0.5) if not os.path.exists(file\_path): self.logger.debug(f"Office creation file disappeared: {file\_path}") return True # Получаем текущих редакторов current\_editors = self.\_get\_current\_editors(file\_path) primary\_editor = self.\_determine\_primary\_editor(file\_path, username, current\_editors) # Вычисляем хеш file\_hash = None if self.config.get('hashing', {}).get('enabled', True): file\_hash = self.hash\_calculator.calculate\_file\_hash\_with\_retry(file\_path) # Создаем сессию для нового Office файла session\_data = self.session\_manager.smart\_create\_session(file\_path, primary\_editor, file\_hash) # ДОБАВЛЕНО: Добавляем информацию о со-редакторах if len(current\_editors) > 1: session\_data['co\_editors'] = [editor for editor in current\_editors if editor != primary\_editor] session\_data['is\_multi\_user'] = True self.stats['office\_operations\_handled'] += 1 self.stats['sessions\_created'] += 1 event\_data = { 'file\_path': file\_path, 'file\_name': os.path.basename(file\_path), 'event\_type': 'created', 'file\_hash': file\_hash, 'user\_id': primary\_editor, 'session\_id': session\_data['session\_id'], 'resume\_count': session\_data.get('resume\_count', 0), 'is\_office\_creation': True, 'is\_multi\_user': len(current\_editors) > 1, 'co\_editors': [editor for editor in current\_editors if editor != primary\_editor], 'event\_timestamp': datetime.now().isoformat() } success = self.api\_client.send\_event(event\_data) if not success: self.logger.error(f"Failed to send Office created event for {file\_path}") return success def \_handle\_cad\_file\_operation(self, file\_path: str, username: str, event\_type: str) -> bool: """Обрабатывает операции с CAD файлами с поддержкой многопользовательской работы""" self.logger.info(f"🏗️ CAD file {event\_type}: {file\_path}") # Получаем текущих редакторов current\_editors = self.\_get\_current\_editors(file\_path) primary\_editor = self.\_determine\_primary\_editor(file\_path, username, current\_editors) # Вычисляем хеш если нужно file\_hash = None if (self.config.get('hashing', {}).get('enabled', True) and os.path.exists(file\_path)): file\_hash = self.hash\_calculator.calculate\_file\_hash\_with\_retry(file\_path) if event\_type == 'created': session\_data = self.session\_manager.smart\_create\_session(file\_path, primary\_editor, file\_hash) # ДОБАВЛЕНО: Добавляем информацию о со-редакторах if len(current\_editors) > 1: session\_data['co\_editors'] = [editor for editor in current\_editors if editor != primary\_editor] session\_data['is\_multi\_user'] = True self.stats['cad\_operations\_handled'] += 1 self.stats['sessions\_created'] += 1 event\_data = { 'file\_path': file\_path, 'file\_name': os.path.basename(file\_path), 'event\_type': 'created', 'file\_hash': file\_hash, 'user\_id': primary\_editor, 'session\_id': session\_data['session\_id'], 'resume\_count': session\_data.get('resume\_count', 0), 'is\_cad\_file': True, 'is\_multi\_user': len(current\_editors) > 1, 'co\_editors': [editor for editor in current\_editors if editor != primary\_editor], 'event\_timestamp': datetime.now().isoformat() } elif event\_type == 'modified': session\_data = self.session\_manager.smart\_create\_session(file\_path, primary\_editor, file\_hash) # ДОБАВЛЕНО: Добавляем информацию о со-редакторах if len(current\_editors) > 1: session\_data['co\_editors'] = [editor for editor in current\_editors if editor != primary\_editor] session\_data['is\_multi\_user'] = True event\_data = { 'file\_path': file\_path, 'file\_name': os.path.basename(file\_path), 'event\_type': 'modified', 'file\_hash': file\_hash, 'user\_id': primary\_editor, 'session\_id': session\_data['session\_id'], 'resume\_count': session\_data.get('resume\_count', 0), 'is\_cad\_file': True, 'is\_multi\_user': len(current\_editors) > 1, 'co\_editors': [editor for editor in current\_editors if editor != primary\_editor], 'event\_timestamp': datetime.now().isoformat() } else: return False success = self.api\_client.send\_event(event\_data) if not success: self.logger.error(f"Failed to send CAD {event\_type} event for {file\_path}") return success # Остальные вспомогательные методы остаются без изменений def \_is\_office\_creation\_operation(self, file\_path: str) -> bool: """Определяет является ли файл частью операции создания Office документа""" filename = os.path.basename(file\_path).lower() office\_default\_names = [ 'новый документ microsoft word.docx', 'новый документ microsoft word.doc', 'новая книга microsoft excel.xlsx', 'новая книга microsoft excel.xls', 'новая презентация microsoft powerpoint.pptx', 'новая презентация microsoft powerpoint.ppt', 'document.docx', 'document.doc', 'workbook.xlsx', 'workbook.xls', 'presentation.pptx', 'presentation.ppt', 'лист microsoft excel.xlsx', 'лист microsoft excel.xls', 'документ microsoft word.docx', 'документ microsoft word.doc' ] if filename in office\_default\_names: return True office\_patterns = [ 'новый ', 'новая ', 'new ', 'document', 'workbook', 'presentation', 'лист ', 'документ ' ] return any(pattern in filename for pattern in office\_patterns) def \_is\_office\_temp\_file(self, file\_path: str) -> bool: """Определяет является ли файл временным файлом Office""" filename = os.path.basename(file\_path) office\_temp\_patterns = [ '~$', '~wr', '~wrd', '~wrl', '~rf', '.tmp' ] name\_without\_ext = os.path.splitext(filename)[0] if len(name\_without\_ext) == 4 and all(c in '0123456789ABCDEF' for c in name\_without\_ext.upper()): return True if len(name\_without\_ext) == 8 and all(c in '0123456789ABCDEF' for c in name\_without\_ext.upper()): return True return any(pattern in filename for pattern in office\_temp\_patterns) def \_is\_cad\_operation(self, file\_path: str) -> bool: """Определяет является ли файл частью CAD операции""" file\_ext = os.path.splitext(file\_path)[1].lower() cad\_extensions = ['.dwg', '.dxf', '.dgn', '.rvt', '.rfa', '.rte', '.sat', '.ipt', '.iam', '.prt', '.asm', '.sldprt', '.sldasm', '.3dm', '.skp', '.max', '.blend'] return file\_ext in cad\_extensions def \_is\_cad\_temp\_file(self, file\_path: str) -> bool: """Определяет является ли файл временным файлом CAD""" filename = os.path.basename(file\_path) cad\_temp\_patterns = ['.dwl', '.dwl2', '.sv$', '.autosave', '.bak', '.lock'] return any(pattern in filename for pattern in cad\_temp\_patterns) def \_track\_office\_temp\_file(self, file\_path: str): """Отслеживает временный файл Office для последующей обработки""" self.office\_creation\_operations[file\_path] = { 'detected\_at': datetime.now(), 'type': 'office\_temp' } def \_track\_cad\_temp\_file(self, file\_path: str): """Отслеживает временный файл CAD""" dir\_path = os.path.dirname(file\_path) for file in os.listdir(dir\_path): if self.\_is\_cad\_operation(file): main\_file = os.path.join(dir\_path, file) self.cad\_temp\_files[file\_path] = main\_file self.logger.debug(f"🔗 Linked CAD temp file {file\_path} to {main\_file}") break def \_handle\_office\_temp\_to\_main(self, temp\_path: str, main\_path: str) -> bool: """Обрабатывает перемещение временного Office файла в основной""" self.logger.info(f"🔄 Office temp to main: {temp\_path} -> {main\_path}") username = self.\_get\_file\_modifier\_safe(main\_path, 'moved') normalized\_username = self.\_normalize\_username(username) # Получаем текущих редакторов current\_editors = self.\_get\_current\_editors(main\_path) primary\_editor = self.\_determine\_primary\_editor(main\_path, normalized\_username, current\_editors) file\_hash = None if self.config.get('hashing', {}).get('enabled', True): file\_hash = self.hash\_calculator.calculate\_file\_hash\_with\_retry(main\_path) # Переносим сессию с временного файла на основной old\_session = self.session\_manager.get\_active\_session(temp\_path, primary\_editor) if old\_session: transferred\_session = self.session\_manager.transfer\_session( temp\_path, main\_path, primary\_editor, file\_hash ) if transferred\_session: self.logger.info(f"✅ Transferred Office session from {temp\_path} to {main\_path}") # Очищаем отслеживание if temp\_path in self.office\_creation\_operations: del self.office\_creation\_operations[temp\_path] if temp\_path in self.temp\_to\_main\_map: del self.temp\_to\_main\_map[temp\_path] return self.\_send\_moved\_event(temp\_path, main\_path, primary\_editor, file\_hash, current\_editors) def \_classify\_move\_operation(self, src\_path: str, dest\_path: str, src\_category: str, dest\_category: str) -> str: """Классифицирует тип операции перемещения""" if src\_category == 'TEMPORARY' and dest\_category == 'TEMPORARY': return 'TEMP\_TO\_TEMP' elif src\_category == 'MAIN' and dest\_category == 'TEMPORARY': return 'MAIN\_TO\_TEMP' elif src\_category == 'TEMPORARY' and dest\_category == 'MAIN': return 'TEMP\_TO\_MAIN' elif src\_category == 'MAIN' and dest\_category == 'MAIN': return 'MAIN\_TO\_MAIN' elif src\_category == 'TEMPORARY' and dest\_category == 'IGNORE': return 'TEMP\_TO\_IGNORE' elif src\_category == 'IGNORE' and dest\_category == 'MAIN': return 'IGNORE\_TO\_MAIN' elif src\_category == 'IGNORE' and dest\_category == 'TEMPORARY': return 'IGNORE\_TO\_TEMP' else: return 'UNKNOWN' def \_handle\_temp\_to\_main\_move(self, src\_path: str, dest\_path: str) -> bool: """Обрабатывает перемещение временного файла в основной""" main\_file = self.temp\_to\_main\_map.get(src\_path) username = self.\_get\_file\_modifier\_safe(dest\_path, 'moved') normalized\_username = self.\_normalize\_username(username) # Получаем текущих редакторов current\_editors = self.\_get\_current\_editors(dest\_path) primary\_editor = self.\_determine\_primary\_editor(dest\_path, normalized\_username, current\_editors) file\_hash = None if self.config.get('hashing', {}).get('enabled', True): file\_hash = self.hash\_calculator.calculate\_file\_hash\_with\_retry(dest\_path) if main\_file: old\_session = self.session\_manager.get\_active\_session(main\_file, primary\_editor) if old\_session: transferred\_session = self.session\_manager.transfer\_session( main\_file, dest\_path, primary\_editor, file\_hash ) if transferred\_session: self.logger.info(f"🔄 Transferred session from main file {main\_file} to {dest\_path}") if src\_path in self.temp\_to\_main\_map: del self.temp\_to\_main\_map[src\_path] if main\_file in self.main\_file\_tracking: del self.main\_file\_tracking[main\_file] return self.\_send\_moved\_event(src\_path, dest\_path, primary\_editor, file\_hash, current\_editors) self.session\_manager.smart\_create\_session(dest\_path, primary\_editor, file\_hash) self.logger.info(f"✅ Created new session for moved file {dest\_path}") if src\_path in self.temp\_to\_main\_map: del self.temp\_to\_main\_map[src\_path] return self.\_send\_moved\_event(src\_path, dest\_path, primary\_editor, file\_hash, current\_editors) def \_handle\_main\_to\_main\_move(self, src\_path: str, dest\_path: str) -> bool: """Обрабатывает перемещение основного файла в основной""" username = self.\_get\_file\_modifier\_safe(dest\_path, 'moved') normalized\_username = self.\_normalize\_username(username) # Получаем текущих редакторов current\_editors = self.\_get\_current\_editors(dest\_path) primary\_editor = self.\_determine\_primary\_editor(dest\_path, normalized\_username, current\_editors) file\_hash = None if self.config.get('hashing', {}).get('enabled', True): file\_hash = self.hash\_calculator.calculate\_file\_hash\_with\_retry(dest\_path) session\_transferred = False old\_session = self.session\_manager.get\_active\_session(src\_path, primary\_editor) if old\_session: transferred\_session = self.session\_manager.transfer\_session( src\_path, dest\_path, primary\_editor, file\_hash ) if transferred\_session: session\_transferred = True self.logger.info(f"✅ Transferred session from {src\_path} to {dest\_path}") if not session\_transferred: self.session\_manager.smart\_create\_session(dest\_path, primary\_editor, file\_hash) self.logger.info(f"✅ Created new session for moved file {dest\_path}") self.file\_renames[src\_path] = dest\_path self.file\_move\_chains[src\_path] = dest\_path return self.\_send\_moved\_event(src\_path, dest\_path, primary\_editor, file\_hash, current\_editors) def \_handle\_ignore\_to\_main\_move(self, src\_path: str, dest\_path: str) -> bool: """Обрабатывает перемещение игнорируемого файла в основной (типично для Excel)""" username = self.\_get\_file\_modifier\_safe(dest\_path, 'moved') normalized\_username = self.\_normalize\_username(username) # Получаем текущих редакторов current\_editors = self.\_get\_current\_editors(dest\_path) primary\_editor = self.\_determine\_primary\_editor(dest\_path, normalized\_username, current\_editors) file\_hash = None if self.config.get('hashing', {}).get('enabled', True): file\_hash = self.hash\_calculator.calculate\_file\_hash\_with\_retry(dest\_path) main\_file = self.\_find\_related\_main\_file(src\_path, dest\_path) if main\_file: old\_session = self.session\_manager.get\_active\_session(main\_file, primary\_editor) if old\_session: transferred\_session = self.session\_manager.transfer\_session( main\_file, dest\_path, primary\_editor, file\_hash ) if transferred\_session: self.logger.info(f"🔄 Transferred session from related file {main\_file} to {dest\_path}") return self.\_send\_moved\_event(src\_path, dest\_path, primary\_editor, file\_hash, current\_editors) self.session\_manager.smart\_create\_session(dest\_path, primary\_editor, file\_hash) self.logger.info(f"✅ Created new session for Excel file {dest\_path}") return self.\_send\_moved\_event(src\_path, dest\_path, primary\_editor, file\_hash, current\_editors) def \_handle\_unknown\_move\_operation(self, src\_path: str, dest\_path: str, src\_category: str, dest\_category: str) -> bool: """Обрабатывает неизвестные операции перемещения на основе эвристик""" username = self.\_get\_file\_modifier\_safe(dest\_path, 'moved') normalized\_username = self.\_normalize\_username(username) # Получаем текущих редакторов current\_editors = self.\_get\_current\_editors(dest\_path) primary\_editor = self.\_determine\_primary\_editor(dest\_path, normalized\_username, current\_editors) file\_hash = None if self.config.get('hashing', {}).get('enabled', True): file\_hash = self.hash\_calculator.calculate\_file\_hash\_with\_retry(dest\_path) if dest\_category == 'MAIN': related\_file = self.\_find\_related\_main\_file(src\_path, dest\_path) if related\_file: old\_session = self.session\_manager.get\_active\_session(related\_file, primary\_editor) if old\_session: self.session\_manager.transfer\_session(related\_file, dest\_path, primary\_editor, file\_hash) self.logger.info(f"🔄 Transferred session from related file {related\_file} to {dest\_path}") else: self.session\_manager.smart\_create\_session(dest\_path, primary\_editor, file\_hash) self.logger.info(f"✅ Created new session for {dest\_path}") else: self.session\_manager.smart\_create\_session(dest\_path, primary\_editor, file\_hash) self.logger.info(f"✅ Created new session for {dest\_path}") return self.\_send\_moved\_event(src\_path, dest\_path, primary\_editor, file\_hash, current\_editors) def \_find\_related\_main\_file(self, src\_path: str, dest\_path: str) -> Optional[str]: """Находит связанный основной файл по имени или пути""" src\_name = os.path.basename(src\_path) dest\_name = os.path.basename(dest\_path) for chain\_src, chain\_dest in self.file\_move\_chains.items(): if chain\_dest == src\_path: chain\_category = self.file\_validator.get\_file\_category(chain\_src) if chain\_category == 'MAIN': return chain\_src for temp\_file, main\_file in self.temp\_to\_main\_map.items(): if temp\_file == src\_path: return main\_file if src\_name.isalnum() and len(src\_name) == 8: dir\_path = os.path.dirname(dest\_path) for known\_main in self.main\_file\_tracking.keys(): if os.path.dirname(known\_main) == dir\_path: return known\_main return None def \_normalize\_username(self, username: str) -> str: """Нормализует имя пользователя к единому формату""" if not username: return getpass.getuser() if '\\' in username: parts = username.split('\\') normalized = parts[-1] self.logger.debug(f"Normalized username: {username} -> {normalized}") return normalized return username def \_should\_process\_event(self, file\_path: str, event\_type: str) -> bool: """Определяет нужно ли обрабатывать событие (фильтр частых событий)""" current\_time = datetime.now() event\_key = f"{file\_path}:{event\_type}" if event\_type in ('deleted', 'moved'): return True if event\_key in self.recent\_events: time\_since\_last = (current\_time - self.recent\_events[event\_key]).total\_seconds() if time\_since\_last < self.event\_cooldown: return False self.recent\_events[event\_key] = current\_time old\_entries = [] for key, event\_time in self.recent\_events.items(): if (current\_time - event\_time).total\_seconds() > 10: old\_entries.append(key) for key in old\_entries: del self.recent\_events[key] return True def \_is\_file\_really\_opened(self, file\_path: str) -> bool: """Проверяет, действительно ли файл открыт в каком-либо процессе""" if not psutil: self.logger.debug("psutil not available, assuming file is opened") return True try: processes = self.\_get\_processes\_using\_file(file\_path) is\_opened = len(processes) > 0 if is\_opened: self.verified\_open\_files.add(file\_path) self.logger.debug(f"✅ File is really opened: {file\_path} by {len(processes)} processes") else: if file\_path in self.verified\_open\_files: self.verified\_open\_files.remove(file\_path) self.logger.debug(f"📁 File no longer opened: {file\_path}") return is\_opened except Exception as e: self.logger.debug(f"Error checking if file is opened: {e}") return True def \_get\_processes\_using\_file(self, file\_path: str) -> list: """Возвращает список процессов, использующих файл""" if not psutil: return [] processes = [] try: normalized\_path = os.path.normpath(file\_path).lower() for proc in psutil.process\_iter(['pid', 'name', 'username', 'open\_files']): try: open\_files = proc.info.get('open\_files') if open\_files is None: continue for file in open\_files: open\_file\_path = os.path.normpath(file.path).lower() if open\_file\_path == normalized\_path: process\_username = self.\_normalize\_username(proc.info.get('username', 'unknown')) processes.append({ 'pid': proc.pid, 'name': proc.info['name'], 'username': process\_username }) break except (psutil.NoSuchProcess, psutil.AccessDenied, FileNotFoundError): continue except Exception as e: self.logger.debug(f"Error getting processes for {file\_path}: {e}") return processes def \_get\_file\_modifier\_safe(self, file\_path: str, event\_type: str) -> str: """Безопасное получение модификатора файла""" try: if not os.path.exists(file\_path): return getpass.getuser() return self.\_get\_file\_modifier(file\_path) except Exception as e: self.logger.warning(f"Failed to get file modifier for {file\_path}, using current user: {e}") return getpass.getuser() def \_get\_file\_modifier(self, file\_path: str) -> str: """Получает пользователя, изменившего файла""" try: if platform.system() == 'Windows' and win32security is not None: sd = win32security.GetFileSecurity(file\_path, win32security.OWNER\_SECURITY\_INFORMATION) owner\_sid = sd.GetSecurityDescriptorOwner() name, domain, \_ = win32security.LookupAccountSid(None, owner\_sid) return f"{domain}\\{name}" else: return getpass.getuser() except Exception as e: self.logger.error(f"Failed to get file modifier for {file\_path}: {e}") return getpass.getuser() def \_update\_open\_file\_tracking(self, file\_path: str, username: str, event\_type: str): """Обновляет информацию об открытых файлах""" if not psutil: return try: current\_processes = self.\_get\_processes\_using\_file(file\_path) current\_time = datetime.now() if current\_processes: self.open\_files[file\_path] = { 'username': username, 'processes': current\_processes, 'last\_activity': current\_time, 'last\_checked': current\_time, 'event\_type': event\_type } self.logger.debug(f"File {file\_path} is open in {len(current\_processes)} processes") else: if file\_path in self.open\_files: file\_info = self.open\_files[file\_path] time\_since\_last\_activity = current\_time - file\_info['last\_activity'] if time\_since\_last\_activity > timedelta(seconds=5): self.logger.info(f"File {file\_path} is no longer open, closing session") file\_hash = None if os.path.exists(file\_path) and self.config.get('hashing', {}).get('enabled', True): file\_hash = self.hash\_calculator.calculate\_file\_hash\_with\_retry(file\_path) self.\_handle\_file\_closed(file\_path, file\_info['username'], file\_hash) del self.open\_files[file\_path] self.stats['files\_closed'] += 1 else: self.open\_files[file\_path]['last\_checked'] = current\_time except Exception as e: self.logger.error(f"Error updating open file tracking for {file\_path}: {e}") def \_handle\_file\_closed(self, file\_path: str, username: str, file\_hash: str) -> bool: """Обрабатывает закрытие файла""" self.logger.info(f"File closed: {file\_path} by {username}") # Получаем текущих редакторов для определения основного current\_editors = self.\_get\_current\_editors(file\_path) primary\_editor = self.\_determine\_primary\_editor(file\_path, username, current\_editors) session\_data = self.session\_manager.close\_session(file\_path, primary\_editor, file\_hash) if session\_data: if 'ended\_at' not in session\_data or session\_data['ended\_at'] is None: self.logger.error(f"❌ Session closed but ended\_at is not set for {file\_path}") session\_data['ended\_at'] = datetime.now() self.logger.info(f"✅ Manually set ended\_at to: {session\_data['ended\_at']}") session\_duration = (session\_data['ended\_at'] - session\_data['started\_at']).total\_seconds() event\_data = { 'file\_path': file\_path, 'file\_name': os.path.basename(file\_path), 'event\_type': 'closed', 'file\_hash': file\_hash, 'user\_id': primary\_editor, 'session\_id': session\_data['session\_id'], 'resume\_count': session\_data.get('resume\_count', 0), 'session\_duration': session\_duration, 'is\_multi\_user': len(current\_editors) > 1, 'co\_editors': [editor for editor in current\_editors if editor != primary\_editor], 'event\_timestamp': session\_data['ended\_at'].isoformat() } success = self.api\_client.send\_event(event\_data) if success: self.logger.info(f"✅ Successfully closed session for {file\_path} (duration: {session\_duration:.1f}s, ended\_at: {session\_data['ended\_at']})") else: self.logger.error(f"❌ Failed to send closed event for {file\_path}") return success else: self.logger.warning(f"No active session found for closed file: {file\_path}") return True def check\_open\_files(self): """Периодически проверяет состояние открытых файлов""" if not psutil: return try: current\_time = datetime.now() check\_interval = timedelta(seconds=30) if current\_time - self.last\_open\_files\_check < check\_interval: return self.last\_open\_files\_check = current\_time files\_to\_close = [] for file\_path, file\_info in list(self.open\_files.items()): current\_processes = self.\_get\_processes\_using\_file(file\_path) if not current\_processes: file\_info = self.open\_files[file\_path] time\_since\_last\_activity = current\_time - file\_info['last\_activity'] if time\_since\_last\_activity > timedelta(seconds=5): files\_to\_close.append((file\_path, file\_info)) else: file\_info['last\_checked'] = current\_time else: file\_info['processes'] = current\_processes file\_info['last\_checked'] = current\_time for file\_path, file\_info in files\_to\_close: self.logger.info(f"Detected file closure: {file\_path}") file\_hash = None if os.path.exists(file\_path) and self.config.get('hashing', {}).get('enabled', True): file\_hash = self.hash\_calculator.calculate\_file\_hash\_with\_retry(file\_path) self.\_handle\_file\_closed(file\_path, file\_info['username'], file\_hash) del self.open\_files[file\_path] self.stats['files\_closed'] += 1 except Exception as e: self.logger.error(f"Error checking open files: {e}") def check\_expired\_sessions(self): """Проверяет и закрывает просроченные сессии""" try: self.logger.debug("🔍 Starting expired sessions check...") expired\_sessions = self.session\_manager.check\_and\_close\_expired\_sessions() closed\_count = 0 for session\_data in expired\_sessions: file\_path = session\_data['file\_path'] username = session\_data['username'] self.stats['expired\_sessions'] += 1 closed\_count += 1 if 'ended\_at' not in session\_data or session\_data['ended\_at'] is None: self.logger.error(f"❌ Session closed but ended\_at is None for: {file\_path}") continue file\_hash = None if os.path.exists(file\_path) and self.config.get('hashing', {}).get('enabled', True): file\_hash = self.hash\_calculator.calculate\_file\_hash\_with\_retry(file\_path) # Получаем текущих редакторов для события closed current\_editors = self.\_get\_current\_editors(file\_path) primary\_editor = self.\_determine\_primary\_editor(file\_path, username, current\_editors) event\_data = { 'file\_path': file\_path, 'file\_name': session\_data.get('file\_name', os.path.basename(file\_path)), 'event\_type': 'closed', 'file\_hash': file\_hash, 'user\_id': primary\_editor, 'session\_id': session\_data['session\_id'], 'resume\_count': session\_data.get('resume\_count', 0), 'session\_duration': (session\_data['ended\_at'] - session\_data['started\_at']).total\_seconds(), 'is\_multi\_user': len(current\_editors) > 1, 'co\_editors': [editor for editor in current\_editors if editor != primary\_editor], 'event\_timestamp': session\_data['ended\_at'].isoformat() } success = self.api\_client.send\_event(event\_data) if success: self.logger.info(f"✅ Closed expired session: {file\_path} (ended\_at: {session\_data['ended\_at']})") else: self.logger.error(f"❌ Failed to send closed event for: {file\_path}") return closed\_count except Exception as e: self.logger.error(f"❌ Error checking expired sessions: {e}") return 0 def cleanup\_orphaned\_sessions(self): """Очищает сессии для файлов, которые больше не существуют""" expired\_sessions = [] for session\_key, session\_data in list(self.session\_manager.active\_sessions.items()): file\_path = session\_data['file\_path'] username = session\_data['username'] if not os.path.exists(file\_path): self.logger.info(f"Closing orphaned session for deleted file: {file\_path}") closed\_session = self.session\_manager.close\_session(file\_path, username) if closed\_session: expired\_sessions.append(closed\_session) # Получаем текущих редакторов для события deleted current\_editors = self.\_get\_current\_editors(file\_path) primary\_editor = self.\_determine\_primary\_editor(file\_path, username, current\_editors) event\_data = { 'file\_path': file\_path, 'file\_name': os.path.basename(file\_path), 'event\_type': 'deleted', 'user\_id': primary\_editor, 'session\_id': closed\_session['session\_id'], 'resume\_count': closed\_session.get('resume\_count', 0), 'is\_multi\_user': len(current\_editors) > 1, 'co\_editors': [editor for editor in current\_editors if editor != primary\_editor], 'event\_timestamp': datetime.now().isoformat() } self.api\_client.send\_event(event\_data) return expired\_sessions def get\_stats(self) -> Dict[str, Any]: """Возвращает статистику обработки""" session\_stats = self.session\_manager.get\_session\_stats() return { \*\*self.stats, \*\*session\_stats, 'open\_files\_tracking': len(self.open\_files), 'file\_move\_chains': len(self.file\_move\_chains), 'verified\_open\_files': len(self.verified\_open\_files), 'temp\_to\_main\_mappings': len(self.temp\_to\_main\_map), 'main\_files\_tracked': len(self.main\_file\_tracking), 'office\_operations': len(self.office\_creation\_operations), 'cad\_temp\_files': len(self.cad\_temp\_files), 'multi\_user\_files': len([f for f, editors in self.file\_editors.items() if len(editors.get('co\_editors', set())) > 0]) } def cleanup(self): """Очищает ресурсы""" expired\_sessions = self.session\_manager.cleanup\_expired\_sessions(self) for session\_data in expired\_sessions: file\_path = session\_data['file\_path'] username = session\_data['username'] file\_hash = None if os.path.exists(file\_path) and self.config.get('hashing', {}).get('enabled', True): file\_hash = self.hash\_calculator.calculate\_file\_hash\_with\_retry(file\_path) self.\_handle\_file\_closed(file\_path, username, file\_hash) self.check\_open\_files() self.cleanup\_orphaned\_sessions()

class SessionManager: #!/usr/bin/env python3

import sys

import os

import time

import platform

# Добавляем корень проекта в PYTHONPATH

current\_dir = os.path.dirname(os.path.abspath(\_\_file\_\_))

project\_root = os.path.dirname(os.path.dirname(current\_dir))

sys.path.insert(0, project\_root)

from shared.config\_loader import load\_config, get\_monitoring\_config

from shared.logger import setup\_logger

from monitoring\_agent.app.file\_watcher import FileWatcher # Используем FileWatcher

# Поддержка Windows Service

if platform.system() == 'Windows':

import win32serviceutil

import win32service

import win32event

import servicemanager

import socket

class MonitoringService(win32serviceutil.ServiceFramework):

\_svc\_name\_ = "FileMonitoringAgent"

\_svc\_display\_name\_ = "File Monitoring Agent"

\_svc\_description\_ = "Monitors file changes in shared folders"

def \_\_init\_\_(self, args):

win32serviceutil.ServiceFramework.\_\_init\_\_(self, args)

self.hWaitStop = win32event.CreateEvent(None, 0, 0, None)

socket.setdefaulttimeout(60)

self.is\_running = True

self.monitor = None

def SvcStop(self):

self.ReportServiceStatus(win32service.SERVICE\_STOP\_PENDING)

win32event.SetEvent(self.hWaitStop)

self.is\_running = False

if self.monitor:

self.monitor.stop()

def SvcDoRun(self):

servicemanager.LogMsg(servicemanager.EVENTLOG\_INFORMATION\_TYPE,

servicemanager.PYS\_SERVICE\_STARTED,

(self.\_svc\_name\_, ''))

self.main()

def main(self):

logger = setup\_logger(\_\_name\_\_)

try:

config = load\_config()

logger.info(f"Starting File Monitoring Agent in {config.get('environment', 'development')} mode...")

monitoring\_config = get\_monitoring\_config()

logger.info(f"Ignore patterns: {monitoring\_config.get('ignore\_patterns', [])}")

logger.info(f"Ignore extensions: {monitoring\_config.get('ignore\_extensions', [])}")

logger.info(f"Ignore directories: {monitoring\_config.get('ignore\_dirs', [])}")

watch\_paths = monitoring\_config.get('watch\_paths', ['C:\\SharedFolder'])

for path in watch\_paths:

if not os.path.exists(path):

logger.warning(f"Watch path does not exist: {path}")

os.makedirs(path, exist\_ok=True)

logger.info(f"Created watch path: {path}")

self.monitor = FileWatcher(monitoring\_config=monitoring\_config)

self.monitor.start()

while self.is\_running:

time.sleep(1)

except Exception as e:

logger.error(f"Failed to start monitoring: {e}")

sys.exit(1)

def main():

"""Главная функция запуска агента мониторинга"""

logger = setup\_logger(\_\_name\_\_)

# Проверяем, запущен ли скрипт как служба

if len(sys.argv) > 1 and platform.system() == 'Windows':

# Обработка команд службы (install, start, stop и т.д.)

win32serviceutil.HandleCommandLine(MonitoringService)

else:

# Запуск в режиме тестирования (не как служба)

logger.info("Running in test mode (not as a service)")

try:

config = load\_config()

logger.info(f"Starting File Monitoring Agent in {config.get('environment', 'development')} mode...")

monitoring\_config = get\_monitoring\_config()

logger.info(f"Ignore patterns: {monitoring\_config.get('ignore\_patterns', [])}")

logger.info(f"Ignore extensions: {monitoring\_config.get('ignore\_extensions', [])}")

logger.info(f"Ignore directories: {monitoring\_config.get('ignore\_dirs', [])}")

watch\_paths = monitoring\_config.get('watch\_paths', ['C:\\SharedFolder'])

for path in watch\_paths:

if not os.path.exists(path):

logger.warning(f"Watch path does not exist: {path}")

os.makedirs(path, exist\_ok=True)

logger.info(f"Created watch path: {path}")

monitor = FileWatcher(monitoring\_config=monitoring\_config)

monitor.start()

except KeyboardInterrupt:

logger.info("Stopping monitor due to user interrupt")

monitor.stop()

except Exception as e:

logger.error(f"Failed to start monitoring: {e}")

sys.exit(1)

if \_\_name\_\_ == "\_\_main\_\_":

main()

def \_\_init\_\_(self):

self.active\_sessions: Dict[str, Dict] = {} # file\_path:username -> session\_data

self.closed\_sessions: Dict[str, List[Dict]] = {} # История закрытых сессий

self.logger = setup\_logger(\_\_name\_\_)

self.config = {}

def set\_config(self, config: dict):

"""Устанавливает конфигурацию"""

self.config = config

timeout = self.config.get('session\_timeout\_minutes', 1)

self.logger.info(f"⚙️ Session config: timeout={timeout}min, max\_age={self.config.get('max\_session\_hours', 3)}h")

def \_get\_session\_key(self, file\_path: str, username: str) -> str:

"""Генерирует ключ сессии"""

return f"{file\_path}:{username}"

def \_find\_recently\_closed(self, session\_key: str, hours: int = 1) -> Optional[Dict]:

"""Находит недавно закрытую сессию для возможного возобновления"""

if session\_key not in self.closed\_sessions:

return None

closed\_sessions = self.closed\_sessions[session\_key]

if not closed\_sessions:

return None

# Берем последнюю закрытую сессию

last\_session = closed\_sessions[-1]

# Проверяем, закрыта ли она в пределах указанного времени

if 'ended\_at' in last\_session and last\_session['ended\_at']:

time\_since\_close = datetime.now() - last\_session['ended\_at']

if time\_since\_close <= timedelta(hours=hours):

return last\_session

return None

def \_resume\_session(self, session\_data: Dict, file\_hash: str = None) -> Dict:

"""Возобновляет существующую сессию"""

session\_key = self.\_get\_session\_key(session\_data['file\_path'], session\_data['username'])

# Обновляем данные сессии

resumed\_session = session\_data.copy()

resumed\_session['last\_activity'] = datetime.now()

resumed\_session['resumed\_at'] = datetime.now()

resumed\_session['resume\_count'] = resumed\_session.get('resume\_count', 0) + 1

resumed\_session['hash\_before'] = file\_hash

# Убираем поля окончания, т.к. сессия снова активна

resumed\_session.pop('ended\_at', None)

resumed\_session.pop('hash\_after', None)

# Возвращаем в активные сессии

self.active\_sessions[session\_key] = resumed\_session

# Удаляем из истории закрытых, если она там есть

if session\_key in self.closed\_sessions and session\_data in self.closed\_sessions[session\_key]:

self.closed\_sessions[session\_key].remove(session\_data)

self.logger.info(f"🔄 Resumed session for {resumed\_session['file\_path']}")

return resumed\_session

def get\_active\_session(self, file\_path: str, username: str) -> Optional[Dict]:

"""Возвращает активную сессию для файла и пользователя"""

session\_key = self.\_get\_session\_key(file\_path, username)

session\_data = self.active\_sessions.get(session\_key)

if session\_data:

# Проверяем не истекла ли сессия

if self.\_is\_session\_expired(session\_data):

# Сессия истекла - закрываем ее

self.logger.info(f"🕒 Session expired, closing: {file\_path}")

self.close\_session(file\_path, username)

return None

# Обновляем время последней активности

session\_data['last\_activity'] = datetime.now()

return session\_data

def \_is\_session\_expired(self, session\_data: Dict) -> bool:

"""Проверяет истекла ли сессия"""

timeout\_minutes = self.config.get('session\_timeout\_minutes', 1)

max\_age\_hours = self.config.get('max\_session\_hours', 3)

last\_activity = session\_data['last\_activity']

session\_age = datetime.now() - session\_data['started\_at']

time\_since\_activity = datetime.now() - last\_activity

timeout\_seconds = timeout\_minutes \* 60

# Проверяем таймаут активности

if time\_since\_activity.total\_seconds() > timeout\_seconds:

self.logger.info(f"🕒 Session expired by timeout: {session\_data['file\_path']}, inactive for {time\_since\_activity.total\_seconds():.1f}s > {timeout\_seconds}s")

return True

# Проверяем максимальный возраст сессии

if session\_age.total\_seconds() > (max\_age\_hours \* 3600):

self.logger.info(f"📅 Session expired by max age: {session\_data['file\_path']}, age: {session\_age.total\_seconds()/3600:.1f}h")

return True

return False

def check\_and\_close\_expired\_sessions(self) -> List[Dict]:

"""Проверяет и закрывает все просроченные сессии"""

expired\_sessions = []

total\_sessions = len(self.active\_sessions)

if total\_sessions == 0:

return expired\_sessions

self.logger.info(f"🔍 Checking {total\_sessions} active sessions for expiration...")

# Создаем копию списка для безопасной итерации

sessions\_to\_check = list(self.active\_sessions.items())

for session\_key, session\_data in sessions\_to\_check:

try:

if self.\_is\_session\_expired(session\_data):

file\_path = session\_data['file\_path']

username = session\_data['username']

time\_since\_activity = datetime.now() - session\_data['last\_activity']

self.logger.info(f"🔒 Closing expired session: {file\_path} (inactive: {time\_since\_activity.total\_seconds():.1f}s)")

# Закрываем сессию и получаем данные с ended\_at

closed\_data = self.close\_session(file\_path, username)

if closed\_data:

expired\_sessions.append(closed\_data)

self.logger.info(f"✅ Session closed with ended\_at: {closed\_data['ended\_at']}")

except Exception as e:

self.logger.error(f"❌ Error checking session {session\_key}: {e}")

if expired\_sessions:

self.logger.info(f"✅ Closed {len(expired\_sessions)} expired sessions")

else:

self.logger.debug(f"📊 All {total\_sessions} sessions are active")

return expired\_sessions

def smart\_create\_session(self, file\_path: str, username: str, file\_hash: str = None, resume\_window\_hours: int = 1) -> Dict:

"""Умное создание сессии с возможностью возобновления недавно закрытой сессии"""

# Сначала проверяем активную сессию

active\_session = self.get\_active\_session(file\_path, username)

if active\_session:

return active\_session

# Пытаемся найти недавно закрытую сессию для возобновления

session\_key = self.\_get\_session\_key(file\_path, username)

recently\_closed = self.\_find\_recently\_closed(session\_key, resume\_window\_hours)

if recently\_closed:

return self.\_resume\_session(recently\_closed, file\_hash)

else:

return self.create\_session(file\_path, username, file\_hash)

def create\_session(self, file\_path: str, username: str, file\_hash: str = None) -> Dict:

"""Создает новую сессию"""

session\_key = self.\_get\_session\_key(file\_path, username)

session\_data = {

'session\_id': str(uuid.uuid4()),

'file\_path': file\_path,

'file\_name': os.path.basename(file\_path),

'username': username,

'started\_at': datetime.now(),

'last\_activity': datetime.now(),

'hash\_before': file\_hash,

'events': [],

'resume\_count': 0

}

self.active\_sessions[session\_key] = session\_data

self.logger.info(f"✅ Created session for {file\_path}")

return session\_data

def update\_session(self, file\_path: str, username: str, file\_hash: str = None) -> Dict:

"""Обновляет существующую сессию или создает новую"""

session\_data = self.get\_active\_session(file\_path, username)

if session\_data:

# Обновляем существующую сессию

if file\_hash:

session\_data['hash\_after'] = file\_hash

session\_data['last\_activity'] = datetime.now()

self.logger.debug(f"📝 Updated session for {file\_path}")

else:

# Создаем новую сессию

session\_data = self.create\_session(file\_path, username, file\_hash)

return session\_data

def close\_session(self, file\_path: str, username: str, file\_hash: str = None) -> Optional[Dict]:

"""Закрывает сессию"""

session\_key = self.\_get\_session\_key(file\_path, username)

session\_data = self.active\_sessions.pop(session\_key, None)

if session\_data:

# Устанавливаем время окончания

ended\_at = datetime.now()

session\_data['ended\_at'] = ended\_at

if file\_hash:

session\_data['hash\_after'] = file\_hash

# Сохраняем в историю закрытых сессий

if session\_key not in self.closed\_sessions:

self.closed\_sessions[session\_key] = []

self.closed\_sessions[session\_key].append(session\_data)

# Ограничиваем историю

if len(self.closed\_sessions[session\_key]) > 10:

self.closed\_sessions[session\_key] = self.closed\_sessions[session\_key][-10:]

# Логируем с информацией о времени сессии

session\_duration = ended\_at - session\_data['started\_at']

self.logger.info(f"🔒 Closed session for {file\_path} (duration: {session\_duration.total\_seconds():.1f}s, ended\_at: {ended\_at})")

return session\_data

else:

self.logger.debug(f"❌ No active session found for: {file\_path} (user: {username})")

return None

def close\_all\_sessions\_for\_file(self, file\_path: str) -> List[Dict]:

"""Принудительно закрывает все сессии для указанного файла"""

closed\_sessions = []

sessions\_to\_close = []

for session\_key, session\_data in list(self.active\_sessions.items()):

if session\_data['file\_path'] == file\_path:

sessions\_to\_close.append((session\_data['file\_path'], session\_data['username']))

self.logger.info(f"🔍 Found {len(sessions\_to\_close)} sessions to close for: {file\_path}")

for file\_path, username in sessions\_to\_close:

session\_data = self.close\_session(file\_path, username)

if session\_data:

closed\_sessions.append(session\_data)

return closed\_sessions

def transfer\_session(self, old\_file\_path: str, new\_file\_path: str, username: str, file\_hash: str = None) -> Optional[Dict]:

"""Переносит сессию со старого пути на новый"""

session\_key\_old = self.\_get\_session\_key(old\_file\_path, username)

session\_data = self.active\_sessions.pop(session\_key\_old, None)

if session\_data:

# Обновляем путь файла в данных сессии

session\_data['file\_path'] = new\_file\_path

session\_data['file\_name'] = os.path.basename(new\_file\_path)

session\_data['last\_activity'] = datetime.now()

if file\_hash:

session\_data['hash\_after'] = file\_hash

# Сохраняем с новым ключом

session\_key\_new = self.\_get\_session\_key(new\_file\_path, username)

self.active\_sessions[session\_key\_new] = session\_data

# Также обновляем в истории закрытых сессий, если нужно

if session\_key\_old in self.closed\_sessions:

self.closed\_sessions[session\_key\_new] = self.closed\_sessions.pop(session\_key\_old)

self.logger.info(f"🔄 Transferred session from {old\_file\_path} to {new\_file\_path}")

return session\_data

return None

def cleanup\_expired\_sessions(self, event\_handler) -> list:

"""Очищает просроченные сессии"""

return self.check\_and\_close\_expired\_sessions()

def get\_session\_stats(self) -> Dict:

"""Возвращает статистику по сессиям"""

total\_resumes = sum(session.get('resume\_count', 0) for session in self.active\_sessions.values())

return {

'active\_sessions': len(self.active\_sessions),

'session\_keys': list(self.active\_sessions.keys()),

'total\_resumes': total\_resumes,

'closed\_sessions\_count': sum(len(sessions) for sessions in self.closed\_sessions.values()),

}

def get\_session\_history(self, file\_path: str, username: str) -> List[Dict]:

"""Возвращает историю сессий для файла и пользователя"""

session\_key = self.\_get\_session\_key(file\_path, username)

return self.closed\_sessions.get(session\_key, [])import os

import getpass

import platform

from datetime import datetime, timedelta

from typing import terfdwrfsfbh Dict, Any, Optional

from shared.logger import setup\_logger

from shared.config\_loader import get\_monitoring\_config, get\_api\_client\_config

try:

import win32security # For Windows user

except ImportError:

win32security = None

try:

import psutil # For tracking open files

except ImportError:

psutil = None

from .hash\_calculator import HashCalculator

from .session\_manager import SessionManager

from .api\_client import APIClient

from .file\_validator import FileValidator

class EventHandler:

def \_\_init\_\_(self, monitoring\_config=None):

if monitoring\_config is None:

self.config = get\_monitoring\_config()

else:

self.config = monitoring\_config

self.logger = setup\_logger(\_\_name\_\_)

# Инициализация компонентов

self.hash\_calculator = HashCalculator(self.config.get('hashing', {}))

self.session\_manager = SessionManager()

# ПЕРЕДАЕМ КОНФИГУРАЦИЮ СЕССИЙ ПРАВИЛЬНО

session\_config = self.config.get('sessions', {})

self.session\_manager.set\_config(session\_config)

self.api\_client = APIClient()

self.file\_validator = FileValidator(self.config)

# Статистика

self.stats = {

'events\_processed': 0,

'events\_failed': 0,

'sessions\_created': 0,

'sessions\_resumed': 0,

'files\_closed': 0,

'files\_deleted': 0,

'expired\_sessions': 0,

'main\_files\_processed': 0,

'temporary\_files\_ignored': 0

}

# Отслеживание открытых файлов

self.open\_files = {} # file\_path -> {username, processes, last\_activity}

# Трекер перемещений файлов - УЛУЧШЕННАЯ ВЕРСИЯ

self.file\_renames = {} # src\_path -> dest\_path

self.file\_move\_chains = {} # track complex move operations

self.temp\_to\_main\_map = {} # temp\_file -> main\_file (для Office операций)

self.main\_file\_tracking = {} # main\_file -> последнее известное состояние

# Время последней проверки открытых файлов

self.last\_open\_files\_check = datetime.now()

# ДОБАВЛЕНО: Фильтр массовых событий

self.recent\_events = {} # file\_path -> last\_event\_time

self.event\_cooldown = 2.0 # секунды между событиями для одного файла

# ДОБАВЛЕНО: Трекер реально открытых файлов

self.verified\_open\_files = set() # файлы, которые реально открыты в процессах

self.logger.info("EventHandler initialized with enhanced file classification strategy")

def handle\_file\_event(self, event\_type: str, file\_path: str, dest\_path: str = None) -> bool:

"""Обрабатывает событие файла - УЛУЧШЕННАЯ ВЕРСИЯ"""

try:

# ДОБАВЛЕНО: Фильтр частых событий

if not self.\_should\_process\_event(file\_path, event\_type):

self.logger.debug(f"⏰ Skipping frequent event: {event\_type} for {file\_path}")

return True

self.stats['events\_processed'] += 1

self.logger.debug(f"Raw event: {event\_type} - {file\_path} -> {dest\_path}")

# Определяем категорию файла ДО обработки

file\_category = self.file\_validator.get\_file\_category(file\_path)

# Обрабатываем перемещение как специальный случай

if event\_type == 'moved' and dest\_path:

return self.\_handle\_file\_moved(file\_path, dest\_path, file\_category)

# Для IGNORE файлов - полностью пропускаем обработку

if file\_category == 'IGNORE':

self.logger.debug(f"🚫 Completely ignoring event for IGNORE file: {file\_path}")

return True

# Для TEMPORARY файлов - обрабатываем для контекста, но не создаем сессии

if file\_category == 'TEMPORARY':

self.stats['temporary\_files\_ignored'] += 1

self.logger.debug(f"⏰ Processing temporary file for context: {file\_path}")

return self.\_handle\_temporary\_file(event\_type, file\_path, dest\_path)

# Для MAIN файлов - полная обработка с сессиями

if file\_category == 'MAIN':

self.stats['main\_files\_processed'] += 1

return self.\_handle\_main\_file(event\_type, file\_path)

self.logger.warning(f"Unknown file category for {file\_path}: {file\_category}")

return False

except Exception as e:

self.stats['events\_failed'] += 1

self.logger.error(f"Error handling {event\_type} event for {file\_path}: {e}")

return False

def \_handle\_main\_file(self, event\_type: str, file\_path: str) -> bool:

"""Обрабатывает событие для основного файла (с созданием сессий)"""

# Проверяем нужно ли отслеживать файл (дополнительные проверки)

if not self.file\_validator.should\_monitor\_file(file\_path):

self.logger.debug(f"Ignoring main file: {file\_path}")

return True

# Получаем пользователя ОС и НОРМАЛИЗУЕМ его имя

username = self.\_get\_file\_modifier\_safe(file\_path, event\_type)

normalized\_username = self.\_normalize\_username(username)

self.logger.debug(f"Main file event: {event\_type} - {file\_path} by {normalized\_username}")

# ДОБАВЛЕНО: Проверяем реальное открытие файла перед созданием сессии

if event\_type == 'modified':

if not self.\_is\_file\_really\_opened(file\_path):

self.logger.debug(f"📁 Main file not actually opened, skipping session: {file\_path}")

return True

# Обновляем отслеживание открытых файлов

if event\_type in ('created', 'modified'):

self.\_update\_open\_file\_tracking(file\_path, normalized\_username, event\_type)

elif event\_type == 'deleted':

# Удаляем из отслеживания открытых файлов

if file\_path in self.open\_files:

del self.open\_files[file\_path]

# Вычисляем хеш если нужно (только для существующих файлов)

file\_hash = None

if (event\_type != 'deleted' and

self.config.get('hashing', {}).get('enabled', True) and

os.path.exists(file\_path)):

file\_hash = self.hash\_calculator.calculate\_file\_hash\_with\_retry(file\_path)

# Обрабатываем в зависимости от типа события

if event\_type == 'created':

return self.\_handle\_file\_created(file\_path, normalized\_username, file\_hash)

elif event\_type == 'modified':

return self.\_handle\_file\_modified(file\_path, normalized\_username, file\_hash)

elif event\_type == 'deleted':

return self.\_handle\_file\_deleted(file\_path, normalized\_username)

else:

self.logger.warning(f"Unknown event type for main file: {event\_type}")

return False

def \_handle\_temporary\_file(self, event\_type: str, file\_path: str, dest\_path: str = None) -> bool:

"""Обрабатывает событие для временного файла (без создания сессий)"""

# Для временных файлов просто логируем и отслеживаем для контекста

self.logger.debug(f"Temporary file event: {event\_type} - {file\_path}")

# Если это перемещение временного файла, сохраняем информацию для контекста

if event\_type == 'moved' and dest\_path:

dest\_category = self.file\_validator.get\_file\_category(dest\_path)

self.logger.debug(f"Temporary file moved: {file\_path} -> {dest\_path} (dest category: {dest\_category})")

# Если временный файл перемещается в основной - это может быть операцией сохранения

if dest\_category == 'MAIN':

self.logger.info(f"🔄 Temporary -> Main file operation detected: {file\_path} -> {dest\_path}")

# Сохраняем связь для возможного восстановления сессии

self.temp\_to\_main\_map[file\_path] = dest\_path

return True

def \_handle\_file\_moved(self, src\_path: str, dest\_path: str, src\_category: str) -> bool:

"""Обрабатывает перемещение/переименование файла - УЛУЧШЕННАЯ ВЕРСИЯ"""

self.logger.info(f"🔄 File moved: {src\_path} -> {dest\_path} (src category: {src\_category})")

dest\_category = self.file\_validator.get\_file\_category(dest\_path)

self.logger.debug(f"Destination category: {dest\_category}")

# Определяем тип операции

operation\_type = self.\_classify\_move\_operation(src\_path, dest\_path, src\_category, dest\_category)

self.logger.debug(f"Move operation type: {operation\_type}")

if operation\_type == 'TEMP\_TO\_TEMP':

# Временный -> временный - просто отслеживаем цепочку

self.file\_move\_chains[src\_path] = dest\_path

self.logger.debug(f"Temp-to-temp move: {src\_path} -> {dest\_path}")

return True

elif operation\_type == 'MAIN\_TO\_TEMP':

# Основной -> временный - сохраняем связь

self.temp\_to\_main\_map[dest\_path] = src\_path

self.logger.debug(f"Main-to-temp move: {src\_path} -> {dest\_path}")

# Сохраняем информацию об основном файле

self.main\_file\_tracking[src\_path] = {

'last\_seen': datetime.now(),

'temp\_file': dest\_path

}

return True

elif operation\_type == 'TEMP\_TO\_MAIN':

# Временный -> основной - восстанавливаем сессию

return self.\_handle\_temp\_to\_main\_move(src\_path, dest\_path)

elif operation\_type == 'MAIN\_TO\_MAIN':

# Основной -> основной - переносим сессию

return self.\_handle\_main\_to\_main\_move(src\_path, dest\_path)

elif operation\_type == 'TEMP\_TO\_IGNORE':

# Временный -> игнорируемый - обычная операция Excel

self.logger.debug(f"Temp-to-ignore move (Excel operation): {src\_path} -> {dest\_path}")

return True

elif operation\_type == 'IGNORE\_TO\_MAIN':

# Игнорируемый -> основной - восстанавливаем сессию

return self.\_handle\_ignore\_to\_main\_move(src\_path, dest\_path)

else:

self.logger.warning(f"Unknown move operation type: {operation\_type}")

# Для неизвестных операций пробуем определить по контексту

return self.\_handle\_unknown\_move\_operation(src\_path, dest\_path, src\_category, dest\_category)

def \_classify\_move\_operation(self, src\_path: str, dest\_path: str, src\_category: str, dest\_category: str) -> str:

"""Классифицирует тип операции перемещения"""

if src\_category == 'TEMPORARY' and dest\_category == 'TEMPORARY':

return 'TEMP\_TO\_TEMP'

elif src\_category == 'MAIN' and dest\_category == 'TEMPORARY':

return 'MAIN\_TO\_TEMP'

elif src\_category == 'TEMPORARY' and dest\_category == 'MAIN':

return 'TEMP\_TO\_MAIN'

elif src\_category == 'MAIN' and dest\_category == 'MAIN':

return 'MAIN\_TO\_MAIN'

elif src\_category == 'TEMPORARY' and dest\_category == 'IGNORE':

return 'TEMP\_TO\_IGNORE'

elif src\_category == 'IGNORE' and dest\_category == 'MAIN':

return 'IGNORE\_TO\_MAIN'

elif src\_category == 'IGNORE' and dest\_category == 'TEMPORARY':

return 'IGNORE\_TO\_TEMP'

else:

return 'UNKNOWN'

def \_handle\_temp\_to\_main\_move(self, src\_path: str, dest\_path: str) -> bool:

"""Обрабатывает перемещение временного файла в основной"""

# Ищем основной файл в маппинге

main\_file = self.temp\_to\_main\_map.get(src\_path)

username = self.\_get\_file\_modifier\_safe(dest\_path, 'moved')

normalized\_username = self.\_normalize\_username(username)

file\_hash = None

if self.config.get('hashing', {}).get('enabled', True):

file\_hash = self.hash\_calculator.calculate\_file\_hash\_with\_retry(dest\_path)

if main\_file:

# Нашли связь - переносим сессию с основного файла

old\_session = self.session\_manager.get\_active\_session(main\_file, normalized\_username)

if old\_session:

transferred\_session = self.session\_manager.transfer\_session(

main\_file, dest\_path, normalized\_username, file\_hash

)

if transferred\_session:

self.logger.info(f"🔄 Transferred session from main file {main\_file} to {dest\_path}")

# Очищаем маппинг

if src\_path in self.temp\_to\_main\_map:

del self.temp\_to\_main\_map[src\_path]

if main\_file in self.main\_file\_tracking:

del self.main\_file\_tracking[main\_file]

# Отправляем событие moved

return self.\_send\_moved\_event(src\_path, dest\_path, normalized\_username, file\_hash)

# Если не нашли связь, создаем новую сессию

self.session\_manager.smart\_create\_session(dest\_path, normalized\_username, file\_hash)

self.logger.info(f"✅ Created new session for moved file {dest\_path}")

# Очищаем маппинг на всякий случай

if src\_path in self.temp\_to\_main\_map:

del self.temp\_to\_main\_map[src\_path]

return self.\_send\_moved\_event(src\_path, dest\_path, normalized\_username, file\_hash)

def \_handle\_main\_to\_main\_move(self, src\_path: str, dest\_path: str) -> bool:

"""Обрабатывает перемещение основного файла в основной"""

username = self.\_get\_file\_modifier\_safe(dest\_path, 'moved')

normalized\_username = self.\_normalize\_username(username)

file\_hash = None

if self.config.get('hashing', {}).get('enabled', True):

file\_hash = self.hash\_calculator.calculate\_file\_hash\_with\_retry(dest\_path)

# Пытаемся перенести существующую сессию

session\_transferred = False

old\_session = self.session\_manager.get\_active\_session(src\_path, normalized\_username)

if old\_session:

transferred\_session = self.session\_manager.transfer\_session(

src\_path, dest\_path, normalized\_username, file\_hash

)

if transferred\_session:

session\_transferred = True

self.logger.info(f"✅ Transferred session from {src\_path} to {dest\_path}")

# Если не нашли существующую сессию, создаем новую

if not session\_transferred:

self.session\_manager.smart\_create\_session(dest\_path, normalized\_username, file\_hash)

self.logger.info(f"✅ Created new session for moved file {dest\_path}")

# Сохраняем информацию о перемещении

self.file\_renames[src\_path] = dest\_path

self.file\_move\_chains[src\_path] = dest\_path

return self.\_send\_moved\_event(src\_path, dest\_path, normalized\_username, file\_hash)

def \_handle\_ignore\_to\_main\_move(self, src\_path: str, dest\_path: str) -> bool:

"""Обрабатывает перемещение игнорируемого файла в основной (типично для Excel)"""

username = self.\_get\_file\_modifier\_safe(dest\_path, 'moved')

normalized\_username = self.\_normalize\_username(username)

file\_hash = None

if self.config.get('hashing', {}).get('enabled', True):

file\_hash = self.hash\_calculator.calculate\_file\_hash\_with\_retry(dest\_path)

# Ищем связанный основной файл по имени или пути

main\_file = self.\_find\_related\_main\_file(src\_path, dest\_path)

if main\_file:

# Нашли связанный файл - переносим сессию

old\_session = self.session\_manager.get\_active\_session(main\_file, normalized\_username)

if old\_session:

transferred\_session = self.session\_manager.transfer\_session(

main\_file, dest\_path, normalized\_username, file\_hash

)

if transferred\_session:

self.logger.info(f"🔄 Transferred session from related file {main\_file} to {dest\_path}")

return self.\_send\_moved\_event(src\_path, dest\_path, normalized\_username, file\_hash)

# Создаем новую сессию для основного файла

self.session\_manager.smart\_create\_session(dest\_path, normalized\_username, file\_hash)

self.logger.info(f"✅ Created new session for Excel file {dest\_path}")

return self.\_send\_moved\_event(src\_path, dest\_path, normalized\_username, file\_hash)

def \_handle\_unknown\_move\_operation(self, src\_path: str, dest\_path: str, src\_category: str, dest\_category: str) -> bool:

"""Обрабатывает неизвестные операции перемещения на основе эвристик"""

username = self.\_get\_file\_modifier\_safe(dest\_path, 'moved')

normalized\_username = self.\_normalize\_username(username)

file\_hash = None

if self.config.get('hashing', {}).get('enabled', True):

file\_hash = self.hash\_calculator.calculate\_file\_hash\_with\_retry(dest\_path)

# Эвристика: если конечный файл основной - создаем/переносим сессию

if dest\_category == 'MAIN':

# Пытаемся найти связанный файл для переноса сессии

related\_file = self.\_find\_related\_main\_file(src\_path, dest\_path)

if related\_file:

old\_session = self.session\_manager.get\_active\_session(related\_file, normalized\_username)

if old\_session:

self.session\_manager.transfer\_session(related\_file, dest\_path, normalized\_username, file\_hash)

self.logger.info(f"🔄 Transferred session from related file {related\_file} to {dest\_path}")

else:

self.session\_manager.smart\_create\_session(dest\_path, normalized\_username, file\_hash)

self.logger.info(f"✅ Created new session for {dest\_path}")

else:

self.session\_manager.smart\_create\_session(dest\_path, normalized\_username, file\_hash)

self.logger.info(f"✅ Created new session for {dest\_path}")

# Всегда отправляем событие moved

return self.\_send\_moved\_event(src\_path, dest\_path, normalized\_username, file\_hash)

def \_find\_related\_main\_file(self, src\_path: str, dest\_path: str) -> Optional[str]:

"""Находит связанный основной файл по имени или пути"""

src\_name = os.path.basename(src\_path)

dest\_name = os.path.basename(dest\_path)

# Ищем в цепочках перемещений

for chain\_src, chain\_dest in self.file\_move\_chains.items():

if chain\_dest == src\_path:

chain\_category = self.file\_validator.get\_file\_category(chain\_src)

if chain\_category == 'MAIN':

return chain\_src

# Ищем в маппинге временных файлов

for temp\_file, main\_file in self.temp\_to\_main\_map.items():

if temp\_file == src\_path:

return main\_file

# Ищем по схожести имен (для Excel операций)

if src\_name.isalnum() and len(src\_name) == 8: # Типичный временный файл Excel

# Ищем основной файл в той же директории

dir\_path = os.path.dirname(dest\_path)

for known\_main in self.main\_file\_tracking.keys():

if os.path.dirname(known\_main) == dir\_path:

return known\_main

return None

def \_send\_moved\_event(self, src\_path: str, dest\_path: str, username: str, file\_hash: str) -> bool:

"""Отправляет событие перемещения"""

event\_data = {

'file\_path': dest\_path,

'file\_name': os.path.basename(dest\_path),

'old\_file\_path': src\_path,

'old\_file\_name': os.path.basename(src\_path),

'event\_type': 'moved',

'file\_hash': file\_hash,

'user\_id': username,

'event\_timestamp': datetime.now().isoformat()

}

success = self.api\_client.send\_event(event\_data)

if not success:

self.logger.error(f"Failed to send moved event for {src\_path} -> {dest\_path}")

return success

# Остальные методы остаются без изменений

def \_normalize\_username(self, username: str) -> str:

"""Нормализует имя пользователя к единому формату"""

if not username:

return getpass.getuser()

if '\\' in username:

parts = username.split('\\')

normalized = parts[-1]

self.logger.debug(f"Normalized username: {username} -> {normalized}")

return normalized

return username

def \_should\_process\_event(self, file\_path: str, event\_type: str) -> bool:

"""Определяет нужно ли обрабатывать событие (фильтр частых событий)"""

current\_time = datetime.now()

event\_key = f"{file\_path}:{event\_type}"

if event\_type in ('deleted', 'moved'):

return True

if event\_key in self.recent\_events:

time\_since\_last = (current\_time - self.recent\_events[event\_key]).total\_seconds()

if time\_since\_last < self.event\_cooldown:

return False

self.recent\_events[event\_key] = current\_time

# Очищаем старые записи (старше 10 секунд)

old\_entries = []

for key, event\_time in self.recent\_events.items():

if (current\_time - event\_time).total\_seconds() > 10:

old\_entries.append(key)

for key in old\_entries:

del self.recent\_events[key]

return True

def \_is\_file\_really\_opened(self, file\_path: str) -> bool:

"""Проверяет, действительно ли файл открыт в каком-либо процессе"""

if not psutil:

return True

try:

processes = self.\_get\_processes\_using\_file(file\_path)

is\_opened = len(processes) > 0

if is\_opened:

self.verified\_open\_files.add(file\_path)

self.logger.debug(f"✅ File is really opened: {file\_path} by {len(processes)} processes")

else:

if file\_path in self.verified\_open\_files:

self.verified\_open\_files.remove(file\_path)

self.logger.debug(f"📁 File no longer opened: {file\_path}")

return is\_opened

except Exception as e:

self.logger.debug(f"Error checking if file is opened: {e}")

return True

def \_get\_processes\_using\_file(self, file\_path: str) -> list:

"""Возвращает список процессов, использующих файл"""

if not psutil:

return []

processes = []

try:

# Нормализуем путь для сравнения

normalized\_path = os.path.normpath(file\_path).lower()

for proc in psutil.process\_iter(['pid', 'name', 'username', 'open\_files']):

try:

open\_files = proc.info.get('open\_files')

if open\_files is None:

continue

for file in open\_files:

# Нормализуем путь открытого файла для сравнения

open\_file\_path = os.path.normpath(file.path).lower()

if open\_file\_path == normalized\_path:

# НОРМАЛИЗУЕМ имя пользователя процесса

process\_username = self.\_normalize\_username(proc.info.get('username', 'unknown'))

processes.append({

'pid': proc.pid,

'name': proc.info['name'],

'username': process\_username

})

break

except (psutil.NoSuchProcess, psutil.AccessDenied, FileNotFoundError):

continue

except Exception as e:

self.logger.debug(f"Error getting processes for {file\_path}: {e}")

return processes

def \_get\_file\_modifier\_safe(self, file\_path: str, event\_type: str) -> str:

"""Безопасное получение модификатора файла"""

try:

if not os.path.exists(file\_path):

return getpass.getuser()

return self.\_get\_file\_modifier(file\_path)

except Exception as e:

self.logger.warning(f"Failed to get file modifier for {file\_path}, using current user: {e}")

return getpass.getuser()

def \_get\_file\_modifier(self, file\_path: str) -> str:

"""Получает пользователя, изменившего файла"""

try:

if platform.system() == 'Windows' and win32security is not None:

sd = win32security.GetFileSecurity(file\_path, win32security.OWNER\_SECURITY\_INFORMATION)

owner\_sid = sd.GetSecurityDescriptorOwner()

name, domain, \_ = win32security.LookupAccountSid(None, owner\_sid)

return f"{domain}\\{name}"

else:

return getpass.getuser()

except Exception as e:

self.logger.error(f"Failed to get file modifier for {file\_path}: {e}")

return getpass.getuser()

def \_handle\_file\_created(self, file\_path: str, username: str, file\_hash: str) -> bool:

"""Обрабатывает создание файла"""

if file\_path in self.file\_renames.values() or file\_path in self.file\_move\_chains.values():

self.logger.debug(f"Ignoring created event for moved file: {file\_path}")

return True

self.logger.info(f"📄 Main file created: {file\_path} by {username}")

session\_data = self.session\_manager.smart\_create\_session(file\_path, username, file\_hash)

if session\_data.get('resume\_count', 0) > 0:

self.stats['sessions\_resumed'] += 1

self.logger.info(f"Session resumed for {file\_path} (resume count: {session\_data['resume\_count']})")

else:

self.stats['sessions\_created'] += 1

event\_data = {

'file\_path': file\_path,

'file\_name': os.path.basename(file\_path),

'event\_type': 'created',

'file\_hash': file\_hash,

'user\_id': username,

'session\_id': session\_data['session\_id'],

'resume\_count': session\_data.get('resume\_count', 0),

'event\_timestamp': datetime.now().isoformat()

}

success = self.api\_client.send\_event(event\_data)

if not success:

self.logger.error(f"Failed to send created event for {file\_path}: {event\_data}")

return success

def \_handle\_file\_modified(self, file\_path: str, username: str, file\_hash: str) -> bool:

"""Обрабатывает изменение файла"""

if not self.\_is\_file\_really\_opened(file\_path):

self.logger.debug(f"📁 Main file not actually opened, skipping modified event: {file\_path}")

return True

self.logger.debug(f"📝 Main file modified: {file\_path} by {username}")

session\_data = self.session\_manager.smart\_create\_session(file\_path, username, file\_hash)

event\_data = {

'file\_path': file\_path,

'file\_name': os.path.basename(file\_path),

'event\_type': 'modified',

'file\_hash': file\_hash,

'user\_id': username,

'session\_id': session\_data['session\_id'],

'resume\_count': session\_data.get('resume\_count', 0),

'event\_timestamp': datetime.now().isoformat()

}

success = self.api\_client.send\_event(event\_data)

if not success:

self.logger.error(f"Failed to send modified event for {file\_path}: {event\_data}")

return success

def \_handle\_file\_deleted(self, file\_path: str, username: str) -> bool:

"""Обрабатывает удаление файла"""

if file\_path in self.file\_renames or file\_path in self.file\_move\_chains:

self.logger.debug(f"📦 File moved, closing session for: {file\_path}")

session\_data = self.session\_manager.close\_session(file\_path, username)

if session\_data:

self.logger.info(f"✅ Closed session for moved file: {file\_path}")

if file\_path in self.file\_renames:

del self.file\_renames[file\_path]

if file\_path in self.file\_move\_chains:

del self.file\_move\_chains[file\_path]

return True

self.logger.info(f"🗑️ Main file deleted: {file\_path} by {username}")

self.stats['files\_deleted'] += 1

if file\_path in self.open\_files:

del self.open\_files[file\_path]

if file\_path in self.file\_renames:

del self.file\_renames[file\_path]

if file\_path in self.file\_move\_chains:

del self.file\_move\_chains[file\_path]

if file\_path in self.verified\_open\_files:

self.verified\_open\_files.remove(file\_path)

# Очищаем из temp\_to\_main\_map

keys\_to\_remove = []

for temp\_path, main\_path in self.temp\_to\_main\_map.items():

if temp\_path == file\_path or main\_path == file\_path:

keys\_to\_remove.append(temp\_path)

for key in keys\_to\_remove:

del self.temp\_to\_main\_map[key]

# Очищаем из main\_file\_tracking

if file\_path in self.main\_file\_tracking:

del self.main\_file\_tracking[file\_path]

session\_data = self.session\_manager.close\_session(file\_path, username)

if not session\_data:

self.logger.info(f"🔄 Using forced session close for: {file\_path}")

closed\_sessions = self.session\_manager.close\_all\_sessions\_for\_file(file\_path)

if closed\_sessions:

session\_data = closed\_sessions[0]

self.logger.info(f"✅ Forced close: closed {len(closed\_sessions)} sessions")

if session\_data:

self.logger.info(f"✅ Successfully closed session for deleted file: {file\_path}")

event\_data = {

'file\_path': file\_path,

'file\_name': os.path.basename(file\_path),

'event\_type': 'deleted',

'user\_id': username,

'session\_id': session\_data['session\_id'],

'resume\_count': session\_data.get('resume\_count', 0),

'event\_timestamp': datetime.now().isoformat()

}

success = self.api\_client.send\_event(event\_data)

if not success:

self.logger.error(f"❌ Failed to send deleted event for: {file\_path}")

return success

else:

self.logger.warning(f"⚠️ No session found for deleted file: {file\_path}")

event\_data = {

'file\_path': file\_path,

'file\_name': os.path.basename(file\_path),

'event\_type': 'deleted',

'user\_id': username,

'event\_timestamp': datetime.now().isoformat()

}

success = self.api\_client.send\_event(event\_data)

return success

def \_update\_open\_file\_tracking(self, file\_path: str, username: str, event\_type: str):

"""Обновляет информацию об открытых файлах"""

if not psutil:

return

try:

current\_processes = self.\_get\_processes\_using\_file(file\_path)

current\_time = datetime.now()

if current\_processes:

# Файл открыт - обновляем информацию

self.open\_files[file\_path] = {

'username': username,

'processes': current\_processes,

'last\_activity': current\_time,

'last\_checked': current\_time,

'event\_type': event\_type

}

self.logger.debug(f"File {file\_path} is open in {len(current\_processes)} processes")

else:

# Файл больше не открыт - проверяем нужно ли закрыть сессию

if file\_path in self.open\_files:

file\_info = self.open\_files[file\_path]

time\_since\_last\_activity = current\_time - file\_info['last\_activity']

# Закрываем сессию только если прошло достаточно времени с последней активности

if time\_since\_last\_activity > timedelta(seconds=5):

self.logger.info(f"File {file\_path} is no longer open, closing session")

# Вычисляем финальный хеш если файл существует

file\_hash = None

if os.path.exists(file\_path) and self.config.get('hashing', {}).get('enabled', True):

file\_hash = self.hash\_calculator.calculate\_file\_hash\_with\_retry(file\_path)

# Закрываем сессию

self.\_handle\_file\_closed(file\_path, file\_info['username'], file\_hash)

del self.open\_files[file\_path]

self.stats['files\_closed'] += 1

else:

# Обновляем время проверки, но не закрываем сессию

self.open\_files[file\_path]['last\_checked'] = current\_time

except Exception as e:

self.logger.error(f"Error updating open file tracking for {file\_path}: {e}")

def \_handle\_file\_closed(self, file\_path: str, username: str, file\_hash: str) -> bool:

"""Обрабатывает закрытие файла"""

self.logger.info(f"File closed: {file\_path} by {username}")

# Закрываем сессию в SessionManager

session\_data = self.session\_manager.close\_session(file\_path, username, file\_hash)

if session\_data:

# ВАЖНО: проверяем что ended\_at установлен

if 'ended\_at' not in session\_data or session\_data['ended\_at'] is None:

self.logger.error(f"❌ Session closed but ended\_at is not set for {file\_path}")

# Устанавливаем ended\_at если его нет

session\_data['ended\_at'] = datetime.now()

self.logger.info(f"✅ Manually set ended\_at to: {session\_data['ended\_at']}")

session\_duration = (session\_data['ended\_at'] - session\_data['started\_at']).total\_seconds()

event\_data = {

'file\_path': file\_path,

'file\_name': os.path.basename(file\_path),

'event\_type': 'closed',

'file\_hash': file\_hash,

'user\_id': username,

'session\_id': session\_data['session\_id'],

'resume\_count': session\_data.get('resume\_count', 0),

'session\_duration': session\_duration,

'event\_timestamp': session\_data['ended\_at'].isoformat()

}

success = self.api\_client.send\_event(event\_data)

if success:

self.logger.info(f"✅ Successfully closed session for {file\_path} (duration: {session\_duration:.1f}s, ended\_at: {session\_data['ended\_at']})")

else:

self.logger.error(f"❌ Failed to send closed event for {file\_path}")

return success

else:

self.logger.warning(f"No active session found for closed file: {file\_path}")

return True

def check\_open\_files(self):

"""Периодически проверяет состояние открытых файлов"""

if not psutil:

return

try:

current\_time = datetime.now()

check\_interval = timedelta(seconds=30)

if current\_time - self.last\_open\_files\_check < check\_interval:

return

self.last\_open\_files\_check = current\_time

files\_to\_close = []

for file\_path, file\_info in list(self.open\_files.items()):

# Проверяем, открыт ли файл все еще

current\_processes = self.\_get\_processes\_using\_file(file\_path)

if not current\_processes:

# Файл больше не открыт - проверяем время с последней активности

time\_since\_last\_activity = current\_time - file\_info['last\_activity']

# Закрываем сессию только если прошло достаточно времени

if time\_since\_last\_activity > timedelta(seconds=5):

files\_to\_close.append((file\_path, file\_info))

else:

# Обновляем время проверки

file\_info['last\_checked'] = current\_time

else:

# Файл все еще открыт - обновляем информацию

file\_info['processes'] = current\_processes

file\_info['last\_checked'] = current\_time

# Закрываем сессии для файлов, которые больше не открыты

for file\_path, file\_info in files\_to\_close:

self.logger.info(f"Detected file closure: {file\_path}")

# Вычисляем финальный хеш если файл существует

file\_hash = None

if os.path.exists(file\_path) and self.config.get('hashing', {}).get('enabled', True):

file\_hash = self.hash\_calculator.calculate\_file\_hash\_with\_retry(file\_path)

# Закрываем сессию

self.\_handle\_file\_closed(file\_path, file\_info['username'], file\_hash)

del self.open\_files[file\_path]

self.stats['files\_closed'] += 1

except Exception as e:

self.logger.error(f"Error checking open files: {e}")

def check\_expired\_sessions(self):

"""Проверяет и закрывает просроченные сессии"""

try:

self.logger.debug("🔍 Starting expired sessions check...")

expired\_sessions = self.session\_manager.check\_and\_close\_expired\_sessions()

closed\_count = 0

for session\_data in expired\_sessions:

file\_path = session\_data['file\_path']

username = session\_data['username']

self.stats['expired\_sessions'] += 1

closed\_count += 1

# ПРОВЕРЯЕМ ЧТО ended\_at УСТАНОВЛЕНО

if 'ended\_at' not in session\_data or session\_data['ended\_at'] is None:

self.logger.error(f"❌ Session closed but ended\_at is None for: {file\_path}")

continue

# Вычисляем финальный хеш если файл существует

file\_hash = None

if os.path.exists(file\_path) and self.config.get('hashing', {}).get('enabled', True):

file\_hash = self.hash\_calculator.calculate\_file\_hash\_with\_retry(file\_path)

# Отправляем событие closed для expired сессии

event\_data = {

'file\_path': file\_path,

'file\_name': session\_data.get('file\_name', os.path.basename(file\_path)),

'event\_type': 'closed',

'file\_hash': file\_hash,

'user\_id': username,

'session\_id': session\_data['session\_id'],

'resume\_count': session\_data.get('resume\_count', 0),

'session\_duration': (session\_data['ended\_at'] - session\_data['started\_at']).total\_seconds(),

'event\_timestamp': session\_data['ended\_at'].isoformat()

}

success = self.api\_client.send\_event(event\_data)

if success:

self.logger.info(f"✅ Closed expired session: {file\_path} (ended\_at: {session\_data['ended\_at']})")

else:

self.logger.error(f"❌ Failed to send closed event for: {file\_path}")

return closed\_count

except Exception as e:

self.logger.error(f"❌ Error checking expired sessions: {e}")

return 0

def cleanup\_orphaned\_sessions(self):

"""Очищает сессии для файлов, которые больше не существуют"""

expired\_sessions = []

for session\_key, session\_data in list(self.session\_manager.active\_sessions.items()):

file\_path = session\_data['file\_path']

username = session\_data['username']

if not os.path.exists(file\_path):

self.logger.info(f"Closing orphaned session for deleted file: {file\_path}")

closed\_session = self.session\_manager.close\_session(file\_path, username)

if closed\_session:

expired\_sessions.append(closed\_session)

event\_data = {

'file\_path': file\_path,

'file\_name': os.path.basename(file\_path),

'event\_type': 'deleted',

'user\_id': username,

'session\_id': closed\_session['session\_id'],

'resume\_count': closed\_session.get('resume\_count', 0),

'event\_timestamp': datetime.now().isoformat()

}

self.api\_client.send\_event(event\_data)

return expired\_sessions

def get\_stats(self) -> Dict[str, Any]:

"""Возвращает статистику обработки"""

session\_stats = self.session\_manager.get\_session\_stats()

return {

\*\*self.stats,

\*\*session\_stats,

'open\_files\_tracking': len(self.open\_files),

'file\_move\_chains': len(self.file\_move\_chains),

'verified\_open\_files': len(self.verified\_open\_files),

'temp\_to\_main\_mappings': len(self.temp\_to\_main\_map),

'main\_files\_tracked': len(self.main\_file\_tracking)

}

def cleanup(self):

"""Очищает ресурсы"""

# Очищаем expired сессии

expired\_sessions = self.session\_manager.cleanup\_expired\_sessions(self)

for session\_data in expired\_sessions:

file\_path = session\_data['file\_path']

username = session\_data['username']

file\_hash = None

if os.path.exists(file\_path) and self.config.get('hashing', {}).get('enabled', True):

file\_hash = self.hash\_calculator.calculate\_file\_hash\_with\_retry(file\_path)

self.\_handle\_file\_closed(file\_path, username, file\_hash)

# Проверяем открытые файлы

self.check\_open\_files()

# Очищаем orphaned сессии

self.cleanup\_orphaned\_sessions()