**主要内容：**

随着全球数据总量的指数级增长，大规模数据的存储安全和隐私保护成为重要研究挑战。针对云存储场景的大量分析和统计发现存在大量冗余数据，数据去重技术被广泛应用进来检测并识别云存储系统中的共有重复数据以节省存储成本和网络带宽。

然而基于数据去重的云存储系统面临着数据隐私保护风险及其解决方法带来的性能问题，例如数据去重加密方法的机密性与时间开销，文件上传和文件访问中的隐私保护与计算开销，以及共享数据的可用性保障与存储开销等问题。因此，如何构建安全且高效的基于数据去重的云存储系统是目前亟待解决的问题。

**关键问题：**

在基于数据去重的云存储系统的文件数据访问过程中，多用户对共享数据采用访问控制以及收敛加密等方法方法来保护数据隐私性，但是也还面临诸多的挑战。具体而言，基于数据去重存储系统目前不可避免地面临着非法入侵、越权操作和设备故障等数据隐私保护的安全风险问题：首先，攻击者通过暴力破解攻击尝试获取数据的明文信息。其次，在文件上传和下载过程中攻击者通过两种方式破坏数据隐私性；具体而言，在文件上传中，攻击者实施哈希证明攻击来欺骗存储服务端并下载隐私数据；而在文件访问中，攻击者访问未授权的去重后数据。

**主要技术：**

1. 针对现有的数据去重加密方法面临的暴力破解攻击带来的数据隐私保护问题，研究一种基于用户语义感知的哈希摘要收敛加密方法，并研究用户间文件级基于服务器协助的加盐加密算法，结合研究用户内的数据块级别的基于用户协助加密算法生成随机安全密钥，以抵抗暴力破解攻击和减少整体加密过程中的时间开销；
2. 针对现有的所有权证明方法存在误判导致的数据隐私泄露和数据更新开销大的问题，研究一种基于两级验证和高效数据更新的所有权证明方法，研究结合快速索引验证策略和代数签名验证的挑战应答协议，来抵抗哈希证明攻击和避免隐私泄露，同时通过准确定位和部分更新的方法减少更新开销，以达到高效隐私保护的目标。
3. 针对现有的隐私保护中的访问控制方法存在对小文件计算开销大且不支持灵活用户撤销的问题，研究一种基于用户语义加密去重的访问控制方法，聚合小文件成段并利用传统数据去重中的相似性语义生成密钥加密数据来减少计算开销，同时利用基于代理的属性加密管理文件元数据以实现灵活用户撤销和减少元数据开销。
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