**Penetration Test Report**

**${project.name}**

**Prepared for ${client.name}**

**Prepared by ${serviceProvider.name}**

**Date**

**${date}**

**${lastRevisionName}**

**Table of Contents**

[Revision history 3](#__RefHeading___Toc523_786158731)

[Project details 5](#__RefHeading___Toc525_786158731)

[InfoSec Team 6](#__RefHeading___Toc527_786158731)

[Assets 7](#__RefHeading___Toc531_786158731)

[Findings overview 8](#__RefHeading___Toc533_786158731)

[Vulnerabilities 9](#__RefHeading___Toc535_786158731)

# Revision history

|  |  |  |
| --- | --- | --- |
| Date/Time | Version | Description |
| ${revisionHistoryDateTime} | ${revisionHistoryVersionName} | ${revisionHistoryVersionDescription} |

**Service Provider**

${serviceProvider.smallLogo}

**Client**

${client.smallLogo}

### Contacts

1. ${client.contacts}
2. Name: ${client.contacts.name}
3. Phone: ${client.contacts.phone}
4. Email: ${client.contacts.email}
5. Role: ${client.contacts.role}
6. ${/client.contacts}

# Project details

${project.description}

# InfoSec Team

|  |  |
| --- | --- |
| **Name** | **Bio** |
| **${user.full\_name}** | ${user.short\_bio} |

# Assets

|  |  |
| --- | --- |
| **Name** | **Kind** |
| ${asset.name} | ${asset.kind} |

# Findings overview

|  |  |
| --- | --- |
| Critical | ${findings.stats.count.critical} |
| High | ${findings.stats.count.high} |
| Medium | ${findings.stats.count.medium} |
| Low | ${findings.stats.count.low} |

# Vulnerabilities

${findings.list}

${findings.list.summary}

Category: ${findings.list.category\_name}

Severity: ${findings.list.severity}

CVSS score: ${findings.list.cvss\_score}

OWASP vector: ${findings.list.owasp\_vector}

OWASP overall rating: ${findings.list.owasp\_overall}

#### Description

${findings.list.description}

#### Proof of concept

${findings.list.proof\_of\_concept}

#### Remediation

${findings.list.remediation}

${/findings.list}