1. **安全服务商选择**
2. 各项目管理部门负责安全服务商选择，会同信息中心参与选择管理工作。
3. 对安全服务商的选择，应对其经营声誉、财务状况、相应的服务管理体制、责任承担能力、诚信历史、安全资质、技术服务水平和参与外包服务人员的素质进行审核、评估。
4. 对安全服务商的评估分为调查评估和审核评估。
5. 调查评估包括：财务状况、经营声誉、企业文化、技术实力、服务质量、突发事件应对能力、对其他企业提供服务的情况；安全服务团队管理方法、安全服务运维经验；参与安全服务人员的思想品德、技术水平、稳定性、变更机制以及保持最新信息和通讯技术的能力等。
6. 审核评估包括：部门性质、信用、资质、财务实力、风险控制能力、服务水平等。
7. 所有安全服务商项目都必须事先和安全服务商签订书面合同，明确双方权利与职责。
8. 合同必须明确声明安全服务商具有保守工程各种秘密、确保服务安全及尊重知识产权的义务和责任。合同必须明确要求安全服务商签订保密协议。
9. 合同必须符合《合同法》的规定，其条款必须包括但不限于：
10. 合同当事人的名称、详细地址、签订日期、地点、履行期限、价格、支付方式；
11. 安全服务商服务范围和服务级别（服务级别至少包含服务响应时间、解决问题所需的时间、解决问题的准确度、服务可用性、安全性、服务连续性、流程控制等）；
12. 争端、分歧的解决；
13. 未履行责任的赔偿、补救和追索权。
14. 合同应明确在成本结构改变的条件下任何可能发生的情况，以限制成本的增加。同时，必须提出终止合同的权利，原因包括控制和设备的变更、成本的显著增加、服务水平多次未达标、不能对关键服务提供支持、部门破产和倒闭及资金周转等。
15. 合同必须明确规定安全服务商的退出机制和服务人员的变更机制。
16. 合同终止前后，安全服务商应承诺提供必要的交接过渡服务。
17. 合同到期后，如需续签，应根据安全服务商服务范围和内容的变化，重新对合同条款进行审核更新。
18. **附 则**
19. 本规定由XXX信息部门信息安全领导小组办公室负责解释。
20. 本规定自发布之日起执行。

**附表1**

## XXX建设方案文档维护记录

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| 序号 | 文档名称 | 文档编号 | 修订内容 | 时间 | 归档人签字 |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
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|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |

## 附表2

## XXX重要信息系统候选产品采购名单

|  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 序号 | | 设备名称 | 设备类型 | 规格型号 | 厂商 | 测试结果 | 采购部门、部门 | 责任人 | 备注 |
|  | |  |  |  |  |  |  |  |  |
|  | |  |  |  |  |  |  |  |  |
|  | |  |  |  |  |  |  |  |  |
|  | |  |  |  |  |  |  |  |  |
|  | |  |  |  |  |  |  |  |  |
|  | |  |  |  |  |  |  |  |  |
|  | |  |  |  |  |  |  |  |  |
|  | |  |  |  |  |  |  |  |  |
|  | |  |  |  |  |  |  |  |  |
|  |  | |  |  |  |  |  |  |  |
|  |  | |  |  |  |  |  |  |  |