* AWS, Azure and GCP
* ~~Literature on frameworks~~
  + ~~NIST~~
  + ~~MITRE ATTACK~~
  + Some may not be suitable for the cloud
  + Find frameworks specifically for the cloud
  + Create your own idea for a framework
* Refresh your knowledge on Kali Linux
* A target application set up on each of the cloud services
  + DVWA
  + Could also use CompSec CW
  + Screenshots on penetration testing vulnerabilities
* List of tools for penetration testing and select a few; do literature research on those few
  + Narrow down to 3 or 4
  + Investigated a full list, from that list you selected the ones that were relevant, and from literature and only these 3 are closely related to the problem being worked on
* 2 instances
  + 1 for the DVWA
  + And another for Kali Linux