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# Monitor Testing

## 1.1 Test Outline

| Rule # | Test Description | Tool Used | Expected Results | Pass/Fail |
| --- | --- | --- | --- | --- |
| 1 | Successfully use command line interface start monitor | Bash/vim | Monitor start from command line interface, and record a password attempt in blacklist | Pass. Detailed results are attached. |
| 2 | Successfully use regular expression tester to test user defined pattern | Bash | Try regular expression tester many times to confirm user defined pattern works | Pass. Detailed results are attached. |
| SSH Service | | | | |
| 3 | Successfully login SSH server | SSH client | The application won’t match anything  (command: #ssh server\_ip) | Pass. Detailed results are attached. |
| 4 | Fail to input the correct password and matched by default method (awk) | SSH client | The application would match the record from log file, and add or update the record to the blacklist  (command: #ssh server\_ip) | Pass. Detailed results are attached. |
| 5 | Fail to input the correct password and matched by regular expression | SSH client | The application would match the record from log file, and add or update the record to the blacklist  (command: #ssh server\_ip) | Pass. Detailed results are attached. |
| 6 | More than one visitor fail to input the correct password | SSH client | The application would match the record from log file, and add the new record into the blacklist  (command: #ssh server\_ip) | Pass. Detailed results are attached. |
| 7 | One visitor try many times and then get blocked through iptables | SSH client & iptables | The application would match the record from log file, and delete the record from the blacklist  The iptables add a rule of blocking visitor.  (command: #ssh server\_ip)  (command: #iptables -L) | Pass. Detailed results are attached. |
| 8 | More than one visitors try many times and then get blocked through iptables | SSH client & iptables | The application would match the record from log file, and delete the record from the blacklist  The iptables add a rules of blocking visitors.  (command: #ssh server\_ip)  (command: #iptables -L) | Pass. Detailed results are attached. |
| 9 | Crontab task activate the application | crontab | The application would activate through crontab  (\* \* \* \* \* /app path/monitor.sh timelimit $target\_ip $port) | Pass. Detailed results are attached. |
| 10 | After blocking period the visitor can access SSH service again | SSH client & iptables | After the blocking period, the blocking rule will be deleted, the visitor could access the ssh server again  (command: #iptables -L)  (command: #ssh server\_ip) | Pass. Detailed results are attached. |
| FTP Service | | | | |
| 11 | Successfully login FTP server | FTP client | The application won’t match anything  (command: #ftp server\_ip) | Pass. Detailed results are attached. |
| 12 | Fail to input the correct password and matched by default method (awk) | FTP client | The application would match the record from log file, and add or update the record to the blacklist  (command: #ftp server\_ip) | Pass. Detailed results are attached. |
| 13 | Fail to input the correct password and matched by regular expression | FTP client | The application would match the record from log file, and add or update the record to the blacklist  (command: #ftp server\_ip) | Pass. Detailed results are attached. |
| 14 | More than one visitor fail to input the correct password | FTP client | The application would match the record from log file, and add the new record into the blacklist  (command: #ftp server\_ip) | Pass. Detailed results are attached. |
| 15 | One visitor try many times and then get blocked through iptables | FTP client& iptables | The application would match the record from log file, and delete the record from the blacklist  The iptables add a rule of blocking visitor.  (command: #iptables -L) | Pass. Detailed results are attached. |
| 16 | More than one visitors try many times and then get blocked through iptables | FTP client & iptables | The application would match the record from log file, and delete the record from the blacklist  The iptables add a rules of blocking visitors.  (command: #ftp server\_ip)  (command: #iptables -L) | Pass. Detailed results are attached. |
| 17 | Crontab task activate the application | crontab | The application would activate through crontab  (\* \* \* \* \* /app path/monitor.sh timelimit $target\_ip $port) | Pass. Detailed results are attached. |
| 18 | After blocking period the visitor can access FTP service again | FTP client& iptables | After the blocking period, the blocking rule will be deleted, the visitor could access the ssh server again  (command: #iptables -L)  (command: #ftp server\_ip) | Pass. Detailed results are attached. |

## 1.2 Test Case Descriptions

### 1.2.1 Test 1