|  |  |  |
| --- | --- | --- |
| **Group Reflection sheet** | | |
| **Group name: NORD**  **Date: 08/02/2019** | | |
| **What have we ACHIEVED? – evidence of progress, artefacts created** | What have we LEARNED?  What do we need to Learn? | What do we need to do NEXT?  collectively – both students and staff |
| **- Planned, designed and presented presentation on the topic of a security vulnerability.**  **- Established baseline for subject.** | **- The function, design and payload of an exploit that we researched.**  **- Beginning knowledge of how to play CTFs, exploit basic web applications (OWASP Juice Shop).** | **-Evaluate and develop plan for project**  **- Develop independent study paths to expand our knowledge on Offensive and Defensive security through the use of CTFs, OWASP challenges and textbook readings, such as the OSCP PwK textbook shared on our Teams.** |