step-by-step guide to enabling and configuring Network Watcher in the Azure portal, specifically focusing on setting up monitoring services.

**Step 1: Sign in to the Azure Portal**

1. Open your web browser and go to the [Azure portal](https://portal.azure.com/).
2. Log in with your Azure credentials.

**Step 2: Navigate to Network Watcher**

1. In the Azure portal, use the search bar at the top to search for "Network Watcher."
2. Select **Network Watcher** from the search results.

**Step 3: Enable Network Watcher for Your Region**

1. In the Network Watcher pane, select **Regions** under the Network Watcher section in the left-hand menu.
2. Toggle the switch to **On** for the regions where you want to enable Network Watcher.

**Step 4: Set Up Network Performance Monitor**

1. In the Network Watcher pane, select **Network Performance Monitor** under the Monitoring section.
2. Click on **+ Add** to create a new Network Performance Monitor.

**Step 5: Create Network Performance Monitor**

1. Fill in the required details:
   * **Name**: Enter a name for the Network Performance Monitor.
   * **Subscription**: Select the subscription to associate with the monitor.
   * **Resource Group**: Select an existing resource group or create a new one.
   * **Location**: Choose a location for the Network Performance Monitor.
2. Click on **Review + Create**.
3. Review your settings and click on **Create** to deploy the Network Performance Monitor.

**Step 6: Configure Monitoring Services**

**Add a Connection Monitor**

1. In the Network Watcher pane, select **Connection Monitor** under the Monitoring section.
2. Click on **+ Add** to create a new Connection Monitor.

**Step-by-Step for Connection Monitor**

1. **Basics**:
   * **Name**: Enter a name for the connection monitor.
   * **Subscription**: Select the subscription to associate with the monitor.
   * **Resource Group**: Select an existing resource group or create a new one.
   * **Region**: Choose a region for the connection monitor.
2. Click **Next: Source and Destination**.
3. **Source and Destination**:
   * **Source Type**: Select either **Virtual machine** or **Virtual machine scale set**.
   * **Source Resource**: Select the source VM or VM scale set.
   * **Destination Type**: Select the destination type (e.g., **Azure service**, **URI**, **IP Address**).
   * **Destination**: Enter the destination details based on the type selected.
   * **Destination Port**: Enter the destination port (if applicable).
4. Click **Next: Configuration**.
5. **Configuration**:
   * **Protocol**: Select the protocol to use (e.g., **TCP**, **HTTP**, **ICMP**).
   * **Test Frequency**: Set the test frequency.
   * **Test Timeout**: Set the test timeout.
   * **Success Threshold**: Set the success threshold.
   * **Enabled**: Ensure this is toggled to **On**.
6. Click **Next: Tags**.
7. **Tags** (optional):
   * Add any tags you want to associate with the monitor for organizational purposes.
8. Click **Next: Review + Create**.
9. **Review + Create**:
   * Review all the settings and click **Create** to deploy the connection monitor.

**Step 7: View Monitoring Results**

1. Once the connection monitor is created, navigate to the **Overview** section of your Connection Monitor resource.
2. Here, you can view the results of the monitoring and check for any connectivity issues.

**Step 8: Configure Alerts (Optional)**

1. In the Network Watcher pane, select **Alerts** under the Monitoring section.
2. Click on **+ New Alert Rule** to create an alert based on the monitoring results.
3. Configure the alert rule by specifying the conditions, actions, and details for the alert.

By following these steps, you can successfully enable and configure monitoring services in Network Watcher using the Azure portal.