## 弱點豁免申請單

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 申請資訊 | 日　期：\_\_\_\_\_\_\_\_\_\_\_ 申請人： \_\_\_\_\_ 聯絡電話：\_\_\_\_\_\_\_\_\_\_\_\_\_  部處組：\_\_\_\_\_\_\_\_\_\_\_\_/\_ \_\_\_\_\_\_\_\_\_\_\_\_ /\_\_\_\_\_\_\_\_\_\_\_\_ | | | |
| 豁免項目 | 源碼掃描 動態網站 開源軟體 | | | |
| 產品/專案名稱 | 產品/專案代碼：\_\_\_\_\_\_\_\_\_\_\_  產品/專案名稱：\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | | | |
| 產品/專案階段 | 請選擇適當的階段  □開發階段 □程式交付階段  正式環境階段 □其他階段\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | | | |
| 檢測報告資訊 | 源碼掃描  檢測資訊 | 檢測工具： Fortify SCA 檢測日期：\_\_\_\_\_\_\_\_\_\_\_  檢測單位： 檢測人員：\_\_\_\_\_\_\_\_\_\_\_  檢測結果：(若有，請附檢測報告)  嚴重風險弱點發現數量/豁免數量( / )  高風險弱點發現數量/豁免數量( / )  中風險弱點發現數量/豁免數量( / )  低風險弱點發現數量/豁免數量( / ) | | |
| 動態網站  檢測資訊 | 檢測工具：\_\_ZAP\_\_\_ 檢測日期：\_\_\_\_\_\_\_\_\_\_\_  檢測單位：\_\_\_\_\_\_\_\_\_\_\_ 檢測人員：\_\_\_\_\_\_\_\_\_\_\_  檢測結果：(若有，請附檢測報告)  嚴重風險弱點發現數量/豁免數量( / )  高風險弱點發現數量/豁免數量( / )  中風險弱點發現數量/豁免數量( / )  低風險弱點發現數量/豁免數量( / ) | | |
| 開源軟體檢測資訊 | 檢測工具： Mend SCA 檢測日期：\_\_\_\_\_\_\_\_\_\_\_  檢測單位：\_\_\_\_\_\_\_\_\_\_\_\_\_ 檢測人員：\_\_\_\_\_\_\_\_\_\_\_  掃描檢測結果：(若有，請附檢測報告)  嚴重風險弱點發現數量/豁免數量( / )  高風險弱點發現數量/豁免數量( / )  中風險弱點發現數量/豁免數量( / )  低風險弱點發現數量/豁免數量( / ) | | |
| 單位主管簽核  (簽核意見) |  | | 部門主管簽核  (簽核意見) |  |
| 本表格不敷使用時，申請單位請自行補充相關資訊。 | | | | |

## 源碼掃描弱點豁免清單

| 編號 | 弱點名稱 | 風險等級 | 豁免原因 | 補償性措施 | 佐證資料 |
| --- | --- | --- | --- | --- | --- |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |

## 動態網站弱點豁免清單

| 編號 | 弱點名稱 | 風險等級 | 豁免原因 | 補償性措施 | 佐證資料 |
| --- | --- | --- | --- | --- | --- |
|  |  |  |  |  |  |
|  |  |  |  |  |  |

## 開源軟體弱點豁免清單

| 編號 | 套件軟體名稱 | 版本 | 供應者 | 授權聲明 | 風險等級 | 豁免原因 | 補償性措施 | 佐證資料 |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
|  |  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |  |