인터넷 용어 정리

# 캐시

이전에 방문한 웹 페이지의 내용은 캐시라 불리우는 임시 저장 공간에 저장된다.

다시 그 웹 페이지에 접속하게 되면 많은 양의 정보가 이미 컴퓨터에 이미 저장되어 있기때문에 그만큼 다운로드 속다가 무척 빠르다.

웹 브라우저는 히스토리 목록에 생성되어 있는 캐시에 저장된 정보를 사용한다.

따라서 방문한 웹 사이트의 이동 경로를 캐시를 통해 추적하여 뒤로 또는 앞으로 명령을 통해 이동이 가능하게 된다.

# 북마크

북마크는 자주 방문하는 웹 사이트의 주소를 저장하는 기능으로 해당 사이트에 접속할때마다 웹 페이지의 주소를 입력하지 않아도 된다.

브라우저에서 북마크를 사용하면 책에서 사용하는 것과 유사하다.

특히 긴 URL 주소나 어려운 웹 페이지 주소를 다시 찾기란 쉬운 일이 아니다. 그러나 북마크를 이용하면 편리하다.

북마크는 여러 가지 이름으로 불릴 수 있으며, 인터넷 익스플로러에서는 이러한 북마크를 즐겨찾기라 부른다.

# 공개 자료실

공개 자료실에는 수많은 소프트웨어들이 있다. 이러한 소프트웨어는 프리웨어, 쉐어웨어등이 존재한다. 쉐어웨어의 경우에는 무료로 다운로드받아 사용할 수 있으나, 사용 기간이나 일부 기능이 제한되어 있다. 이러한 제약없이 사용하려면 프리웨어를 확인하고 다운로드하면 된다.

다운로드할 파일로 이동하면 간단한 설명 및 용량에 대한 정보를 확인할 수 있다. [다운로드] 단추나 파일 이름을 클릭한다.

파일 다운로드 시에는 파일 용량과 인터넷 연결 속도에 따라 다운로드 속도가 달라질 수 있다. 다운로드된 파일을 찾아 더블 클릭하여 소프트웨어를 설치한 후 사용할 수 있다.

# 플러그인

어떤 응용 프로그램은 기존의 소프트웨어에 별도의 추가 기능 역할을 한다. 이러한 응용 프로그램을 플러그 인이라고 부른다. 웹 브라우저에서 사용가능한 플러그인은 음악을 재생하고, 애니메이션이나 동영상을 볼 수 있게 해준다.

인터넷 익스플로러는 다양한 플러그인이 이미 설치되어 있기도하고 사용자가 필요할때마다 추가로 설치할 수도 있다.

# 바이러스

웹에서 파일을 다운로드할때는 바이러스에 감염되지 않도록 주의해야 한다. 바이러스는 사용자 컴퓨터를 해치기 위해 일부 프로그래머들에 의해 작성되어 배포되는 유해한 프로그램이다.

사용자가 알지 못하도록 다운로드하는 파일에 바이러스 파일을 숨겨놓게 된다. 일단 바이러스가 사용자 컴퓨터에 침투되면, 바이러스는 사용자 컴퓨터의 일부 기능을 사용할 수 없도록 피해를 주거나, 심지어는 컴퓨터 전체를 사용할 수 없도록 되는 경우도 발생한다.

인터넷 상에는 다양한 유형의 수많은 바이러스들이 존재하며, 계속해서 신종 바이러스들이 생겨나고 있다.

이러한 바이러스에 의한 피해를 없애고 컴퓨터를 보호하려면, 먼저 인지도가 있고 믿을만한 웹 사이트에서 파일을 다운로드하는 것이 좋다.

또한 바이러스 검색 소프트웨어를 사용하는 것도 좋은 방법이다. 안티-바이러스 소프트웨어는 컴퓨터에 침입하는 대부분의 바이러스를 차단해 주고, 감염된 바이러스를 치료해 주기도 한다.

안티바이러스 프로그램을 설치한 후에도 신종 바이러스의 감염을 예방할 수 있도록