|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
|  | ***Damage Potential*** | ***Reproducibility*** | ***Exploitability*** | ***Affected Users*** | ***Discoverability*** | ***Total*** | ***Rating*** |
| SQL Injection  (Spoofing) | 10 | 8 | 8 | 7 | 9 | 42 | 42/5=8.4  High |
| Malicious user watches the network information  (Information disclosure) | 9 | 10 | 8 | 10 | 10 | 47 | 47/5=9.4  High |
| Regular user watches the network information  (Information disclosure) | 10 | 5 | 5 | 2 | 10 | 32 | 32/5=6.4  Medium |
| Denial of service (Denial of service) | 10 | 10 | 10 | 10 | 10 | 50 | 50/5=10  High |
| Malicious user changes the network information  (Tampering) | 10 | 9 | 5 | 10 | 10 | 44 | 44/5=8.8  High |
| User claims that his password changed without his knowledge  (Repudiation) | 6 | 8 | 9 | 7 | 10 | 40 | 40/5=8  High |
| User with low credentials changes sensitive data  (Elevation of Privilege) | 10 | 5 | 4 | 10 | 10 | 39 | 39/5=7.8  High |
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