Node: mengatur database yang berisi data user (private key, public key), mengatur ekpor impor fungsionalitasnya

CA : untuk pembuatan certificate serta CRL(certificate revocation list)  
  
RA: mengurus semua jenis request, seperti request edit, request meminta persetujuan, menghapus request yang salah dan lain lain  
  
LDAP(untuk admin): tempat para user mendownload certificate nya (bisa pake database/file keknya)

Pub: menggenerate CSR (certificate signing request) ke browser, menerima file public certificate dari server

Cek format request

Intinya gini:

RA

User

pub

Ditolak request pembuatan CA nya

Wrong request

Get Private key CA

request key

Node

CA make certificate for the user that request

true

Ini asumsi aku sih, kalo ada yg kurang bener monggo dibenerin om