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# Introdução

Todos os dias novos programadores entram no mercado de trabalho muitas vezes com pouca informação acerca das várias vulnerabilidades existentes e que podem por em risco o conteúdo que os mesmos desenvolvem. Porém, este problema não afeta apenas os programadores, mas também a comunidade em geral que muitas vezes não tem informações suficientes acerca de ciber-segurança e que são vitimas destes ataques por falta de informação.

Por estas razões surgiu a ideia de desenvolver um laboratório de programação e segurança, onde se poderá aprender mais acerca de vulnerabilidades, ataques e defesas ao nível da segurança informática.

Este laboratório de programação e segurança para lá de disponibilizar informações acerca de várias vulnerabilidades, ciber-ataques existentes e como defender dos mesmos, permite ainda realizar quizzes e competições de hacking contra outros utilizadores.

De forma a implementar as funcionalidades anteriores foram realizadas várias análises, numa fase inicial do projeto, de forma a definir os requisitos funcionais da plataforma, sendo estes os seguintes:

* Registar utilizadores
* Registar vulnerabilidades/ataques
* Adicionar competições
* Registar utilizadores nas competições
* Adicionar desafios de forma modular
* Adicionar desafios a competições
* Adicionar perguntas/respostas a quizzes.
* Plataforma online
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# Estado da Arte

Após definidos os objetivos propostos para o desenvolvimento do projeto, foi realizada uma pesquisa de forma a saber quais as soluções atualmente existentes.

Desta pesquisa foram encontradas várias aplicações em que alguns dos objetivos são idênticos aos definidos inicialmente para este projeto, e de onde foram retiradas informações acerca do seu funcionamento que poderão servir de apoio para o desenvolvimento da plataforma web do LabSecurity.

Estas aplicações, embora com alguns objetivos idênticos aos propostos, não chegam a completar todos os objetivos propostos ou divergem um pouco dos mesmos. Algumas das aplicações focam -se em jogos CTF entre equipas ou indivíduos, ou apenas no ataque a cada vulnerabilidade sem competição direta com outros jogadores, ou então apenas na divulgação de eventos da área da cibersegurança onde são realizados estes tipos de jogos.

## Aplicações existentes

Das várias aplicações encontradas na fase de pesquisa foram selecionadas para análise aquelas que demonstraram ter um maior reconhecimento na comunidade, sendo estas a Hacking Lab, CTF365, Reversing.kr, RingZer0Team, CTFTime e WebGoat.

Na Tabela 1 são apresentados os objetivos definidos inicialmente para a plataforma web do LabSecurity e se cada aplicação possuí essas características ou não.

Tabela 1- Aplicações existentes e objetivos propostos

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **Aplicação** | **Plataforma Online** | **Ranking** | **Uso de Flags** | **Auto- Correção** | **Ataques na Plataforma Web** | **Propostas de Ataques** | **Vulnerabilidades - Lessons** | **Quizzes** |
| Hacking-Lab | Sim | Sim | -- | -- | Não | -- | Não | Não |
| CTF365 | Sim | Sim | Não | Não | Sim | Não | Não | Não |
| Reversing.kr | Sim | Sim | Não | Sim | Não | Não | Não | Não |
| RingZeroTeam | Sim | Sim | Sim | Sim | Sim | Não | Não | Não |
| CTFTime | Não | Sim | -- | Não | Não | Não | Não | Não |
| WebGoat | Não | Sim | Sim | Sim | Sim | Não | Sim | Não |

### Hacking-Lab
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