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Individual Pattern Selection

For my design pattern, I chose the DynamicUserInterfacePattern. Different roles should be able to see different options to interact with. A customer doesn’t need to accomplish the same tasks as an administrator, and in fact for the sake of security they need to have different levels of access. Rather than have buttons present that a user is not authorized to use, it’s better not to have it in their window in the first place. The same principle applies to all of our roles. Shareholders, customers, admins and employees all have different needs, and the pages they are presented to interact with must reflect that. One thing that confused me is why this is on the design patterns page and not the user interface page. Was this added before User Interfaces became a separate topic?

For my UI-specific pattern I chose a password strength meter. I like this one because it’s very effective and easy to implement. It forces whoever is setting up their password to stop for a second and consider how secure it is and needs to be. Implementation consists of a string length check, check for alphanumerics, and a check whether the password contains at least 1 upper case, which can all be accomplished using built in methods with few lines of code. The benefits to account security and professionalism of the finished app are well worth the effort. It’s safe to say very few people would be willing to use a loan app if it didn’t prioritize account security and integrity. For this reason, I propose that a password strength meter is an essential feature for our solution.