Cesar Cardenas: Trojan Subtopic

This first article explains what a Trojan Horse is saying that it imitates the Trojan story as a method to infect computers. Once installed they can be taking your information quietly without you noticing or can just lock you out or your computer. The rest of the article goes on to talk about the history of this trojan malware with examples of its attacks and disguises. It also goes into the things they do like crate back doors and spy on the user. We are given information on what trojan looks like and how to know if you are infected with it. Everything from how to check, how to prevent, to what to do after you have it is talked about in this article.
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This next article goes more in debt with what trojan is and how this malware works and affects your computer. “A Trojan horse is a type of malware that can wreak havoc on computer networks - but only with your unwitting help.” This quote is the author's opening sentence, which is really important to take note of. The rest of the article goes on to explain what trojan is and the difference between trojan and a virus. Then moves on to describe how it works and infected your computer. The different types of trojan malware and how to remove it. Towards the end the author gives examples of trojans that have affected people before. One example being Zeus, which is a trojan that spread in the early ‘10s that stole bank credentials.
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This last article does not just talk about trojan, but it also goes over viruses and other bad malware. It begins by explaining what malware is and its history, for example, the first viruses and its development. Then discuss the different types of malware and what a virus and trojan is. Not only these to put it also goes over other types of malware such as spyware, ransomware, wiper, computer worms, adware, etc. The rest of this article talks about how these malwares are passed around and spread. It even goes over how malware affects different types of systems like macs and different types of phones like iPhone and android. Towards its end, even more types of malware are mentioned and lastly methods on how to prevent these from infecting your computer or deceive.
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