|  |  |  |  |
| --- | --- | --- | --- |
| **Story #1:** | Register Account | **Priority** | 1 |
| **Effort** | 2 |
| As a | User | | |
| I want | To be able to register my account | | |
| So that | I can access the software | | |
|  |  | | |
| Acceptance criteria | **Criteria 1:** If the account was successfully created, they will now have an identity on that software    **Criteria 2:** If the account was not successfully created, then the user won’t have an account to log in with and won’t be able to use the software | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **Story #2:** | Set Account Details | **Priority** | 1 |
| **Effort** | 3 |
| As a | User | | |
| I want | To set my account details | | |
| So that | People know how to contact me | | |
|  |  | | |
| Acceptance criteria | **Criteria 1:** if the details were successfully set, then the user will be able to be identified by said details and contacted by the relevant ones such as email    **Criteria 2:** If the details were not successfully set, then the user won’t be able to be identified, making them harder to find | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **Story #3:** | Hidden password | **Priority** | 1 |
| **Effort** | 3 |
| As a | User | | |
| I want | My password to be hidden/undisclosed when I enter it | | |
| So that | People won’t know how to get into my account | | |
|  |  | | |
| Acceptance criteria | **Criteria 1:** if the password appears as “\*” then their password is correctly hidden  **Criteria 2:** If the password appears as it is typed, then the user’s password is open to any bystanders | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **Story #4:** | Recover password | **Priority** | 1 |
| **Effort** | 5 |
| As a | User | | |
| I want | To be able to recover my password when I forget | | |
| So that | So, I can still log in and use my account | | |
|  |  | | |
| Acceptance criteria | **Criteria 1:** If the user is able to perform a task to recover their password (security question)    **Criteria 2:** If the user has no way to recover their password if forgotten | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **Story #5:** | Additional security | **Priority** | 2 |
| **Effort** | 5 |
| As a | user | | |
| I want | Extra security beyond my password | | |
| So that | My account is extra safe from outside attackers | | |
|  |  | | |
| Acceptance criteria | **Criteria 1:** If there are additional safety measures apart from a password then the account is sufficiently secured    **Criteria 2:** If the password is the only level of security for the account then the account is possible vulnerable | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **Story #6:** | Adequate security levels | **Priority** | 3 |
| **Effort** | 2 |
| As a | User | | |
| I want | to ensure my password is secure so my account is safe, however I don’t want it to be too restricted | | |
| So that | My password is secure, but I will still be able to remember it | | |
|  |  | | |
| Acceptance criteria | **Criteria 1:** The password has an applied regex that gives enough freedom to the user while still making it secure  Criteria 2: Either over complicating the password with many restrictions or not applying *any restrictions at all* | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **Story #7:** | Caps lock | **Priority** | 2 |
| **Effort** | 3 |
| As a | User | | |
| I want | error messages to tell me if I’m entering my password in a definite wrong way | | |
| So that | So, I know to turn it off | | |
|  |  | | |
| Acceptance criteria | **Criteria 1:** If the user successfully logged in, then they can update their account details so that people (e.g. event planner) can know who they are.    **Criteria 2:** If the user has not successfully logged in, then they won’t be able to access this function. | | |