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Anomaly based Intrusion Detection System for IOT devices using Random forest
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*Abstract*—IoT devices are becoming popular day-by-day. Several vulnerabilities in IoT present the need for IoT security. The number of attacks on these devices keep increasing and most of them are slight variations of the previously known attacks, which can bypass the conventional ﬁrewall systems.

The existing systems are not suitable for IOT devices as IOT devices have low computational power. Those that use signature-based intrusion detection. It works only on known patterns and attacks, hence they cannot recognize newer attacks with unknown pattern. Also, many systems use cloud computing, which has a downfall that it needs access to internet at all times, also the cloud services are most often paid.

In the proposed system, we are planning to use anomaly-based detection system. The anomaly-based intrusion detection system comes into eﬀect when detecting newer attacks, that are not ﬁltered by the ﬁrewall. It is capable of handling newer/unknown attacks, which signature based cannot. Also we are setting up the IDS on a local higher powered device rather than on cloud. Machine learning ensemble model Random forest is used. The model will be trained on the DS2OS traﬃc traces dataset.

*Index Terms*—Intrusion detection, Internet of Things, Network security, Machine learning

# INTRODUCTION

Internet of things, or IoT, is a system of interrelated ”things ” that are provided with unique identiﬁers and the ability to transfer data over a network without requiring human-to-human or human-to-computer interaction. These ”things” could be computing devices, mechanical and digital machines such as build in sensors, monitors etc. A good example of a network of IoT devices is the security system implemented by various locations which include, CCTV cameras, motion sensors, automatic locks, smoke detectors, temperature sensors etc. IOT devices are becoming pervasive. They are used extensively in a lot of ﬁelds and their utility is just going to keep increasing. IOT devices help to automate things, reduce labor costs and facilitate smart living. Hence, it is important to build an optimal system that can provide proper safety and security measures for IOT devices. An intrusion detection system is one such system that can be a building block in making the IOT network as secure as possible. An intrusion detection system is a system that passively monitors the data exchange in the network and of the network with externals entities and looks for malicious activities that can be classiﬁed as an intrusion or attack. It then notiﬁes the user or sends a notiﬁcation to some other system which may or may not take action against the detected intruder. Simply put, if the network of devices is a home, an intrusion detection system is a CCTV camera. Also, a step up from just a intrusion detection system is an anomaly based intrusion detection system. This type of system creates a proﬁle of normal behavior, and any activity that falls outside of the normal category is marked as anomalous. Anomaly based system is better suited to defend the system against zero-day attacks. There are certain challenges while building this system which are speciﬁc to IOT devices. For example, the low computational powers and limited amount of resources (such as space/memory). The IDS system should be build keeping in mind all these challenges and they should be overcome in the most eﬃcient manner.

# related work

Abebe A. D. and Naveen C. have proposed a distributed rather than the centralized deep learning based IoT/Fog network attack detection system. [1] The distribution reduces the performance overhead from the individual IoT nodes which can be very helpful. The results of the distributed network show it to be better than the centralized network. However, the performance comparison of deep model vs shallow model is insufficient as only one shallow model is compared and no ensemble models are tested.

Ashima C. et. al. propose a CNN-GRU language model for the recently released ADFA-LD intrusion detection data set. [2] It uses the newer dataset; and Gated Recurrent Units rather than the normal LSTM networks to obtain a set of comparable results with reduced training times. However, it is an implementation of neural networks and it cannot match the performance of ensemble methods (stated in their conclusion).

Ebelechukwu N. et. al. propose an anomaly detection algorithm for detecting anomalous instances of sensor based events in an IoT device using provenance graphs. [3] Provenance provides a comprehensive history of activity performed on a system’s data. In this approach, an observed provenance graph is compared to an application’s known provenance graph in order to detect the anomalies. This method has insufficient experimental data to prove it is better than other methods.

The hybrid efficient model proposed by Shadi A. et. al. [4], an ensemble consisting of J48, Meta Pagging, Random Forest, REPTree, AdaBoostM1, Decision Stump and Naïve Bayes is an anomaly based intrusion detection system. It is trained and tested on the NSL-KDD dataset and outperforms other simpler single machine learning models like the J48, SVM and Naïve Bayes in terms of accuracy in detecting the attacks.

# system overview

Product Perspective

The system has been inspired by the already existing intrusion detection systems which attempt to protect the home-network against attacks and intrusions. We are taking these pre-existing models and combining them to get additional advantages and reduce the downsides as much as possible. Till date, there have been very few attempts at making an IDS for IOT devices. Most of the IDS present in the market cater to non-IDS networks. We are taking the principles of these IDS systems and modifying them as per requirement of an IOT network.

Product Functions

1) User authentication

2) Data connection establishment

3) Intrusion detection analysis

4) Notiﬁcation

# mathematical model

Let S be the solution set for the given problem statement. S={Input,Function,Output, Terminate,Success,Failure}. Where,Input =Input to the System. Function =Functions of the system. Output =Output of the system. Terminate= Terminating Condition of the System. Success =Success cases for the System. Failure =Failure cases for the system.

1. Input ={UserName,Password,Data Packets}

a. UserName :-use rid

b. Password : user passsword

c. Data Packets:- A data packet is a unit of data made into a single package that travels along a given network path.

2. Function={Login auth,Network connection,train test,intrusion detection,Notiﬁcation}

a. Login auth: This function will take Username and Password as the input and gives the authorization rights to the user accordingly.

IF Y=F(X) is the login auth function then

X:- Username and Password taken as an input.

Y:- Authorization rights of a user.

b. Network connection =This function will take port number, ip address as an input to give the status of the connection network.

IF Y=F(X) is the Network Connection Function, then

X:- Inputs to setup a network, connecting to a device ,routing the incoming data and device conﬁguration.

Y:- Status of the network connection.

c. train test: This function will take features as an input to give the accuracy of the model and further it will be turned to improve the accuracy of the model. Random Forest has been used as a Machine learning algorithm for building the model.

IF Y=F(X) is the function to test and train the model then,

X:- Features of the DS2OS dataset as an input.

Y:- Accuracy of the model

d. intrusion detection : This function will take features like sourceID, sourceAddress, sourceType, sourceLocation, destinationServiceAddress, destinationServiceType, destinationLocation, accessedNodeAddress, accessedNodeType, operation, value, timestamp as an input and notiﬁes the user the system for the intrusion.

• Random Forest Classiﬁer has been used for the building and implementing the model.

Basically, a random forest is an average of tree estimators. As with nonparametric regression, simple and interpretable classiﬁers can be derived by partitioning the range of X. Let n = A1, . . . , AN be a partition of X. Let Aj be the partition element that contains x. Then h(x) = 1 if XiAj Yi XiAj (1 Yi) and h(x) = 0 otherwise.

We conclude that the corresponding classiﬁcation risk satisﬁes R(h) R(h) = O(n1/(d+2)).

Trees are useful for their simplicity and interpretability. But the prediction error can be reduced by combining many trees.

These are bagged trees except that we also choose random subsets of features for each tree. The estimator can be written as

where mj is a tree estimator based on a subsample (or bootstrap) of size a using p randomly selected features. The trees are usually required to have some number k of observations in the leaves. There are three tuning parameters: a, p and k. You could also think of M as a tuning parameter but generally we can think of M as tending to . For each tree, we can estimate the prediction error on the un-used data. (The tree is built on a subsample.) Averaging these prediction errors gives an estimate called the out-of-bag error estimate. IF Y=F(X) is the function then,

X: sourceID, sourceAddress, sourceType, sourceLocation, destinationServiceAddress, destinationServiceType, destinationLocation, accessedNodeAddress, accessedNodeType, operation, value, timestamp as an input

Y: Notiﬁes the system.

e. Notiﬁcation: This function takes the input which is provided by the function (intrusion detection) and notiﬁes the user.

IF Y=F(X) is the function then,

X: Output of the function(intrusion detection). Y: Intrusion message to the user.

3. Output = {display intrusionmsg }

a. display intrusionmsg : display error message if any intrusion occurs.

4. Intermediate Results

a. Successful working of module.

b. Successful Working of Network.

c. Successful User authentication.

5. Terminate= {Invalid details, Network failure, Timeout

a. Invalid User Authentication.

b. Network failure

c. timeout

6. Success

a. Successful user login.

b. Successful connection establishment of nodes and ids.

c. Successful detection of intrusion.

d. Displaying the results.

e. Appropriate error messages in case of invalid input.

7. Failure

a. Web app Failure.

b. Hardware faults.

c. Network establishment failure.

d. Not displaying required results.
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