SCOPE

DO’s

* Minimizing the cost while keeping customer needs
  + Measures
* Scrapping the previous topology
* Creating new topology to meet customer specifications
* Delivering within – 3-4 weeks
* Blocking social media for walk in customers
* Making sure walk in customers can only use their mobile devices/smartphones
* Making sure walk-in customers have only wifi access
* Implement access control to take care of who can access which data
* Will provide the necessary hardware
* Access control should also take care of hierarchy of users i.e privilege based on group they fit in.
* Providing internet access to all users (mostly all will need it)
* For in prem – different kind of security measures security
* From the cloud to in-prem – different kind of security should be maintained
* ISP will take care of bandwidth that is necessary
* Centralized printing per floor
* Simple redundancy for in house data (maybe one more backup)
* Employees will get a set of software tools (as specified in the document)
* Central management control
* Getting a DMZ in place between the in-prem and cloud

DON’T’s

* Not restricting access of websites that employees browse
* No redundancy for website for on-prem
  + Cloud takes care of it
* We don’t take responsibility for the security/ any malicious intent from existing employees