# Summary

I am an IAM Engineer with an expertise in Identity access and role management solutions, specifically using SailPoint IIQ. I have over 6 years of experience in SailPoint IIQ. During this period, I have worked with 4 different companies. My experience includes onboarding various applications such as AD, JDBC, Oracle, and LDAP connectors to manage identity cubes. I am skilled in analyzing applications before onboarding to extract user unique IDs, access levels, and permissions, and I conduct in-depth review sessions. I have configured and developed SailPoint Lifecycle Manager (LCM) and have strong hands-on experience with compliance management solutions, lifecycle management, and user provisioning. Additionally, I have substantial experience in implementing LCM events, including Joiner, Mover, and Leaver workflows, as well as creating rules and custom reports.

I have experience in developing and customizing configurations, email templates, and rules within SailPoint IdentityIQ. I have implemented Single Sign-On (SSO) using SiteMinder across single and multiple cookie domains for web applications, and integrated SSO with various systems including Sun One LDAP, MS Active Directory, and eDirectory. I am proficient in integrating SailPoint IdentityIQ with provisioning systems such as SAP HR and AD connectors. Additionally, I have worked on integrating multiple applications including AD, LDAP, Flat File, and JDBC with various databases like Oracle, MySQL, SQL Server, and DB2. I specialize in using IDEs such as Eclipse and WSAD for Java programming and have developed custom forms in the SailPoint UI to allow admins to create and provision user accounts manually. Post-implementation, I have also provided client support for user testing, debugging, and maintenance.

**WR BERKLEY, GREENWICH, CT**

* It is one of the largest insurance holding companies headquartered in Greenwich, Connecticut, USA, which was founded in 1967 by William Robert Berkley.
* The company operates more than 60 businesses worldwide which is divided into 2 segments: Insurance and Reinsurance and has more than 90 Office locations.
* The company operates insurance and re-insurance businesses in different regions like the USA, the UK, South America, Europe, Canada, Mexico, Scandinavia, Asia and Australia.
* The company is listed on the New York Stock Exchange and is part of the fortune 500 company.
* The company is Engaged in various philanthropic activities and supports local communities through charitable contributions and volunteer efforts.
* The company invests in the professional growth and development of its employees, fostering a culture of continuous learning and career advancement.
* I have been working in this company from June 2022.
* In my current role, I perform different tasks, and I am responsible for the tasks like
* configuring the Applications like Authoritative and Non-Authoritative using AD, Flat File, JDBC and LDAP connectors to load the identity cubes.
* I conduct a thorough analysis of the application prior to on boarding to extract details such as user unique ID, access levels and permission, followed by an in-deep review session.
* I worked on revocations period for non-confirming based on the File SLA of Application and Email templated.
* I am responsible for managing user account workflows by utilizing Joiner, Mover and Leaver.
* Installing and configuring of sailpoint application across all environment including development, staging, and producion.
* I play major role in designing sailpoint deployment activities like connector configuration, custom rule development, workflow configuration, development and third-party system integration.
* Configurating and developing sailpoint life cycle events (LCM).
* I create custom tasks, custom objects to update the entities in the system which are scheduled every week.
* Extensively get involved in troubeshoting issues that arise during upgrading and installation process.
* I design and deploy identity and access management solution to improve user experience, meet compliance and reduce costs.

**Inspire Brands, Sandy Springs, GA**

* InspireBrands is an American fast-food restaurant franchise company founded in 2018 that owns popular restaurant brands like the Arby’s, Buffalo wild wings, Sonic Drive-In, and Dunkin Donuts.
* The headquarter is in Sandy Springs, Georgia and is owned by Roark Capital Group.
* The company is managing over 32600 restaurants globally and is operating in over 31700 locations worldwide.
* The company generates approximately around $30 billion sales annually.
* Inspire aims to be the best at running and franchising restaurants, offering top-notch support in planning, building, training, marketing, and supply chain management.
* I worked in this company from march 2021 to june 2022 as a Sailpoint Developer.
* I was responsible for system maintenance and ensured compliance with rules, checking user accesses through sailpoint.
* I created custom tasks, custom reports to meet client needs in sailpoint IIQ.
* I was responsible for Developing various reports like uncorrelated accounts report, new accounts reports .
* I played vital role in implementing password reset management for the client.
* I facilitated end user access requests.
* I Developed workflows and application connectors.
* Develop rules like build map, correlation, and manage correaltion rules.
* I was Involed in creating custom java classes for executing custom tasks in iiq.
* I On boarded Delimited applications, LDAP, UNIX, and ESS applications.
* Developed service now connector with sailpoint to tracks ticketing systems and return ticket statuses.
* I was responsible for making coordination with the development team and enage with the clients to gather requirements.
* I played main role in documenting and maintaining the audit communications, metrics, and recerification artifacts.