**UDP (User Datagram Protocol) Nedir?**

* Türkçe anlamı ile ise “Kullanıcı Veri Bloğu İletişim Kuralları” olmaktadır.
* TCP/IP adı verilen protokol takımları bulunmaktadır ve UDP bu protokollerden bir tanesidir.
* UDP’nin temel işlevi verilerin gönderimini bağlantı kurulmaksızın gerçekleştirmektir.
* UDP protokolü yeni nesil bilgisayar ağlarında datagram modu oluşturabilmek için geliştirilmiştir. Böylelikle bilgisayarlarda paket anahtarlı bilgisayar iletişimi mümkün olabilmektedir.

(**Datagram** varış saati, düzeni ve teslimi garanti edilemeyen paket anahtarlamalı bir ağ ile ilişkilendirilmiş temel bir aktarım ünitesidir.)

* UDP kullanılmayan bilgisayarlarda sıklıkla TCP adı verilen başka bir protokol kullanılmaktadır.
* UDP, **ses ve video gönderiminde ve daha birçok alanda** kullanılır.
* Veri ismine datagram denilir.
* Diğer protokoller ile kıyaslandığında az sayıda mesaj alışverişine hizmet etmektedir.
* Dikkat edilmesi gereken bir nokta ise gönderilen verilerin sürecidir. UDP çoğu protokolün aksine veriyi gönderdikten sonra iletilip iletilmediği ile ilgilenmez ve bu konuda kullanıcıya bilgi vermez. Bu sebeple de UDP kullanıcılarına da tam bir güvenilirlik konusunda garanti vermemektedir.
* Süreci takip etmediği için daha hızlı bir şekilde aktarımı gerçekleştirir.
* Verileri bağlantı kurmadan yollar.

Buna ek olarak UDP 4 alandan oluşmaktadır.

Bu alanların her birinin uzunluğu ise 16 bittir. Toplam 64 bit uzunluğunda olan UDP ‘nin güvenilirlik konusundaki sorunları ileriki yıllarda halledildiğinde kullanıcı sayısı da artacaktır.

## **TCP’den Farkı Nelerdir?**

* Günümüzde en çok kullanılan protokoller UDP ve TCP’dir.
* UDP, WAN ağlarında  veri aktarımında kullanılır.
* Ses ve görüntüler eş zamanlı aktarımını gerçekleştirebilir.
* UDP diğer protokollerin aksine kurulum ve akış kontrolü gerektirmediği için veri iletim hızı yüksektir.
* Dikkat edilmesi gereken bir diğer nokta ise TCP ile UDP’nin bant genişlikleridir. TCP’nin bant genişliği daha fazla olduğu için daha sık tercih edilmektedir.
* TCP protokolünün tercih edilme sebeplerinden bir diğeri ise UDP protokolünden daha güvenilir olmasıdır. Örneğin TCP kullanılan bir cihazdan veri gönderimi gerçekleştirdiğinizde verinizin gidip gitmediğini kontrol edebilir ve bilgisine ulaşabilirsiniz.
* TCP protokolü ile aktarım yaptığınızda verileriniz sıralı bir şekilde giderken UDP’de sıralı bir şekilde gitmez.
* Buna ek olarak TCP ile kullanırsanız size kesintisiz bir bağlantı sunulur. Fakat UDP kullanımında ise yalnızca veri gönderme işlemi sırasında bağlantı kurulur ve gönderme işlemi tamamlandığında bağlantı kendiliğinden kapanır.
* UDP işlemden işleme iletişimi sağlarken, TCP ana bilgisayardan ana bilgisayara iletişimi destekler.
* TCP paket gönderir, UDP datagram.

Hem UDP hem de TCP, IP üzerinde çalışır.

## **TCP HANDSHAKING (TCP: Transmission Control Protocol)**

TCP el sıkışması (TCP handshake), bir bilgisayarın ağ üzerinden diğer bir bilgisayarla güvenilir bir iletişim kurmak için kullandığı bir protokol işlemidir. Bu işlem, TCP/IP (Transmission Control Protocol/Internet Protocol) protokolünün bir parçasıdır ve ağ üzerinde veri iletiminin güvenilirliğini sağlamak için kullanılır.

TCP el sıkışması, üç adımda gerçekleşir:

Açılış (SYN): İletişim kurmak isteyen bilgisayar (İstemci), hedef bilgisayara (Sunucu) bir iletişim başlatmak istediğini bildiren bir "bağlantı açma" isteği gönderir. Bu istek, bir "SYN" bayrağı (flag) ile işaretlenir. İstemci, aynı zamanda rastgele bir başlangıç dizin numarası (sequence number) da gönderir. İstemci bu adımı tamamladığında, beklemeye alır ve yanıt bekler.

Karşılama (SYN-ACK): Sunucu, İstemciye yanıt verir. Sunucu, İstemciye bir "bağlantı açma onayı" (ACK) ve kendisinin de iletişime hazır olduğunu bildiren bir "SYN" bayrağı gönderir. Ayrıca, Sunucu da rastgele bir başlangıç dizin numarası oluşturur. Bu iki bilgisayar artık iletişim kurmaya hazır hale gelir, ancak iletişim güvenliğini sağlamak için bir sonraki adım gerekir.

Onay (ACK): İstemci, Sunucunun yanıtını aldığında, iletişimin karşı tarafının da hazır olduğunu bilir. Bu nedenle, İstemci de bir "ACK" bayrağı ile yanıt verir. Bu yanıt, Sunucunun da İstemcinin iletişime hazır olduğunu bilmesini sağlar. İşte bu adımdan sonra, iki taraf arasındaki iletişim güvenli bir şekilde başlamış olur ve veri alışverişi başlayabilir.

TCP el sıkışması tamamlandığında, veri aktarımı başlar ve iletişim sırasında veriler güvenli bir şekilde paketlenir, iletilir ve doğrulanır. Bu el sıkışması, veri iletiminin güvenilirliğini ve doğruluğunu sağlamak için kullanılır ve iletişim hatlarının düzgün çalışıp çalışmadığını doğrular. Eğer herhangi bir aşamada bir sorun olursa, el sıkışması başarısız olur ve iletişim tekrar kurulmaya çalışılır. Bu, TCP'nin güvenilir veri iletimini sağlama yeteneğini temsil eder.

**Endpoint nedir, hangi amaçla kullanılır ?**