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Thesis:

The only one at fault in a security scandal such as this is the user, as social media can and will spread everything that comes by, and big companies have sufficient security systems, but only the user can prevent information leakage by maintaining personal Internet safety and security. The companies who are being hacked are not at fault, as they did everything necessary to prevent hacking; only what is left to the user to hide is vulnerable.

Arguments:

Companies like Apple are smart enough to protect everything they need to in order to assure user privacy. Obviously, they know the laws regarding privacy and have likely spent weeks’ worth of time defining usability and privacy, so any breach in Apple’s system is improbable. That said, these companies want to give users a certain amount of freedom, and when this happens, individual accounts get breached.

With the amount of technology we work with in the average day, we should be expected to maintain our own privacy on the Internet. Apps, sites, search engines, and social media are constantly taking in information from our lives, and we should be able to control it. If you feel vulnerable or are sending explicit information/files, then you should know how to keep your transfers and storage safe and private.