Dear Sir/Ma'am,

After trying to crack all the leaked hashes, I found several vulnerabilities in your password policy and this Email concludes all the findings and suggestions to improve your password policy. Secure Hash Algorithm (SHA) and Message Digest (MD5) are the standard cryptographic hash functions to provide data security for authentication. All the password which are compromised were using MD5 which is weaker and prone to collisions. It was very easy to crack with rockyou.txt or crackst.

Sincerely,

Sania Bandekar