**![C:\Users\A629267\Desktop\fidelity-investments_416x416.jpg](data:image/jpeg;base64,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)**

2018-2019

**ACTIVE DIRECTORY- <<APP\_NAME>> MIGRATION READINESS**

Contents

[1 Introduction 3](#_Toc525142715)

[2 Objective 3](#_Toc525142716)

[3 Definition & Acronyms 3](#_Toc525142717)

[3.1 Recommended Best Practices 4](#_Toc525142718)

[4 Application components and their Migration strategy 4](#_Toc525142719)

[4.1 Application Name 4](#_Toc525142720)

[4.2 Application Forest Domain Name 4](#_Toc525142721)

[4.3 Application Other Forest Domain Name 5](#_Toc525142722)

[4.4 Application Cross Domain 6](#_Toc525142723)

[4.5 Application Hosted Server Domain 7](#_Toc525142724)

[4.6 Application Host Model, Type 8](#_Toc525142725)

[4.6.1 <<$Web-Based>> 8](#_Toc525142726)

[4.6.3 <<$On-Premise>> 9](#_Toc525142727)

[4.6.5 <<$Cloud>> 10](#_Toc525142728)

[4.6.7 <<$Mainframe>> 11](#_Toc525142729)

[4.6.9 <<$Standalone (Devices)>> 12](#_Toc525142730)

[4.6.11 <<$Other> 13](#_Toc525142731)

[4.7 Client Type 13](#_Toc525142732)

[4.7.1 <<$Thin Client>> 14](#_Toc525142733)

[4.7.3 <<$Thick Client>> 14](#_Toc525142734)

[4.7.5 <<$Thin and Thick Client>> 15](#_Toc525142735)

[4.7.7 <<$Citrix (HVD)>> 16](#_Toc525142736)

[4.7.9 <<$Web Browser/Service>> 17](#_Toc525142737)

[4.8 Application SSL Certificate 18](#_Toc525142738)

[4.9 Application Service Account 19](#_Toc525142739)

[4.10 File and Registry Permissions 21](#_Toc525142740)

[4.10.1 <<$None>> 21](#_Toc525142741)

[4.10.2 <<$Dynamic File Structure>> 21](#_Toc525142742)

[4.10.3 <<$Registry Permission>> 22](#_Toc525142743)

[4.10.4 <<$NAS>> 23](#_Toc525142744)

[4.10.5 <<$SAN>> 23](#_Toc525142745)

[4.11 Application Distribution List Mailbox 24](#_Toc525142746)

[4.11.1 <<$Distribution List>> 24](#_Toc525142747)

[4.11.2 <<$Shared Mailbox>> 25](#_Toc525142748)

[4.11.3 <<$Distribution List and Shared Mailbox>> 26](#_Toc525142749)

[4.12 Application Share Point 27](#_Toc525142750)

[4.13 Authentication Mechanism 27](#_Toc525142751)

[4.14 Application Access Method 32](#_Toc525142752)

[4.14.1 <<$Direct Application Access>> 32](#_Toc525142753)

[4.14.2 <<$Based on Group membership>> 33](#_Toc525142754)

[4.14.3 <<$Based on Rule/Policy>> 34](#_Toc525142755)

[4.14.4 <<$Other>> 35](#_Toc525142756)

[4.15 Application Authentication Type 36](#_Toc525142757)

[4.15.1 <<$Service\_Accounts>> 36](#_Toc525142758)

[4.15.2 <<$Virtual\_Directory\_Service (VDS+)>> 37](#_Toc525142759)

[4.15.3 <<$CA\_SiteMinder>> 38](#_Toc525142760)

[4.15.4 <<$Enterprise\_Sec>> 39](#_Toc525142761)

[4.15.5 <<$Gateway (ESG)>> 40](#_Toc525142762)

[4.15.6 <<$Ping\_SSO>> 41](#_Toc525142763)

[4.15.7 <<$Centrify>> 42](#_Toc525142764)

[4.15.8 <<$ADFS>> 43](#_Toc525142765)

[4.15.9 <<$Essso>> 44](#_Toc525142766)

[4.15.10 << $Other>> 45](#_Toc525142767)

[4.15.11 << $Does not use AD for any authentication>> 46](#_Toc525142768)

[4.16 Local Accounts Creation 46](#_Toc525142769)

[4.16.1 <<$Yes>> 46](#_Toc525142770)

[4.16.2 <<$No>> 47](#_Toc525142771)

[4.17 Application Dependency 47](#_Toc525142772)

[4.17.1 <<$Yes>> 47](#_Toc525142773)

[4.17.2 <<$No>> 48](#_Toc525142774)

[2 Migration Wave/s 48](#_Toc525142775)

[3 References 49](#_Toc525142776)

[3.1 Request for new server 49](#_Toc525142777)

[3.2 Request for new service/technical account 49](#_Toc525142778)

[3.3 Request for local share 49](#_Toc525142779)

[3.4 Request for shared mailbox 49](#_Toc525142780)

[3.5 Request for new DL 49](#_Toc525142781)

[3.6 Request for file/folder/registry permissions 49](#_Toc525142782)

[3.7 Support Information 49](#_Toc525142783)

# Introduction

Active directory migration program aims to simplify the complex Active Directory environment in Fidelity. As part of the program, three domains (DMN1, FMRCO and DSDOM1) are transformed into one domain (WINROOT). The applications and infrastructures residing on these legacy domains will be impacted due to the transformation and they need to be migrated to the WINROOT domain.

# Objective

The objective of this document is to provide a comprehensive guide for the application migration. It includes all the AD dependent components that the application uses, and the steps that you need to follow in order to migrate each component to the new domain.

# Definition & Acronyms

|  |  |
| --- | --- |
| **Acronym** | **Definition** |
| AD | Active Directory |
| DN | Domain Name |
| FQDN | Fully qualified domain name |
| DB | Database |
| DFS | Dynamic File Structure |
| GPOs | Group Policy Object |

## Recommended Best Practices

Identify all places (property file, config file etc.) where IP address of AD domain is used and change it with FQDN of AD domain

# Application components and their Migration strategy

## Application Name

Name of this Application is **<<$Application\_Name>>** and the below are the migration considerations for the application.

## Application Forest Domain Name

Application uses Forest Domain **<<$Yes>>**

This application is integrated with **<<$Forest\_Domain\_Name>> Forest**, Please find the below Considerations and Migration Strategy.

#### Assessment Response

Based on Application Assessment for Active Directory Integrations, Active Directory domain name where application is registered are <<xxxxxxxxx >>. Details are collected from your Application Team, Owner at DTM SAM survey. Please validate the correct domain names <<xxxxxxxxx >>

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. Currently assessment for 135 domain controller and 3 AD Domain is in progress.

After assessment new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identity all Places in the Application e.g. source code, configurations, servers where current AD Domain <<xxxxxxxxx >> is used
* Plan for changing your Application configurations, servers, source code connecting new AD Domain after new AD is available

#### Migration strategy

Where legacy AD domain values are used in application configuration they will need to be replaced with the new domain information. To achieve this, the application's technical owner needs to;

* Consult AD, Application Remediation team before making changes
* Change Application source code, configurations related to AD domain authentication, AD groups and group membership
* Change Application Server connectivity details for new AD domain trust e.g. One way trust, two way domain trust
* Arrange for the migration of the host/server to a new domain where needed
* Reconfigure the existing application to access the service in the new domain
* Arrange for testing and BCP testing.

## Application Other Forest Domain Name

Application uses Other Forest Domain **<<$Other>>**

#### Assessment Response

Based on Application Assessment, details we collected from your Application Team, Owner at DTM SAM survey Application are below.

Please validate Other Domain Details **<< Large Text>>**

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. Currently assessment for 135 domain controller and 3 AD Domain is in progress.

After assessment new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identity all Places in the Application e.g. source code, configurations, servers where current AD Domain <<xxxxxxxxx >> is used
* Plan for changing your Application configurations, servers, source code connecting new AD Domain after new AD is available

#### Migration strategy

Where legacy AD domain values are used in application configuration they will need to be replaced with the new domain information. To achieve this, the application's technical owner needs to;

* Consult AD, Application Remediation team before making changes
* Change Application source code, configurations related to AD domain authentication, AD groups and group membership
* Change Application Server connectivity details for new AD domain trust e.g. One way trust, two way domain trust
* Arrange for the migration of the host/server to a new domain where needed
* Reconfigure the existing application to access the service in the new domain
* Arrange for testing and BCP testing.

## Application Cross Domain

Application uses Cross Domain **<<$Yes>>**

#### Assessment Response

Based on Application Assessment, details we collected from your Application Team, Owner at DTM SAM survey Application are below.

Please validate Cross Domain Details **<< Large Text>>**

This application integrated with cross Domains, Please find the below Considerations and Migration Strategy.

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identity all Places in the Application e.g. source code, configurations where *AD cross domain authentication, AD groups and group membership is used*
* Identify all places where *host details (FQDN, DN, host, port etc.)* are used in your Application configuration
* Identity all Places in the Application e.g. Servers where *AD cross domain trust* is used
* Are there authentication dependency on a local login script being executed

#### Migration strategy

Where legacy AD domain values are used in application configuration they will need to be replaced with the new domain information. To achieve this, the application's technical team needs to;

* Consult AD, Application Remediation team before making changes
* Change Application source code, configurations related to AD cross domain authentication, AD groups and group membership
* Change Application Server connectivity details for new AD cross domain trust e.g. One way trust, cross domain trust
* Perform the necessary testing and BCP testing.

#### <<$No>>

This application does not integrate with cross Domains so no changes are required.

## Application Hosted Server Domain

Application hosted/deployed on Server AD domain <**<$Yes>>**

#### Assessment Response

Based on Application Assessment, details we collected from your Application Team, Owner at DTM SAM survey Application are below.

Your Application is hosted/deployed servers connected to any of these active directory Domains (DMN1, FMRCO and DSDOM1). Please validate the correct domain names DMN1, FMRCO and DSDOM1 where your Application Server is connected

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. Currently assessment for 135 domain controller and 3 AD Domain is in progress.

After assessment new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identity all Application Hosted Server Lists, FQDN, IP Address
* Validate Application Server DNSHostName ‘s e.g. <abcd. im.fmrco.com> uses what DistinguishedName’s e.g.
  + < CN=abcd,OU=Domain Controllers,DC=im,DC=fmrco,DC=com>
  + <CN=xyz,OU=Servers,OU=FMRCO,OU=US,DC=im,DC=fmrco,DC=com>
  + <CN=mno, OU=Workstations,OU=FIMT,OU=FMRCO,OU=US,DC=im,DC=fmrco,DC=com>
  + < CN=def,OU=Computers,OU=Unix,DC=im,DC=fmrco,DC=com>
* Plan for changing your Application Hosted Server DNSHostName connecting new AD Domain after new AD is available

#### Migration strategy

Where legacy AD domain values are used in application hosted server they will need to be replaced with the new domain information. To achieve this, the application's technical team needs to;

* Consult AD, Application Remediation team before making changes in terms of re-hosting your server connecting to new AD Domain
* Consult AD, Application Remediation team and share your timeline, migration plan
* Change Application Server connectivity details for new AD cross domain trust e.g. One way trust, cross domain trust till the time your Application Server migrated to new Servers e.g. your new server DNSHostName will change to “cn=abcd, OU=xyz, DC=RootDomain,DC=com”

#### <<$No>>

Application doesn’t hosted/deployed servers connected to any of these active directory Domains (DMN1,FMRCO and DSDOM1), no changes are required

## Application Host Model, Type

Application host model <**<$Yes>>**

Based on Application Assessment, details we collected from your Application Team, Owner at DTM SAM survey Application are below

This application is of type <**<$Host\_Model>>** Application**,** please find the below Considerations and migration strategy.

## <<$Web-Based>>

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. Currently assessment for 135 domain controller and 3 AD Domain is in progress.

After assessment new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* If your web server is on non-windows operating system then continue with the existing operating system
* Identify all places where hardcoded AD detail (host and port) or hardcoded IP address is used in the application web server e.g. IIS Web Server App Pool to run the webservice under Service account. Review IIS Webserver, ASP .NET projects configuration files to gather Application Pool e.g. find out any Service Account, RoleGroup Mapping configurations like below

<authorization>

<allow role="domain\R-APP-groupname-M" />

<allow user="\*" />

</authorization>

* Identity all service/technical accounts are used to authenticate against Legacy AD

#### Migration strategy

Where legacy AD domain values are used in application Web server they will need to be replaced with the new domain information. To achieve this, the application's technical team needs to;

* Consult AD, Application Remediation team before making changes in terms of re-hosting your server connecting to new AD Domain
* Consult AD, Application Remediation team and share your timeline, migration plan
* Change hardcoded AD detail (host and port) or hardcoded IP address is used in the application web server
* Change all service/technical accounts are used to authenticate against Legacy AD and connect to new AD
* Perform the necessary testing and BCP testing

## <<$On-Premise>>

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. Currently assessment for 135 domain controller and 3 AD Domain is in progress.

After assessment new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* If your web server is on non-windows operating system then continue with the existing operating system
* Please check on-premise server is connected to any of AD Domain which require migration post new AD domain is available
* Identify all places in your on-premise deployment where Service Accounts, Hardcode AD details (host and port) or hardcoded IP address is used

#### Migration strategy

Where legacy AD domain values are used in application on-premise server they will need to be replaced with the new domain information. To achieve this, the application's technical team needs to;

* Consult AD, Application Remediation team before making changes in terms of re-hosting your server connecting to new AD Domain
* Consult AD, Application Remediation team and share your timeline, migration plan
* Change hardcoded AD detail (host and port) or hardcoded IP address is used in the application web server
* Change all service/technical accounts are used to authenticate against Legacy AD and connect to new AD
* Perform the necessary testing and BCP testing

## <<$Cloud>>

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. Currently assessment for 135 domain controller and 3 AD Domain is in progress.

After assessment new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Please identify if your Cloud Application is accessed by on-premise Federated Authentication such as Active Directory Federation Service (ADFS)
* Please identify if your cloud hosted server, cloud application uses any on-premise Legacy AD domain objects such as Service Accounts, AD Groups and other objects from AD container

#### Migration strategy

Where legacy AD domain values are used in your Cloud application they will need to be replaced with the new domain information. To achieve this, the application's technical team needs to;

* Consult AD, Application Remediation team before making changes in terms of re-hosting your server connecting to new AD Domain
* Consult AD, Application Remediation team and share your timeline, migration plan
* If on-premise federated authentication is used, plan for changing Authentication, Authorization parameters
* Plan for changing Cloud Application hosted server connecting new AD domain
* Perform the necessary testing and BCP testing

## <<$Mainframe>>

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. Currently assessment for 135 domain controller and 3 AD Domain is in progress.

After assessment new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Please check Mainframe Application Authentication process such as does the Application uses local mainframe authentication Or Application connects to Legacy AD domain for Authentication/Authorization
* Please check if AD accounts, AD groups are provisioned to Mainframe Application by Identity Management Tool
* Identify places in Mainframe Application where AD objects if used

#### Migration strategy

Where legacy AD domain values are used in your Mainframe application they will need to be replaced with the new domain information. To achieve this, the application's technical team needs to;

* Consult AD, Application Remediation team before making changes in terms of re-hosting your server connecting to new AD Domain
* Consult AD, Application Remediation team and share your timeline, migration plan
* If Mainframe Application uses Legacy AD authentication/authorization, plan to change Configurations connecting new AD domain
* Consult Identity Management team if changes are made for User Provisioning of new AD accounts, groups from new AD
* Perform the necessary testing and BCP testing.

## <<$Standalone (Devices)>>

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. Currently assessment for 135 domain controller and 3 AD Domain is in progress.

After assessment new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Please check your Application Authentication process such as does the Application uses local device authentication Or Application connects to Legacy AD domain for Authentication/Authorization
* Identify all places where hardcoded AD detail (host and port) or hardcoded IP address is used in the application e.g. any webservice, API call

#### Migration strategy

Where legacy AD domain values are used in application Web server they will need to be replaced with the new domain information. To achieve this, the application's technical team needs to;

* Consult AD, Application Remediation team before making changes in terms of re-hosting your server connecting to new AD Domain
* Consult AD, Application Remediation team and share your timeline, migration plan
* If Application uses Legacy AD authentication/authorization, plan to change Configurations connecting new AD domain
* Change hardcoded AD detail (host and port) or hardcoded IP address is used in the application web service, API call
* Perform the necessary testing and BCP testing.

## <<$Other>

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. Currently assessment for 135 domain controller and 3 AD Domain is in progress.

After assessment new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Please check your Application Authentication process such as does the Application uses local device authentication Or Application connects to Legacy AD domain for Authentication/Authorization
* Identify all places where hardcoded AD detail (host and port) or hardcoded IP address is used in the application
* Identify all places in your Application deployment where Service Accounts, Hardcode AD details (host and port) or hardcoded IP address is used

#### Migration strategy

Where legacy AD domain values are used in application they will need to be replaced with the new domain information. To achieve this, the application's technical team needs to;

* Consult AD, Application Remediation team before making changes in terms of re-hosting your server connecting to new AD Domain
* Consult AD, Application Remediation team and share your timeline, migration plan
* Change hardcoded AD detail (host and port) or hardcoded IP address is used in the application web server
* Change all service/technical accounts are used to authenticate against Legacy AD and connect to new AD
* Perform the necessary testing and BCP testing

## Client Type

Type of client is presented to end users <**<$Yes>>**

Based on Application Assessment, details we collected from your Application Team, Owner at DTM SAM survey Application are below

This application presents <**<$ Client\_Type >>** as Client type when users access the Application. Please find the below Considerations and migration strategy.

## <<$Thin Client>>

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. Currently assessment for 135 domain controller and 3 AD Domain is in progress.

After assessment new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identify all places where hardcoded AD detail (FQDN, host and port) or hardcoded IP address is used in the Application Client Configurations e.g. any webservice, API call
* Identity all service/technical accounts, AD Groups are used to authenticate against Legacy AD

#### Migration strategy

Where legacy AD domain values are used in application Thin Client they will need to be replaced with the new domain information. To achieve this, the application's technical team needs to;

* Consult AD, Application Remediation team before making changes in your Application Thin Client connecting to new AD Domain
* Consult AD, Application Remediation team and share your timeline, migration plan
* If Application uses Legacy AD authentication/authorization, plan to change Configurations connecting new AD domain e.g. change Service Account, AD Groups, AD container
* Change hardcoded AD detail (host and port) or hardcoded IP address is used in the application thin client e.g. web service, API call
* Perform the necessary testing and BCP testing.

## <<$Thick Client>>

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. Currently assessment for 135 domain controller and 3 AD Domain is in progress.

After assessment new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identify all places where hardcoded AD detail (FQDN, host and port) or hardcoded IP address is used in the Application Client Configurations e.g. any webservice, API call
* Identity all service/technical accounts, AD Groups are used to authenticate against Legacy AD

#### Migration strategy

Where legacy AD domain values are used in application Thick Client they will need to be replaced with the new domain information. To achieve this, the application's technical team needs to;

* Consult AD, Application Remediation team before making changes in your Application Thick Client connecting to new AD Domain
* Consult AD, Application Remediation team and share your timeline, migration plan
* If Application uses Legacy AD authentication/authorization, plan to change Configurations connecting new AD domain e.g. change Service Account, AD Groups, AD container
* Change hardcoded AD detail (host and port) or hardcoded IP address is used in the application thin client e.g. web service, API call
* Perform the necessary testing and BCP testing.

## <<$Thin and Thick Client>>

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. Currently assessment for 135 domain controller and 3 AD Domain is in progress.

After assessment new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identify all places where hardcoded AD detail (FQDN, host and port) or hardcoded IP address is used in the Application Client Configurations e.g. any webservice, API call
* Identity all service/technical accounts, AD Groups are used to authenticate against Legacy AD

#### Migration strategy

Where legacy AD domain values are used in application Thin, Thick Client they will need to be replaced with the new domain information. To achieve this, the application's technical team needs to;

* Consult AD, Application Remediation team before making changes in your Application Thin, Thick Client connecting to new AD Domain
* Consult AD, Application Remediation team and share your timeline, migration plan
* If Application uses Legacy AD authentication/authorization, plan to change Configurations connecting new AD domain e.g. change Service Account, AD Groups, AD container
* Change hardcoded AD detail (host and port) or hardcoded IP address is used in the application thin client e.g. web service, API call
* Perform the necessary testing and BCP testing.

## <<$Citrix (HVD)>>

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. Currently assessment for 135 domain controller and 3 AD Domain is in progress.

After assessment new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Please identity current Citrix Authentication process against Legacy AD Domain e.g. does Citrix uses federated authentication using ADFS (Active Directory Federation Service)
* Identify all places where hardcoded AD detail (FQDN, host and port) or hardcoded IP address is used in the Citrix Application Configurations
* Please validate if Citrix Application Hosted Server is AD Domain Joined
* Please validate if Citrix Application provide desktop single sign on using Kerberos
* Identity all service/technical accounts, AD Groups are used to authenticate against Legacy AD

#### Migration strategy

Where legacy AD domain values are used in Citrix application they will need to be replaced with the new domain information. To achieve this, the application's technical team needs to;

* Consult AD, Application Remediation team before making changes in your Citrix Application connecting to new AD Domain
* Consult AD, Application Remediation team and share your timeline, migration plan
* Migrate Citrix Application Hosted Server to connect new AD Domain
* Change all service/technical accounts are used to authenticate against Legacy AD and connect to new AD
* Change configurations related to desktop single sign on using Kerberos
* Change other AD detail (FQDN, host and port) or hardcoded IP address to connect new AD Domain
* Perform the necessary testing and BCP testing

## <<$Web Browser/Service>>

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. Currently assessment for 135 domain controller and 3 AD Domain is in progress.

After assessment new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identity all service/technical accounts, AD Groups are used to authenticate against Legacy AD
* Identify all places where hardcoded AD detail (FQDN, host and port) or hardcoded IP address is used
* Identify if Application requires Integrated Windows Authentication (IWA) to be enabled in Browser connecting to Legacy AD Domain

#### Migration strategy

Where legacy AD domain values are used in application Service they will need to be replaced with the new domain information. To achieve this, the application's technical team needs to;

* Consult AD, Application Remediation team before making changes in your Application connecting to new AD Domain
* Consult AD, Application Remediation team and share your timeline, migration plan
* Change Integrated Windows Authentication (IWA) configurations connecting to new AD domain
* Change other AD detail (FQDN, host and port) or hardcoded IP address to connect new AD Domain for the services which used Legacy AD domain
* Perform the necessary testing and BCP testing

## Application SSL Certificate

Application uses SSL Certificates **<<$Yes>>**

#### Assessment Response

Based on Application Assessment, details we collected from your Application Team, Owner at DTM SAM survey Application are below.

Please validate all Certificates, which are registered against active directory domain

All Certificates Details **<< Large Text>>**

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Validate all SSL Certificates Issue Date, Expiry Date, Root CA, Intermediate CA details
* Validate if SSL Certificate is issued from Internal Active Directory Certificate Service (ADCS) and from to which Legacy AD domain
* Validate if SSL certificate is used from external 3rd Party ADCS such as Verizon and does the external certificate has any internal ADCS dependency
* Identity if SSL certificates are stored at Key Store such as Java Key Store (JKS) and protected by secret encryption keys. Also validate if SSL certificates are managed centrally at HSM (Hardware Security Module)
* Validate if SSL Certificates are used for One way SSL Or Two Way SSL Authentication by Applications before allowing Users access to Applications
* Identity all Client side and Server side SSL certificates
* Identity if WebServices, API’s use SSL certificates for signing, authenticating services

#### Migration strategy

Where legacy AD domain values might be used by SSL certificates they will need to be replaced with new SSL certificates from new AD domain. To achieve this, the application's technical team needs to;

* Consult AD, Application Remediation team before making changes
* Request new SSL Certificate from new Internal Active Directory Certificate Service (ADCS) and from new AD domain
* Import new SSL Certificate to Key Store such as Java Key Store (JKS), HSM
* Make changes to Application for One way SSL Or Two Way SSL Authentication
* Change all Client side, server side certificates and new SSL certificates
* Change WebServices, API’s for new SSL certificates and for signing, authenticating services
* Perform the necessary testing and BCP testing.

#### <<$No>>

This application does not use SSL certificate so no changes are required.

## Application Service Account

Application uses Service Accounts **<<$Yes>>**

#### Assessment Response

Based on Application Assessment, details we collected from your Application Team, Owner at DTM SAM survey Application are below.

Please validate all service accounts / operational accounts created in Legacy active directory domain to administrate your application

All Service Accounts Details **<< Large Text>>**

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identity all Service Accounts used by Data bases such as Service Accounts used to Authenticate/Start/Stop Databases e.g. Service Account Name “SA-SQL-P” and associated SQL Global Permission Group (R-) e.g. Prefix-SQLServer-Database-AccessLevel "R-SQL-AllSQLServers-X"
* Identity all Service Accounts used to run Service to Service Level Authentication e.g. SPN set for Kerberos Authentication which enables Kerberos to securely communicate with the Service such as setspn –s ABCDAppService/ServerAddress domain\ SA-ServiceAccount. And associated Service Permission Group e.g. Prefix-SERVER-ServiceDisplayName-AccessLevel “P-SMPWEBM05-ComputerBrowser-R”
* Identity all Service Accounts for running HTTPS(web) on Server which requires Service Account seamless access e.g. setspn –s HTTPS/ServerAddress domain\ SA-ServiceAccount
* Identity all Domain Security Groups e.g. SCSM and associated Service Accounts used at Application Hosted Server
* Identity all Application pool with the service account to run the web service under that SA account e.g. Role Group, Service Account configurations in IIS configuration files
* Identity all Service Accounts used by Identity Access Management Tools which requires Service Accounts to run, authenticate service against Legacy AD domain such as ADFS, Microsoft Identity Manager, ADAM, Active Role Server and all others

#### Migration strategy

Where Service Accounts from legacy AD domain might be used they will need to be replaced with new Service Accounts from new AD domain. To achieve this, the application's technical team needs to;

* Consult AD, Application Remediation team before making changes
* Changes Service Accounts configurations from new AD Domain to run Data bases
* Change Service Accounts configurations from new AD Domain to run services to service communication
* Change Service Accounts configurations from new AD Domain for running HTTPS(web) on Server
* Change Service Accounts configurations from new AD Domain part of Domain Security Groups
* Change Service Accounts configurations from new AD Domain to run Application Pool
* Change all Service Accounts configurations from new AD Domain for LDAP services, IAM services
* Perform the necessary testing and BCP testing.

#### <<$No>>

This application does not use Service Accounts so no changes are required.

## File and Registry Permissions

## <<$None>>

Application doesn’t use any File and Registry Permission, no change is required.

## <<$Dynamic File Structure>>

This Application uses Dynamic files Structure, Please find the below Considerations and migration Strategy.

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identify full name and path of the file which application uses e.g. names of DFS Paths, UNC Paths
* Identify the Service accounts used to access the DFS
* Identify system or domain hosting file on file server which uses Legacy AD Domain
* Identity all File Permission Group e.g. Prefix-Server-FolderandFilePath[(#)]-AccessLevel "P-SMPFILEP01-D-Data-Employee Benefits-HR-Documentat-W2.Doc(1)-RW"
* Identity all Folder Permission Group e.g. Prefix-Server-Folder Path[(#)]-Access Level "P-SMPWEBM05-D-Apps-Siebel-Rx"
* Identity all Server Share Permission Group e.g. Prefix-Server-ShareName-AccessLevel "P-SMPWEBM05-APPS-R"
* Identity all DFS Folder Permission Group e.g. Prefix-Domain-DFS Root-DFS Link Name/Folder Path -AccessLevel "P-C-AllLocations-AllDepartments-R"

#### Migration strategy

Where Dynamic files Structure, groups, service accounts from legacy AD domain might be used they will need to be replaced with DFS, Service Accounts, and Groups from new AD domain. To achieve this, the application's technical team needs to;

* Consult AD, Application Remediation team before making changes
* Make changes to system or domain hosting file on file server connecting new AD Domain
* Make changes to All Service Accounts, File Permission Group, Folder Permission Group, Server Share Permission Group, DFS Folder Permission Group connecting new AD Domain
* Make changes to full name and DFS Paths, UNC Paths of the file
* Arrange for necessary testing and BCP testing.

## <<$Registry Permission>>

This Application uses Registry Permission, Please find the below Considerations and migration Strategy.

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identify all file/folder/registry permissions and GPOs required for the application
* Identify all Registry Permission Group in Legacy AD Domain e.g. Prefix-Server-FullNameRegistryEntry[(#)]-AccessLevel "P-SMPWEBM05-HKLMSYSTEMCurrentControlSetServiceslanmans(1)-R"
* Identity Registry entry in your Application Server, any hardcoded Legacy AD detail (FQDN, host and port) or hardcoded IP address is used

#### Migration strategy

Where Registry Permission Group, AD entries from legacy AD domain might be used they will need to be replaced from new AD domain. To achieve this, the application's technical team needs to;

* Consult AD, Application Remediation team before making changes
* Make changes to registry permissions connecting new AD Domain in your Application hosted Server
* Make changes to Registry Permission Group
* Make changes to hardcoded Legacy AD detail (FQDN, host and port) or hardcoded IP address in Registry connecting new AD Domain
* Arrange for necessary testing and BCP testing.

## <<$NAS>>

This Application uses NAS, Please find the below Considerations and migration Strategy.

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identify names along with FQDN (Fully qualified domain name) of Network storage server or NAS used by application.
* Identify how Network storage is associated with application

#### Migration strategy

Where Network storage server or NAS from legacy AD domain environment might be used they will need to be replaced from new AD domain. To achieve this, the application's technical team needs to

* Consult AD, Application Remediation team before making changes
* Application uses Network Storage to store data manually or triggered by an event after authenticating against AD. Make sure each of the storage components and servers where this storage is installed are migrated to the new AD domain.
* Perform necessary testing and BCP testing.

**Note** – To request registration of new storage servers on a new AD domain, raise a request.

## <<$SAN>>

This Application uses SAN, Please find the below Considerations and migration Strategy.

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identify names along with FQDN (Fully qualified domain name) of Network storage server or SAN used by application.

#### Migration strategy

Where SAN from legacy AD domain environment might be used they will need to be replaced from new AD domain. To achieve this, the application's technical team needs to

* Consult AD, Application Remediation team before making changes
* Application uses Network Storage to store data manually or triggered by an event after authenticating against AD. Make sure each of the storage components and servers where this storage is installed are migrated to the new AD domain.
* Perform necessary testing and BCP testing.

**Note** – To request registration of new storage servers on a new AD domain, raise a request.

## Application Distribution List Mailbox

This application uses Distribution List Mailbox **<<$Yes>>**for communication, Please find the below Considerations and migration strategy.

## <<$Distribution List>>

This Application uses Distribution List, Please find the below Considerations and migration Strategy

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Please Identity names of DL's your Application uses, DL's requested and members of your DL's
* Identify distribution groups used by Application from Legacy AD
* Identify names along with full SMTP address of DL or mail group used by application

#### Migration strategy

Where DL’s from legacy AD domain environment might be used they will need to be replaced from new AD domain. To achieve this, the application's technical team needs to

* Consult AD, Application Remediation team before making changes
* Make changes to DL Groups used at Application and connect to new AD
* Make changes to SMTP address of DL or mail group used by application
* Perform necessary testing and BCP testing.

**Note** – To request creation of new DL or mail group on a new AD domain, refer section **'Request for new DL**'

## <<$Shared Mailbox>>

This Application uses Shared Mailbox, Please find the below Considerations and migration Strategy

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identify DS- groups will be used for sending e-mail communication (mail enabled) and for granting access to shared mailboxes (MB-)
* Identify names along with full SMTP address of shared mailbox used by application.
* Identify how the access to these shared mailboxes is requested by a user. (ex. SNOW or on mail etc.)

#### Migration strategy

Where Shared Mailbox from legacy AD domain environment might be used they will need to be replaced from new AD domain. To achieve this, the application's technical team needs to

* Consult AD, Application Remediation team before making changes
* Make changes shared mailboxes which are to be migrated to the new AD domain
* Make changes to Application Configurations related to new Shared Maiboxes
* Perform the necessary testing and BCP testing.

**Note** – To request creation of shared mailbox on new AD domain, Refer section '**Request for shared mailbox'**

## <<$Distribution List and Shared Mailbox>>

This Application uses both Distribution List and Shared Mailbox, Please find the below Considerations and migration Strategy

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Identify names along with full SMTP address of DL or mail group used by application.
* Identify names along with full SMTP address of shared mailbox used by application.
* Identify how the access to these shared mailboxes is requested by a user. (ex. SNOW or on mail etc)

#### Migration strategy

Where DL’s from legacy AD domain environment might be used they will need to be replaced from new AD domain. To achieve this, the application's technical team needs to

* Consult AD, Application Remediation team before making changes
* Make changes to DL Groups used at Application and connect to new AD
* Make changes to SMTP address of DL or mail group used by application
* Make changes shared mailboxes which are to be migrated to the new AD domain
* Make changes to Application Configurations related to new Shared Maiboxes
* Perform the necessary testing and BCP testing.

**Note** – To request creation of new DL or mail group on a new AD domain, refer section **'Request for new DL**' and To request creation of shared mailbox on new AD domain, Refer section '**Request for shared mailbox'**

#### <<$None>>

Application doesn’t using any DL or Share mailbox, no changes are required.

## Application Share Point

This application uses Shared Point **<<$Yes>>**for Documents Library, content management Please find the below Considerations and migration strategy.

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identify how SharePoint access is provided to users of your Application and Do all users of your Application get access to SharePoint
* What are the different types of users and how is the access classification done for them
* Identity all SharePoint AD Groups from Legacy AD Domain

#### Migration strategy

Where SharePoint connecting legacy AD domain environment might be used they will need to be replaced from new AD domain. To achieve this, the application's technical team needs to

* Consult AD, Application Remediation team before making changes
* Consult AD team for SharePoint migration Plan to the new AD domain
* Make Changes to your Application configurations for new SharePoint URL, Access
* Make Changes to Application specific SharePoint New AD Groups and members of the SharePoint AD Group
* Perform necessary testing and BCP testing.

#### <<$No>>

Application doesn’t using any SharePoint, no changes are required.

## Authentication Mechanism

This application uses Authetication\_Mechanism **<<$Yes>>** as Authentication protocol Mechanism, Please find the below Considerations and Migration Strategy for selected Authentication mechanism.

#### <<$Kerberos>>

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identify all places where hardcoded AD detail (host and port) or hardcoded IP address is used in your authentication server.
* If Kerberos is installed on a non-windows operating system then continue with the existing operating system.
* Identify and Lists all SPN, if SPNs and associated service/technical accounts are used for Kerberos authentication
* Identify all SPN used for Service to Service Authentication across different Application Servers
* Identity all SPN used for HTTPS(web) on Server where Service is running

#### Migration strategy

Where Kerberos Authentication connecting legacy AD domain environment might be used they will need to be replaced from new AD domain. To achieve this, the application's technical team needs to

* Consult AD, Application Remediation team before making changes
* Make changes to SPN setting connecting new AD Domain and with new lists of Service Accounts
* Change SPNs for Kerberos Authentication for Service to Service Communication
* Change SPNs used for HTTPS(web) on Server where Service is running
* Register the new host in new AD domain and setup Kerberos authentication.
* Perform the necessary testing and BCP testing.

Please refer section " **Request for new service/technical account** " for details.

#### <<$NTLM>>

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identify all Service/technical accounts are used for authentication
* Identity your Application Server configurations for NTLM related settings
* Identity Applications which uses desktop single sign on using NTLM authentication
* Identify all places where hardcoded AD detail (host and port) or hardcoded IP address is used in your authentication server
* If authentication components are installed on a non-windows operating system then continue with the existing operating system

#### Migration strategy

Where NTLM Authentication connecting legacy AD domain environment might be used they will need to be replaced from new AD domain. To achieve this, the application's technical team needs to

* Consult AD, Application Remediation team before making changes
* Register the new host in new AD domain and setup Desktop SSO-NTLM authentication.
* Perform the necessary testing and BCP testing.

#### <<$Oauth>>

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identity Federation Server which issues OAUTH token for Identity Server and whether Federation server connects Legacy Domain e.g. ADFS 3.0, ADFS 4.0
* Validate if OAUTH token contains attributes from Legacy AD Domain
* Identity all possible Legacy AD domain objects such as AD container, AD Groups, Service Accounts

#### Migration strategy

Where OAUTH Authentication connecting legacy AD domain environment might be used they will need to be replaced from new AD domain. To achieve this, the application's technical team needs to

* Consult AD, Application Remediation team before making changes
* Consult Identity Management Federation Service for OAUTH related configurations that are needed in your Application
* Register the new host in new AD domain and setup OAUTH authentication
* Perform the necessary testing and BCP testing.

#### <<$OpenID>>

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identity Federation Server which issues OpenID token for Identity Server and whether Federation server connects Legacy Domain e.g. ADFS 3.0, ADFS 4.0
* Validate if OpenID token contains attributes from Legacy AD Domain
* Identity all possible Legacy AD domain objects such as AD container, AD Groups, Service Accounts

#### Migration strategy

Where OpenID Authentication connecting legacy AD domain environment might be used they will need to be replaced from new AD domain. To achieve this, the application's technical team needs to

* Consult AD, Application Remediation team before making changes
* Consult Identity Management Federation Service for OpenID related configurations that are needed in your Application
* Register the new host in new AD domain and setup OpenID authentication
* Perform the necessary testing and BCP testing.

#### <<$SAML>>

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identity Federation Server which issues SAML token for Identity Server and whether Federation server connects Legacy AD Domain e.g. ADFS 3.0, ADFS 4.0
* Validate if SAML token contains attributes from Legacy AD Domain
* Identity all possible Legacy AD domain objects such as AD container, AD Groups, Service Accounts

#### Migration strategy

Where SAML Authentication connecting legacy AD domain environment might be used they will need to be replaced from new AD domain. To achieve this, the application's technical team needs to

* Consult AD, Application Remediation team before making changes
* Consult Identity Management Federation Service for SAML related configurations that are needed in your Application
* Register the new host in new AD domain and setup SAML authentication
* Perform the necessary testing and BCP testing.

#### <<$Other>>

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identify what are other Authentication Protocol used such as HTTPS (SSL Certificate), BASIC Authentication, FORM based Authentication used where Legacy AD Domain is used for Authentication
* Identify application used AD authentication through headers, custom tokens
* Identify all places where hardcoded AD detail (host and port) or hardcoded IP address is used in your authentication server
* Identity all Service Accounts, AD Domain Security Groups in your Application from Legacy AD Domain

#### Migration strategy

Where Other Authentication connecting legacy AD domain environment might be used they will need to be replaced from new AD domain. To achieve this, the application's technical team needs to

* Consult AD, Application Remediation team before making changes
* Make changes for HTTPS, BASIC AUTH, FORM Based Authentication
* Make Changes related to Service Accounts, Domain Security Groups connecting new AD Domain
* Perform the necessary testing and BCP testing.

#### <<$None>>

* Application doesn’t use authentication mechanism which are Legacy AD dependent , no change required

## Application Access Method

## <<$Direct Application Access>>

This application is accessible by users where Legacy AD user ID created directly in the Application Database

Please find the below Considerations and Migration Strategy

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identify if application is accessed directly by users using Legacy AD User Id. List if there are any exceptions.
* Identify how the access to this application is requested by a user.
* Identify any Identity Management Tool Provisions Legacy AD User ID to this Application Database

#### Migration strategy

Where User ID from legacy AD domain environment might be used they will need to be replaced from new AD domain. To achieve this, the application's technical team needs to

* Consult AD, Application Remediation team before making changes
* Consult AD team post AD Migration will there be change in AD User ID, DN of User ID
* Consult Identity Management team if there will change in User Provisioning/De-Provisioning Process to delete/update new AD User ID in Application Database
* Make changes to your Application source code, configurations connecting new AD domain for Authentication, Authorization
* Perform necessary testing and BCP testing.

## <<$Based on Group membership>>

This application is accessible based on Legacy AD domain group membership, Please find the below Considerations and Migration Strategy

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identify all Role Groups (R-) e.g. domain global groups, which are used to group user accounts which simplify granting access to Users
* Identify Permission Groups (P-) e.g. all Application Permission Group, all SQL Global Permission Group, all Service Permission Group, all Folder Permission Group, all File Permission Group, all Server Share Permission Group used from Legacy AD Domain
* Identity if Application Portal Server has configured Legacy AD domain for Group Based authorization for Portlets, Pages, Entitlements
* Identity if your Application Manages AD Groups in Application Database, how the AD groups are synchronized from Legacy AD domain

#### Migration strategy

Where User ID from legacy AD domain environment might be used they will need to be replaced from new AD domain. To achieve this, the application's technical team needs to

* Consult AD, Application Remediation team before making changes
* Consult AD Migration team for all changes required for Permission Groups, Role Groups
* Make changes to your Application Portal Server Configurations related to new AD configuration for Group based authorization of Pages, Portlets, Entitlements
* Perform necessary testing and BCP testing.

## <<$Based on Rule/Policy>>

This application is accessible based on Rule/Policy, Please find the below Considerations and Migration Strategy.

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identity if your Application Dependent on GPO (Group Policy Object), defined group of users, computer accounts from any existing Legacy AD Domain, Domain Controller
* Identify if your Application Server dependent on Legacy AD Forests network based on defined rules such as Server Access based One-Way trust established with AD Forest
* Identity the Rules/Policy which are used in segregation of functionality and access to application by any means (e.g. registry based policy, folder redirection etc.)

#### Migration strategy

Where GPO, Rules, Policy from legacy AD domain environment might be used they will need to be replaced from new AD domain. To achieve this, the application's technical team needs to

* Consult AD, Application Remediation team before making changes
* Consult AD Migration team for all changes required for GPO’s, Computer Accounts, Users/Groups
* Make changes to your Application server configurations, re-hosting to connect new AD Domain, use new GPO’s, Computer Accounts
* Request for Rule/Policy configuration on new AD domain for the application
* Perform necessary testing and BCP testing.

## <<$Other>>

This application is accessible based on other method, Please find the below Considerations and Migration Strategy.

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identify all other access method used to connect Legacy AD Domain
* Identify all Service/technical accounts, Local Accounts, Computer Accounts are used for authentication with Legacy AD Domain
* Identity your Application Server configurations for Legacy AD related settings
* Identify all places where hardcoded AD detail (host and port) or hardcoded IP address is used in your authentication server

#### Migration strategy

Where Other Access Method used to connect legacy AD domain environment might be used they will need to be replaced from new AD domain. To achieve this, the application's technical team needs to

* Consult AD, Application Remediation team before making changes
* Register the new host in new AD domain and test connectivity for authentication.
* Change all places where hardcoded AD detail (host and port) or hardcoded IP address is used
* Change all Service/technical accounts, Local Accounts, Computer Accounts
* Perform the necessary testing and BCP testing.

## Application Authentication Type

This application uses **<<$Authetication\_Type>>** as Authentication Type, Please find the below Considerations and Migration strategy.

## <<$Service\_Accounts>>

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identify all Service Accounts and Domain Security Groups (Permission Groups ) which are used for
  + Service to Service seamless authentication
  + SQL Server Service Accounts for Service start/stop and access permissions
  + Kerberos Sign on using SPN (service principal name) and Service Accounts
  + IIS Web Server Application Pool configurations using Groups, Service Accounts
  + Service Accounts for running HTTPS(web) on Server which requires Service Account seamless access
  + Service accounts which are member of Folder Permission Group, File Permission Group, Server Share Permission Group, DFS Folder Permission Group, Registry Permission Group
  + Service Accounts used for Firewall Connectivity to Legacy AD Domain
  + Service Accounts used for SFTP Gateway Connectivity to Legacy AD Domain
* Identify all places where hardcoded AD detail (Service Accounts, host and port) or hardcoded IP address is used in your Application server

#### Migration strategy

Where Other Access Method used to connect legacy AD domain environment might be used they will need to be replaced from new AD domain. To achieve this, the application's technical team needs to

* Consult AD, Application Remediation team before making changes
* Consult AD Migration team for all changes required for Service Accounts, Permission Groups, Role Groups
* Once New Service Accounts and DN of the Service Accounts are available from new AD Domain, unit test the connectivity along with credentials
* Make changes to all the places in your Application Server Machine where Service Accounts need to re-configure, test
* Make changes to all the places in your Application source code, configuration files where Service Accounts need to replaced connecting new AD Domain
* Make changes Domain Security Groups, Permission Groups, and other Admin Groups where Service Account is a member
* Perform the necessary testing and BCP testing.

## <<$Virtual\_Directory\_Service (VDS+)>>

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identify Virtual Directory Server installed on windows operating system and Windows Server belongs to any existing AD Forests, AD Domains
* Identify if VDS is connected with Legacy AD Domains and AD Objects such as User, Groups, Admin Accounts are synchronized with VDS and Legacy AD Domains
* Identify if VDS is used as Meta Directory between multiple AD Domains and with other target platforms
* Identify if VDS only reads or read/write with Legacy AD domains
* Identify if One or More Applications Reads and Writes to VDS which in turn reads, writes to Legacy AD
* Identify if Authentication, Authorization with VDS are controlled by Legacy AD Domain Objects

#### Migration strategy

Where Virtual\_Directory\_Service (VDS+) used to connect legacy AD domain environment might be used they will need to be replaced from new AD domain. To achieve this, the application's technical team needs to

* Consult AD, Application Remediation team before making changes
* Consult AD Migration team for all changes required for VDS such as Re-Hosting VDS to new Windows Server connecting new AD Forest, Domain
* Make changes to connectivity to new AD Domain for AD Objects (Users, Groups, Admin Accounts) Synchronization
* If VDS acts as a Meta Directory with multiple legacy AD Domains, make plan for Users, Groups Synchronization to new AD Domain
* Make changes to VDS for Authentication, Authorization connecting new AD Domain
* Perform the necessary testing and BCP testing.

## <<$CA\_SiteMinder>>

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Review SiteMinder Integration architecture for legacy AD integrations for Authentication, Single Sign on, Policy/Group based Authorization
* Review SiteMinder Configurations for Legacy AD Domains Integrations
* Identify if SiteMinder is installed on windows operating system and Windows Server belongs to any existing AD Forests, AD Domains
* Review SiteMinder other Components such as Proxy Server, Federation Server, Policy Server uses any Legacy AD Integrations
* Review SiteMinder Configurations such as Policy Domain, Realm, Request, Response headers if these configurations use Legacy AD Objects such as Users, Groups
* Identify if One or More Applications integrates with CA SiteMinder for Authentication, Course Grained Authorization and Single Sign on with other Web Based Applications
* Identify all places where hardcoded AD detail (host and port) or hardcoded IP address is used in your CA SiteMinder server

#### Migration strategy

Where CA SiteMinder used to connect legacy AD domain environment might be used they will need to be replaced from new AD domain. To achieve this, the application's technical team needs to

* Consult AD, Application Remediation team before making changes
* Consult AD Migration team for all changes required for CA SiteMinder such as Re-Hosting SiteMinder to new Windows Server connecting new AD Forest, Domain
* Consult AD team if CA SiteMinder infrastructure need major changes connecting to new AD Domain or can work with Legacy AD Domain till some time when Legacy AD Domain will sunset/retire/decommission completely
* Plan to make necessary changes for SiteMinder AD connectivity and SiteMinder Configurations
* Plan to coordinate with multiple Applications team for testing, validating Authentication, Authorization Use cases post SiteMinder connectivity is migrated to new AD Doman
* Perform the necessary testing and BCP testing.

## <<$Enterprise\_Sec>>

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identity if Enterprise Security Tool is installed on windows operating system and Windows Server belongs to any existing AD Forests, AD Domains
* Identify all places where hardcoded Legacy AD detail (host and port) or hardcoded IP address is used in your Enterprise Security server
* Identity all Service Accounts, Admin Accounts used from Legacy AD Domain
* Identify Authentication Methods used to connect Legacy AD Domain
* Identify if Enterprise Security Tool uses desktop security seamless sign on solution using Kerberos, NTLM

#### Migration strategy

Where Enterprise Security Tools used to connect legacy AD domain environment might be used they will need to be replaced from new AD domain. To achieve this, the application's technical team needs to

* Consult AD, Application Remediation team before making changes
* Consult AD Migration team for all changes required for Enterprise Security Tools such as Re-Hosting to new Windows Server connecting new AD Forest, Domain
* Plan to make changes for new AD Domain Connectivity
* Plan to make changes for hardcoded new AD detail (host and port) or hardcoded IP address is used in your Enterprise Security server
* Plan to make changes all Service Accounts, AD Groups, AD User Tree
* Perform the necessary testing and BCP testing.

## <<$Gateway (ESG)>>

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identity if ESG Gateway Server is installed on windows operating system and Windows Server belongs to any existing AD Forests, AD Domains
* Identify all places where hardcoded Legacy AD detail (host and port) or hardcoded IP address is used in your ESG Gateway server
* Identity all Service Accounts, Admin Accounts used from Legacy AD Domain
* Identify Authentication Methods used to connect Legacy AD Domain
* Identify if ESG Gateway Server uses desktop security seamless sign on solution using Kerberos, NTLM

#### Migration strategy

Where ESG Gateway used to connect legacy AD domain environment might be used they will need to be replaced from new AD domain. To achieve this, the application's technical team needs to

* Consult AD, Application Remediation team before making changes
* Consult AD Migration team for all changes required for ESG Gateway Server such as Re-Hosting to new Windows Server connecting new AD Forest, Domain
* Plan to make changes for new AD Domain Connectivity
* Plan to make changes for hardcoded new AD detail (host and port) or hardcoded IP address is used in your ESG Gateway server
* Plan to make changes all Service Accounts, AD Groups, AD User Tree
* Perform the necessary testing and BCP testing.

## <<$Ping\_SSO>>

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identity if Ping Federation SSO Server is installed on windows operating system and Windows Server belongs to any existing AD Forests, AD Domains
* Identify all places where hardcoded Legacy AD detail (host and port) or hardcoded IP address is used in your Ping Federation SSO server
* Identity Ping Federation SSO Server issues SAML, WS-Fed, OAUTH, OpenID token for Ping Federate SSO Server and whether Federation server connects Legacy AD Domain
* Validate if SAML, WS-Fed, OAUTH, OpenID token contains attributes from Legacy AD Domain
* Identity all possible Legacy AD domain objects such as AD container, AD Groups, Service Accounts used by Ping Federation SSO Server
* Identify if One or More Applications integrates with Ping Federation SSO Server for Authentication, Federation Single Sign on with other internal, external partner Applications

#### Migration strategy

Where Ping Federate SSO used to connect legacy AD domain environment might be used they will need to be replaced from new AD domain. To achieve this, the application's technical team needs to

* Consult AD, Application Remediation team before making changes
* Consult AD Migration team for all changes required for Ping Federate SSO Server such as Re-Hosting to new Windows Server connecting new AD Forest, Domain
* Consult AD team if changes to Ping Federate SSO Server re-hosting needed till the time Legacy AD Domain completely retired/decommissioned or can work in parallel
* Plan to make changes for SAML, WS-Fed, OAUTH, OpenID configurations if Ping Federate SSO Server leverages attributes (User, Groups)
* Perform the necessary testing and BCP testing.

## <<$Centrify>>

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identity if Centrify Server is installed on windows operating system and Windows Server belongs to any existing AD Forests, AD Domains
* Identify all places where hardcoded Legacy AD detail (host and port) or hardcoded IP address is used in your Centrify server
* Identify all Service Accounts, Permission Groups, Security Groups from Legacy AD domain used to run Centrify Services
* Review Centrify Architecture related to legacy AD Integrations such does Centrify require
  + Legacy AD User/Password to Login to Centrify
  + Does Centrify protects privileged accounts from legacy AD such as Service Accounts, Server Admin Accounts, Local Windows Server Accounts
  + Does Centrify provides one time access to Servers Accounts based on Password Rotation Policy
  + Identify how many Windows Server, Admin Accounts managed by Centrify

#### Migration strategy

Where Centrify used to connect legacy AD domain environment might be used they will need to be replaced from new AD domain. To achieve this, the application's technical team needs to

* Consult AD, Application Remediation team before making changes
* Consult AD Migration team for all changes required for Centrify Server such as Re-Hosting to new Windows Server connecting new AD Forest, Domain
* Consult AD team if changes to Centrify Server re-hosting needed till the time Legacy AD Domain completely retired/decommissioned or can work in parallel
* Consult AD team to obtain new List of Service Accounts, Permission Groups from new AD Domain and plan to change the configurations
* Plan to make entire Privileged Account Management process change related to managing Service Accounts, Admin Accounts from all in scope Windows Server
* Perform the necessary testing and BCP testing.

## <<$ADFS>>

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Review Windows Servers versions and ADFS versions such ADFS 2.0, ADFS 3.0, ADFS 4.0
* Identify all Domain Security/Permission Groups and Service Accounts needed to run ADFS Services
* Identify does ADFS provides all or any Federation protocol such SAML, WS-Fed, OAuth, OpenID
* Identify if Application Authentication, Single Sign on is implemented using Windows Identity Foundation (WIF) which consumes, validates federation protocol from ADFS Server. Also validate Windows Identity Federation Utility is used by Application’s source code, configurations
* Identify Legacy AD Domain OU container for Users, Groups against which ADFS validates Users Credentials
* Validate if ADFS server connected to Legacy all AD Domains or specific AD Domain. Also check if AD one Way Cross Domain Trust or Two way Cross Domain Trust is established

#### Migration strategy

Where ADFS (Active Directory Federation Service) used to connect legacy AD domain environment might be used they will need to be replaced from new AD domain. To achieve this, the application's technical team needs to

* Consult AD, Application Remediation team before making changes
* Consult AD Migration team for all changes required for ADFS Server such as Re-Hosting to new Windows Server connecting new AD Forest, Domain
* Plan to make changes for Domain Security/Permission Groups and Service Accounts needed to run ADFS Services
* Work with Application team for changes, validation and testing need related to Windows Identity Foundation (WIF), Windows Identity Federation Utility
* Plan to make changes for Federation configurations such as attribute, authentication, assertion statement for SAML, WS-Fed, OAuth, OpenID
* Plan to make changes for New AD Domain OU container for Users, Groups against which ADFS validates Users Credentials
* Perform the necessary testing and BCP testing.

## <<$Essso>>

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identify all Domain Security/Permission Groups and Service Accounts needed to run ESSO (Enterprise Single Sign on) Services
* Identify how many Platforms, Applications uses Enterprise Single Sign on Services
* Identify which are the Legacy AD Domains ESSO server is connected
* Identify Legacy AD Domain OU Containers for Users, Groups against which Users login to Platforms, Applications using ESSO Server Agents
* Identify if for enterprise, desktop SSO solution any Kerberos, NTLM authentication used and any SPN (Service Principal Name) is configured

#### Migration strategy

Where ESSO (Enterprise Single Sign on) Solution used to connect legacy AD domain environment might be used they will need to be replaced from new AD domain. To achieve this, the application's technical team needs to

* Consult AD, Application Remediation team before making changes
* Consult AD Migration team for all changes required for ESSO Server such as Re-Hosting to new Windows Server connecting new AD Forest, Domain
* Plan to make changes for New AD Domain OU Containers for Users, Groups against which Users login to Platforms, Applications using ESSO Server Agents
* Plan to make changes in ESSO server for Service Accounts, Domain Security Groups
* Plan to change all SPN settings for Kerberos constrained delegated authentication
* Perform the necessary testing and BCP testing.

## << $Other>>

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identify which Other Authentication Type used such as any centralized Authentication Framework, centralized Single Sign on Framework, Any Custom development Authentication Framework which is integrated with Legacy AD Domain
* Identify if Other Authentication Server/Framework requires any Service Accounts, Admin Accounts, Domain Security Groups from Legacy AD Domain
* Identify Other Authentication Server/Framework use cases related to Legacy AD Domain such as AD OU Container, User Tree, Group Tree
* Identify if Custom Authentication Framework supports Kerberos, NTLM Authentication for which SPNs are set up

#### Migration strategy

Where Other Authentication Server used to connect legacy AD domain environment might be used they will need to be replaced from new AD domain. To achieve this, the application's technical team needs to

* Consult AD, Application Remediation team before making changes
* Consult AD Migration team for all changes required for Other Auth Server such as Re-Hosting to new Windows Server connecting new AD Forest, Domain
* Plan to make changes for New AD Domain OU Containers for Users, Groups against which Users login to Platforms, Applications using Other Auth Server
* Plan to make changes in Other Auth server for Service Accounts, Domain Security Groups
* Plan to change all SPN settings for Kerberos constrained delegated authentication
* Perform the necessary testing and BCP testing.

## << $Does not use AD for any authentication>>

Application doesn’t use AD based authentication, no change required

## Local Accounts Creation

## <<$Yes>>

This application use local Computer account, Please find the below Considerations and migration Strategy.

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Identify if your Application Deployed on Server which don’t require Admin, Service Accounts from legacy AD Domain
* Identify Application Server hosted machine authentication by Local Computer Accounts and Location Admin Groups
* Validate with legacy Domain AD team if Local Computer Accounts are Synched offline to Legacy AD Domain OU Containers
* Validate Domain Servers of Local Accounts and will have any impact post new AD

#### Migration strategy

Where Local Computer Accounts used to connect legacy AD domain environment might be used they will need to be replaced from new AD domain. To achieve this, the application's technical team needs to

* Consult AD, Application Remediation team before making changes
* Consult AD Migration team for all changes required for Application Server such as Re-Hosting to new Windows Server connecting new AD Forest, Domain
* Plan to make changes for all Local Computer Accounts if these Accounts are synchronized to AD Domain
* Perform the necessary testing and BCP testing.

## <<$No>>

Application doesn’t use any local computer account, no changes are required

## Application Dependency

## <<$Yes>>

This application is having dependency with other application, Please find the below Considerations and migration strategy.

#### Considerations

As part of Active Directory One Domain Consolidation, all current AD Domains and Forests will be migrated to Single Forest and One Root AD domain. As part of Phase 1, assessment for 135 domain controller and 3 AD Domain is in progress.

After Phase 1, new AD domain design will be ready and as part of Phase 2 all Legacy AD domain will be migrated to new AD Domain. Please see below considerations for Application remediation

* Your Application technical teams are aware of the programme for AD One Domain Consolidation
* Find out which Centralized Authentication Server, Framework has your Application dependent and indirectly uses Legacy AD Domain
* Find out Application has authentication dependency on a local login script being executed
* Identify all places where host details (FQDN, DN, host, port etc.) are used in the Application configuration from Legacy AD Domain
* Validate if Application has Legacy AD Dependency such as Users of Application Authenticate against Legacy AD

#### Migration strategy

Where Other Application is dependent on your Application which is used to connect legacy AD domain environment might be used they will need to be replaced from new AD domain. To achieve this, the application's technical team needs to

* Consult AD, Application Remediation team before making changes
* Consult AD Migration team for all changes required for Application Server such as Re-Hosting to new Windows Server connecting new AD Forest, Domain
* Validate other Application Dependency Authentication against Legacy AD and plan to make changes in all the places where AD OU Container, User Tree, Group Tree, Service Accounts, AD Groups used
* Perform the necessary testing and BCP testing.

#### Considerations

* Is there are Migration strategy
* Update the client configuration with AD details of new domain and/or server.
* Perform the necessary testing and BCP testing

## <<$No>>

* Application doesn’t have any Dependency , no change are required

# Migration Wave/s

This application come under **<<$WAVE\_NUMBER>>**  for application migration.

* The application **<<$App\_name>>** is considered part of **<<$Wave\_number>>** for the migration and planned to migrate into new domain by <**<$Date>>** tentatively.

# References

## Request for new server

* Step1
* Step2

## Request for new service/technical account

* Step1
* Step2

## Request for local share

* Step1
* Step2

## Request for **shared mailbox**

* Step1
* Step2

## Request for new DL

* Step1
* Step2

## Request for file/folder/registry permissions

* Step1
* Step2

## Support Information

|  |  |
| --- | --- |
| **Support Category** | **Contact Information** |
| Application owner | <<App\_OwnerName>> |
|  |  |
|  |  |