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## 前言

大家好，这篇是系列分享第三篇。之前两篇分别分享了企业安全建设的整体框架以及应用安全建设的框架。这篇来分享一下应用安全建设的落地实操。

## 落地准备

在进行实际的应用安全工作落地之前，有两方面的准备工作要做。一方面是思想准备，一方面是落地的逻辑方案准备。

### 思想准备

先说思想方面的准备。我们知道，网络安全的建设工作，不是安全部门自己能完全cover住的，安全部门发现问题，但是问题的整改，还是需要其他部门进行落地整改。不管是整体企业的网络安全建设，还是单一方面的应用安全建设，都是需要多部门协同配合的工作。

而多部门的协同配合，在任何项目，任何工作，任何公司，都是一件很麻烦的事情。为了解决其中的麻烦，国外最早出现了PMO这个角色，国内有些大公司也开设PMO岗位。但是对于一些中小公司，就没有专门的PMO了。

所以中小企业的安全部门，要自行去推动其他部门进行安全建设的配合与落地。

安全部门扮演了整体公司安全事务的领导者的角色，但是没有领导者的权限，也没有人去帮助安全部门推动其他部门进行协同落地。

这些事情都需要安全自己来做。

而落地这些事情，更多的是需要沟通能力、说服能力、耐心等等技术之外的能力。

应用安全的落地，牵涉到的其他部门角色，至少有产品、开发、测试、运维四种角色。

所以工作开始之前，要有心里相关的心里预期。

### 方案准备

另一个方面的准备，是落地的实操方案准备。

准备内容除了之前两篇文章讲的内容，还需要更细的实际落地的方法论。

即我们要知道，应用安全建设里边，更细节的应用生命周期里边的落地的工作内容有哪些。如安全部门能独立完成的部分是哪些，牵涉到其他部门的内容是哪些？生命周期的各阶段，什么部门需要做什么事？这些事，对于其他部门的价值是什么？他们为什么要配合？哪些东西是安全的底线，哪些东西是可以跟部门商量的，如何跟其他部门沟通配合，如何实操落地工作内容等等等等

## 落地实操举例

这里举例一个实操过程，欢迎大佬们指指点点。

### 应急及领导的需求调研处理

在整体企业建设方案制定的过程中，我们调研了公司层面是否需要安全应急，以及公司层面有没有什么迫切的安全需求。

安全事件应急，以及安全需求可能对应着应用安全这个方面。

这时候我们需要评估，这些事务是否是能够短时间内处理掉的东西。

如果是个短期能处理的东西，就先处理这个。如果是需要体系化建设才能处理，才能满足的需求事务，那么它就是一个长期的工作。那么就应该把具体的事务放到整体建设方案里。优先级调高。

### 熟悉人员

应用安全的落地建设，我们至少需要认识产品，开发，测试，运维的领导。

可以请领导带着安全跟产品，开发，测试的领导认识一下，简单对齐一下信息。留一下联系方式，便于后期的沟通以及工作开展。

### 宣讲会

认识各部门领导后，找时间把所有领导拉到一起开个会，讲一下公司要开始进行应用安全的建设了。

会议应该讲清楚为什么做应用安全，它的意义价值是什么。应用安全建设的方法论是什么，在应用生命周期的各个阶段分别牵涉的角色是什么，各阶段安全要干什么，产品，开发，测试要干什么。跟大家讲一下，计划里各个业务的优先级顺序是怎样的。

宣讲会的目的，是安全跟大家对齐一些信息，让大家心里有个谱，方便后续的配合协作。

### 调研梳理+校对信息

趁着已经把大家拉到一起了，可以趁机会，让大家跟安全这边，也对齐一下信息。

会议之前，安全部门自己可以使用技术手段，先梳理一下公司所有的应用。

这时候让大家校对一下应用信息对不对，全不全，有没有补充。

然后调研一下，各领导他们自己有没有什么需求，探讨一下应用优先级顺序。

就可能，虽然某应用的业务排序不高，但是这个应用的用户量级很高，所以它的优先级应该比较高。

### 确定沟通协调机制

一个会议可能搞不定这些事，而且一些具体的工作事务，可能不需要每次都找领导。可以让领导们在自己部门里定一个安全的对接人，安全部门后续的会议，跟一些工作的对接，可以找这个对接人来做。

### 建设应用发现的能力

安全部门应该建设自己的应用发现的能力。

应用安全建设，安全部门必须要有要发现新项目，发现新更新，发现应用的能力，这样才能实现对所有应用的覆盖。

能力建设可以通过管理方面，在工作流程上做一些建设，让产品、业务、开发、测试他们及时通知安全。

也可以通过技术方面，进行一些监控建设，能实时监控，以发现新项目，新更新，应用的增减。

### 具体应用方案的制定

在应用梳理完成，优先级确定好之后。

安全可以按优先级，针对具体业务的具体应用，制定细化的安全建设方案。确定其具体应用，安全建设的重点。不同应用，类型可能不同，重点等都可能不同。

### 具体方案讲解

可以跟这个应用的方案涉及的其他部门的工作实施人员，讲解一下这个方案。

讲好安全要做什么，技术这边的人要做什么。优先级是什么，时间预期是什么。这样方便实施人员事先了解，以进行工作安排。

### 落地执行

对于单个应用，工作有渗透、代码审计、加壳加固、培训、漏洞修复、监控、审计等等SDL内容。

对于整体的应用安全，应该建设整体的安全管理与运营体系。比如如下系统：

统一的安全管理及运营系统，统一的应用备案系统，统一的开发流程系统，统一的安全提测系统，统一的漏洞修复管理系统，统一的SRC，统一的加壳加固系统，统一的上下架系统，统一的代码库，统一的发版发布系统等等。

### 持续运营

要对应用安全进行持续运营，比如以上系统的运营，安全设备的运营，跟进漏洞修复，跟进更新，跟进新项目等等

### 合理分配资源

应用安全建设要注意合理的分配资源。

在针对某应用的安全建设到达一定水位后，最好将资源投入到其他应用中。

在整体应用安全建设到达一定水位后，最好将资源投入到其他方面的安全建设中去。

这样处理，能够最大发挥资源的性价比。

## 总结

安全不是单个部门的事

安全要把安全事务分配好，领导好，做好安全建设的领导工作

方案提前讲好，让其他部门有数

建立好沟通协调机制，随时沟通，及时信息互通

安全意识的培训培养

让其他部门发现自己的安全工作的价值

安全要营造和谐配合的氛围

注意投入产出比，灵活配置资源。

## QA

弟弟失业中，目前在上海，正在找工作。大佬们如果感觉我符合您的需求的话，欢迎联系我 VX：qinbingjie1101