# 应用安全

## 理解

应用安全对象是应用，围绕着应用生命周期进行。

应用安全中，纯技术体系的内容较少，效果也比较有限，更多的是管理加技术体系才能发挥效果的内容。

落地应用安全理念，安全介入应用开发的各阶段，在应用生命周期的各阶段对其进行安全检查与保护。

体系建设完成后，需要对实际运行效果负责。可以从漏洞检出率、安全培训效果、安全开发实现效果、新功能漏洞数量、代码审计漏洞检出率、渗透测试检出率、漏洞修复效率、安全流程CICD自动化程度等指标判断薄弱环节。

应用安全包含管理体系，技术体系，运营体系。

## 人选要求

有实际的SDL/DevSecOps落地经验，有从零搭建落地的能力，越全面越好。

有体系运作经验，能够从体系中发现关键安全指标、参数、结果，从一堆运营数据中找到关键数据，以此为基础，持续改进SDL，为结果负责。

从当前现实中，快速准确的找到关键点。要有设计架构经验，能够完成相关设计架构工作。提出问题的能力，比解决问题的能力重要。想明白需要什么，为什么需要，提出功能需求的能力，比实现功能需求能力重要。

因为应用的更新性，应用与业务的绑定性，业务变化性等，应用安全对能力要求较高，对经验要求不高。每个公司的情况不一样，没法照搬。

## 落地

一般是先进行纯技术体系的落地，然后是运营体系，然后是管理体系。

### 技术体系

渗透测试，纯技术内容，时间短，见效快，而且位于应急范畴。

威胁建模，同安全设计一同实现。

代码审计，可构建pipeline，集成到CICD中，审计每次提交，实现自动化审计。也可周期性审计整个项目代码。

依赖检查，可随代码审计一同进行。

静态动态审计，可集成到CICD中。

异常行为审计，可借助日志，搭建审计系统，SEIM，按业务/用户/应用创建不同的审计规则，发现异常行为。

安全加固，在不同阶段有不同的加固技术，有混淆、加密、加壳、完整性检查、waf、网关、身份认证等。

应急响应，很普通，没啥说的。

持续安全感知，针对不同资产，有多方面的不同感知技术，如DLP、EDR、HIDS、流量检测、蜜罐、cpu内存监控等。

持续扫描及监控，针对不同资产，有不同技术，如代码的GitHub监控，服务器的端口监控，对域名的扫描等，很普通，没啥说的。

持续安全运营，真正发挥安全体系的价值，持续发现并处理安全问题。进一步有，通过数据发现应用开发中的突出问题，薄弱点。再进一步有，实现运营的自动化。比如waf发现某IP在扫描某个域名，可利用接口实现自动化拉黑24小时。比如业务日志发现，爬虫在爬取数据，可将爬虫IP拉黑或用户拉黑24小时。

### 安全运营初步建设

安全培训，持续运营，自动化，处理漏洞及问题。积累数据，根据数据持续优化。

### 管理体系

安全培训、安全需求、安全设计、应用发布、安全风险管理，是属于管理体系，要构建应用安全的工作流，保证产品、开发、测试及运维与安全的沟通同步。

威胁建模、静态动态审计、代码审计、依赖检查、渗透测试、异常行为审计、安全加固（waf，容器安全，镜像安全等）、应急响应、持续安全感知（运行时安全）、持续安全扫描及监控、持续安全运营处理，是属于技术体系建设。

培训部分可录成视频，周期性季度性培训，也可在新员工入职、项目立项后、项目测试等节点进行培训，对应有相关安全考试题进行培训效果检查。

安全需求（合规，安全架构，CIA，审计）可在项目立项会议上，随产品需求一同提出。

安全设计评估，可与开发架构师在架构阶段一同实现。

应用发布，应当借助系统进行发布，任何人都不应该有应用商城的账号。应当借助审批流，实现应用发布，经产品经理、开发测试、安全等环节审批后，实现自动发布到所选商城。

安全风险管理，可借助系统实现安全风险的跟进处理。如内部漏洞管理系统。

## 细节见excel文档