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**第一章** **总则**

第一条 为加强某某全体员工对数据安全保护的基本意识，明确员工使用公司数据过程中的安 全职责， 结合《某某集团员工红线七条》、《某某集团干部作风管理五条》 、《集团信息 安全规定》 的相关要求， 集团安全团队及人力资源中心共同制定本规定。

第二条 基本原则： 公开、公平、公正。

第三条 适用于某某全体员工。

**第二章** **职责及权限**

第四条 集团安全团队的职责和权限：

1. 一旦发现员工有数据泄露行为，由集团安全团队根据泄露信息的影响来确定风险等级；

2. 负责《集团信息安全规定》学习教材、考试细则及考试题目的编撰， 更新、 监控、排查和

定级数据泄露事件，上报结果给集团人力资源中心；

第五条 集团人力资源中心的职责和权限：

1. 对违反《集团信息安全规定》的当事人，根据集团安全团队的风险定级进行追责。

2. 负责组织员工对《集团信息安全规定》的学习和考试， 根据考试结果安排员工的转正及晋 升：

1) 对于新员工，在转正期内组织其参加《集团信息安全规定》 的线上学习和考试，考试 不通过不能转正。

2) 对于在职员工， 每年集中安排一次《集团信息安全规定》 的线上学习和考试， 考试不

通过不能晋升。

第六条 团队管理者的职责：

1. 监督团队成员参加《集团信息安全规定》的学习和考试

2. 推进安全事件的有效解决 第七条 员工职责：

1. 员工有义务保护公司的保密信息、知识产权及相关信息，确保公司信息只用于工作目的， 严格遵守在入职时签署的劳动合同中保密协议的要求。

2. 员工应保管好公司信息资产（对信息资产的界定以《集团信息安全规定》中相关条款为 准），将保密或重要资料上锁，未经批准的人员不得查看。

**第三章** **数据泄露行为的定级**

第八条 数据泄露行为定级

1. 一类风险：

1) 泄露的信息直接导致公司被处罚或者直接的经济损失；

2) 泄露公司用户信息，如姓名、联系方式 、 家庭住址、 身份证号、 银行 卡号 等；

3) 泄露的信息可被直接用来获取公司业务数据、内部项目文档、源代码、登录公司邮箱 或公司内部系统；

4) 泄露公司服务器地址、用户名、密码等；

5) 泄露员工花名册中的信息， 如联系方式，身份证信息， 绩效信息，薪酬信息等；

6) 在公共场所谈论公司业务数据、人才数据等相关的话题；

7) 机密文件/信息随意放置和处理。

2. 二类风险：

1) 泄露邮箱账户， 但没有泄露邮箱密码的情况；

2) 泄露员工姓名、部门、性别等基本信息。

第九条 如有争议将征求当事人所属事业部技术负责人的意见， 最终以和集团安全团队达成一致 的结果为准。

**第四章** **数据泄露行为的处罚**

第十条 集团人力资源中心将根据数据泄露行为的定级结果和员工岗位职级来执行处罚方案：

1. 对于一类风险，

a) 对于第一次触犯的员工，给与书面警告，在全集团范围内通报， 并且取消当年的晋升 和调薪机会；

b) 对于第二次触犯的员工， 视为严重违反公司制度， 公司可以解除劳动合同。

2. 对于二类风险，

a) 对于第一次触犯的员工， 根据不同职级给出处罚： 在 1 -2 级别的罚款 100 元/次， 职 级在 3 级别及以上的罚款 300 元/次， 并给与书面警告。

b) 对于第二次触犯的员工，在全集团范围内通报，并取消当年的晋升和调薪机会。

**第五章** **附则**

第十一条 集团各全资子公司参考本《数据防泄漏管理规定》执行，具体实施细则由集团人力资 源中心根据实际情况做出调整。

第十二条 本《数据防泄漏管理规定》未尽事宜， 按照国家有关法律、法规及公司《章程》规定 执行。

第十三条 本《数据防泄漏管理规定》由集团执委会授权集团安全团队和人力资源中心草拟、修 订及解释。

第十四条 本《数据防泄漏管理规定》自发布即日起开始执行。

某某集团安全团队&人力资源中心 2018 年 12 月 6 日