# 单选题：

1. 在防范病毒时，以下哪些活动是不允许的？ **A**

A. 停止或卸载防病毒软件

B. 及时安装系统补丁

C. 安全软件开启自动升级

D. 进行手动的病毒扫描

2. 以下哪种行为可能会导致感染或传播病毒？  **B**

A. 开启杀毒软件

B. 从网盘下载并安装软件

C. 升级病毒库

D. 开启系统自动更新

3. 离开电脑时，我们应该  **C**

A. 拨除电源

B. 遮挡显示器

C. 锁定计算机

D. 关闭显示器

4. 下面哪项不是强密码的条件  **A**

A. 必须包含6位随机字母

B. 长度大于等于8位

C. 包含大小写字母、数字和特殊符号

D. 不包含个人特征码，如姓名生日

5. 以下关于密码安全的说法，错误的是 **D**

A. 一般情况下，设置密码时，需要保证密码最小长度为8位

B. 最长90天进行一次密码更改

C. 密码必须包含数字、大小写字母及特殊符号

D. 为避免遗忘，可以将密码设置为生日、电话号码等容易记忆的内容

6. 有哪些设置可以提高邮箱使用安全性 **D**

A. 设置开启异地登录提醒

B. 设置开启安全登录验证

C. 按照强密码要求设置邮箱密码

D. 以上全是

7. Windows键+L 是什么操作的快捷键？ C

A. 打开我的电脑

B. 打开进程管理器

C. 锁屏

D. 注销

8． 为什么需要定期修改密码？ **D**

A. 确保不会忘记密码

B. 降低电脑受损的机率

C. 遵循公司的安全政策

D. 防止密码被破解或泄露后被长期利用

9. 当邮件中存在附件时，我们不应该怎么做 **A///待定，未录题**

A. 可以直接打开附件

B. 可以直接下载附件

C. 可以使用预览功能查看附件

D. 先进行杀毒再打开附件

# 对错题：

1. 信息安全的科普是有利于个人以及公司的，应该遵循集团信息安全规定 A

A. 正确

B. 错误

2. 工作电脑中并没有什么敏感资料，所以系统的更不更新无所谓 B

A. 正确

B. 错误

3. 工作电脑磁盘太小，磁盘不够用时，可以把杀毒软件卸载，以后再装。 B

A. 正确

B. 错误

# 多选题：

1. 以下哪种不属于弱密码？  **CD**

A. 12345678

B. Abcdefg123

C. manage@$&\*(123A

D. Qw!bydp00dwz1

**2. 当一个陌生同事突然给你发了一封带附件的邮件并要求你进行一系列操作时，应该怎么做？ ABC**

**A. 通过其他途径联系此同事，确认邮箱没有被盗**

**B. 操作涉及敏感信息时，要请领导做相关决定**

**C. 打开附件之前，对附件进行病毒扫描**

**D. 直接按照要求进行操作**

3. 关于账号密码，下列哪种做法是错误的？ ACD

A． 系统账户设置默认密码

B． 发现密码疑似泄露，应及时更换密码

C． 将自己的账号借给他人使用

D． 借用他人的高权限账号方便工作

4. 关于邮件，下面哪几种情况需要注意网络安全问题？ ABC

A． 公司领导突然用非公司邮箱给我发邮件指示我做一些事

B． 邮箱收到一封邮件，内容是中奖领取通知

C． 邮箱收到一封法院通缉令，让我转账并配合调查

D． 邮箱收到领导的下周工作安排内容