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H.W. #9: Weak RSA Moduli bug

For what I got out of the article, there was a supposed vulnerability in RSA, independently found by [Arjen Lenstra and James P. Hughes](http://eprint.iacr.org/2012/064.pdf), and [Nadia Heninger](https://freedom-to-tinker.com/blog/nadiah/new-research-theres-no-need-panic-over-factorable-keys-just-mind-your-ps-and-qs). Should their original claim have been the whole story, we would all be in BIG trouble. However, they later posted results that this bug had made itself manifest only because of poor public key design. That is how attacks were successful. These attacks went under the assumption that the RSA private key was shared between two public keys. The researchers then assured the public that there was nothing wrong with any website on the internet.

The article went on to explain how the researchers found this fact out by explaining the basics of RSA, then to explain how they compared each RSA key against every other RSA key on the Internet. It was a staggeringly large number, but their algorithm was able to do all of the comparisons simultaneously.

Lastly, the lesson/ message of the article was shared. The article explained that the real problem did not have root in RSA itself, but in the expired certificates and bad public keys that brought about this phenomenon. The real problem was in fact basic key management. If public keys are not enrolled into the global PKI managed by the Certificate Authorities, there is going to be more problems than just this obscure weak RSA moduli bug. Most any data can be compromised if the parties involved do not use proper certificate and key distribution, which is usually the common case of nearly all security breaches.