# WCF End-to-End

This course uses a small core framework and data access layer which are not developed on-screen. These projects are available in their entirety with the source downloads for each module.

The database used by most of the modules is included in the source downloads for module 01.

For the convenience and aid of those with standard subscriptions, the core framework, data access layer, and database are all available at the following location.

<http://www.github.com/miguelcastro67/pluralsight--wcf-core>

The **demos.zip** file contains source folders for the **Complete** and **Starter** solutions. Every module begins with the code in the **Starter** solution and ends with it in its **Complete** form.

The **GeoLib.ConsoleHost** project in modules 04 and higher has an **app.config** with a connection string. When you attach your database, you must change this connection string appropriately.

All projects are configured for .NET 4.5.1 and all NuGet packages updated as of end of January 2015. If you’re downloading the code much after that date, you might need to perform a NuGet update if you’ve performed a Visual Studio update later than .NET 4.5.1. As of this time, there are no indications that any of these solutions will give any issues under Visual Studio 2014.

All solutions have had NuGet Package Restore enabled so you MUST rebuild them in full upon first opening.

This module uses a test user called **WcfUser**. This user is simply created in the Computer Manager -> Users & Groups. Create a user called **WcfUser** and give it a password of **dotnet**.

There are additional files included in the download set that are used in this module.

* **Certs.msc**  
  Viewer app for certificates store.
* **Makecert.exe**  
  Executable for certificate creation.
* **CreateCert.cmd**  
  Batch file for certificate creation
* **WcfEndToEnd.cer**  
  Certificate generated for the Complete solution
* **WcfEndToEndPrivateKey.pfx**Certificate private key
* **PublicKey.cer**  
  Public key export for above certificate

If you intend to run the Complete Internet solution AS-IS, you must follow the following directions first:

1. Open the certificate store app, Certs.msc.
2. Open Certificates (Local Computer) -> Trusted Root Certification Authorities -> Certificate
3. Right-click on Certificates and select All Tasks -> Import
4. Click Next and select file to import.
   1. You will need to select \*.pfx extensions in the dropdown
   2. Browse to the file WcfEndToEndPrivateKey.pfx
5. Click Next
6. Enter password: dotnet
7. Click Next
8. Continue through wizard keeping all default values

This should install the WcfEndToEnd certificate in the Trusted Root store

The following script generates a certificate in the Root store.

makecert.exe -sr LocalMachine -ss Root -pe -sky exchange -n   
 "CN=WcfEndtoEnd" WcfEndToEnd.cer

To store the above-generated certificate in the Personal store, change **Root** to **My**.

Again it is important that you watch this module before attempting to run the “Complete Internet” demo. The certificate must be generated on your machine, its public key exported and place into the client’s app.config. This is all explained and demonstrated in detail.

Thank you for watching.
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