--oplossen ACL-issue:

begin

DBMS\_NETWORK\_ACL\_ADMIN.ADD\_PRIVILEGE(acl => 'httpacl.xml',

principal => 'UNILAB',

is\_grant => true,

privilege => 'connect');

end;

/

commit;

--assign ACL voor een HOST

BEGIN

dbms\_network\_acl\_admin.assign\_acl (

acl => '**httpacl.xml**',

host => 'ensidoc.vredestein.com',

lower\_port => null,

upper\_port => null

);

END;

commit;

--controle ACL

select \* from dba\_network\_acls;

testupload.vredestein.com 80 8080 /sys/acls/**httpacl.xml** 90839E28F63344CA865C71BAF98ACBC1

172.16.0.5 25 25 /sys/acls/mailserver\_u\_acl.xml 8E47A68553AE45EFB83E72B39D270612

172.30.2.5 25 25 /sys/acls/mailserver\_u\_acl.xml 8E47A68553AE45EFB83E72B39D270612

172.30.0.9 8080 8080 /sys/acls/httpacl.xml 90839E28F63344CA865C71BAF98ACBC1

172.30.69.44 80 8080 /sys/acls/httpacl.xml 90839E28F63344CA865C71BAF98ACBC1

172.30.30.3 80 8080 /sys/acls/httpacl.xml 90839E28F63344CA865C71BAF98ACBC1

172.30.65.137 80 8080 /sys/acls/httpacl.xml 90839E28F63344CA865C71BAF98ACBC1

172.30.0.37 80 8080 /sys/acls/httpacl.xml 90839E28F63344CA865C71BAF98ACBC1

ensidoc.vredestein.com 80 8080 /sys/acls/httpacl.xml 90839E28F63344CA865C71BAF98ACBC1

Ik heb nog een paar ip adressen “vertaald”

172.30.0.37 limsclient - noodzakelijk voor interface met meetinstrumenten

172.30.65.137 huawei y6 – Geen idee!!

172.30.30.3 rossingh\_02979.apollotyres.com – pc van Teunis. Nu van Wilfred?

172.30.69.44 tc\_qp01066.vredestein.com – Geen idee

172.30.0.9 sapack.vredestein.com – Geen idee

172.30.2.5 ensdmail01.vredestein.com - Mailserver (maar hoe lang nog??)

172.16.0.5 ?? – Oude mailserver???

SELECT \* FROM dba\_network\_acl\_privileges where principal='UNILAB';

ACL ACLID PRINCIPAL PRIVILEGE IS\_GRANT INVERT START END

/sys/acls/**httpacl.xml** 90839E28F63344CA865C71BAF98ACBC1 UNILAB connect true false

/sys/acls/**mailserver\_u\_acl.xml** 8E47A68553AE45EFB83E72B39D270612 UNILAB connect true false