**Exploitation Using MSF Payloads**

**Objectives**

Go back to previous labs, but this time instead of using the given payload which generates a message box, use the shellcodes you learned to generate in lab#18.

**Part #1 – Exploiting VUPlayer using Different MSF Payloads**

Using Metasploit, test the exploit you wrote for the VUPlayer but this time with other payloads such as a **reverse\_tcp** and **meterpreter**. Adjust your python exploit to include the new payload you created.

**Deliverable #1:** submit the commands and the final code used

**Part #2 – Exploiting miniHTTPd using Different MSF Payloads**

Using Metasploit, test the exploit you wrote for the miniHTTPd Server but this time with other payloads such as a **reverse\_tcp** and **meterpreter**. Adjust your python exploit to include the new payload you created.

**Deliverable #2:** submit the commands and the final code used

**Deliverable #3:** Please reflect back on what you learned from this assignment.