Change project Java to PHP :-

1. Firstly we setup Apache PHP Server. Check all ssl , set up php ini file and change cron jobs in Server .

--------2 working days

1. We change all code into PHP. Its time taken because we have 200 and above file in each module and we work in almost all files.
2. We mention some security issues like :
3. Work on preventing SQL Injection Attacks.
4. Work on User input validation Attacks.

**3.** Work on against XSS (Cross Site Scripting) Attacks**:-**

## Also known as XSS, the attack is basically a type of code injection attack which is made possible by incorrectly validating user data, which usually gets inserted into the page through a web form or using an altered hyperlink. The code injected can be any malicious client-side code, such as JavaScript, VBScript, HTML, CSS, Flash, and others. The code is used to save harmful data on the server or perform a malicious action within the user’s browser.

## 4. Work on against CSRF (Cross Site Request Forgery) Attacks:-

## Cross-Site Request Forgery (CSRF) is a type of attack that occurs when a malicious web site, email, blog, instant message, or program causes a user’s web browser to perform an unwanted action on a trusted site for which the user is currently authenticated. The impact of a successful CSRF attack is limited to the capabilities exposed by the vulnerable application. For example, this attack could result in a transfer of funds, changing a password, or purchasing an item in the user's context. In effect, CSRF attacks are used by an attacker to make a target system perform a function via the target's browser without knowledge of the target user, at least until the unauthorized transaction has been committed.

## And so on …..

1. We convert whole project in PHP MVC framework for creating readable, consistent, code that helps you implement basic programming concepts like Separation of Concerns and Single Responsibility.

Whole process take 90 working days .