1. 修改防火墙：

CentOS7 默认使用firewalld防火墙

|  |
| --- |
| 启动： systemctl start firewalld  查看状态： systemctl status firewalld  停止： systemctl disable firewalld  禁用： systemctl stop firewalld  # 允许端口通过，参数permanent是永久有效，没有该参数，重启后无效  firewall-cmd --zone=public --add-port=21/tcp --permanent  # 重新载入防火墙  firewall-cmd --reload  # 查看端口状态  firewall-cmd --zone=public --query-port=21/tcp  # 删除 端口 设置  firewall-cmd --zone= public --remove-port=21/tcp --permanent |

1. 使用ftp，需要开放21端口，参见第1步：

|  |
| --- |
| # 安装  yum install vsftpd |

默认的FTP目录是： /var/ftp

还需要做如下操作

|  |
| --- |
| vi /etc/sysconfig/iptables-config  修改其中的内容：  IPTABLES\_MODULES="ip\_nat\_ftp" |

输入：modprobe ip\_nat\_ftp

创建用户：

useradd -d /data ftpuser -s /bin/false

passwd ftpuser

输入： chmod 777 /data

输入： getsebool -a | grep ftp 查看ftp配置，

输入：

setsebool allow\_ftpd\_anon\_write=1

setsebool allow\_ftpd\_full\_access=1

输入： vi /etc/vsftpd/vsftpd.conf

修改其中的内容：chroot\_local\_user=YES，chroot\_list\_enable=YES

1. selinux，很多权限问题都是这个和防火墙引起的

|  |
| --- |
| 临时关闭selinux  #setenforce 0  永久关闭，编辑/etc/selinux/config文件，将SELINUX的值设置为disabled  #vim /etc/selinux/config |

4、实时监听日志文件：tail -f uwsgi.log