To test this Google Chrome extension, follow these steps:

1. Open Google Chrome on your desktop.
2. Click on the “puzzle piece” in the top right corner and choose “Manage Extensions”.
3. Click on “Load unpacked” in the top left corner and choose the “Chrome Extension App” file.
4. Open the “Server” folder in the terminal (on Mac) or Command Prompt (on Windows).
5. Type “node index.js” in the terminal to start the server.
6. Open an email in Google Chrome. Click on the “puzzle piece” and choose the “Malicious Email Detection” extension. Click on “Scrape Email”. (It may take a few seconds to get a response and **you must replace the “YOUR\_GITHUB\_TOKEN\_HERE and YOUR\_API\_KEY\_HERE with your GitHub token and ChatGPT API key**).
7. Open a GitHub repository in Google Chrome. Click on the “puzzle piece” and choose the “Malicious Email Detection” extension. Click on “Scan Repo”. (Depending on the size of the repository, it may take a few seconds or minutes to get a response).