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**Part 1**

Answer 1:  
Printing the plaint text contents of the file shows the actual contents of the file on the console. It is segmented and formatted properly due to the presence of newline characters. Yes, the files are printable.  
Content:

*I've seen the world*

*Done it all*

*Had my cake now*

*Diamonds, brilliant*

*And Bel Air now*

*Hot summer nights, mid July*

*When you and I were forever wild*

*The crazy days, city lights*

*The way you'd play with me like a child*

*Will you still love me*

*When I'm no longer young and beautiful?*

*Will you still love me*

*When I got nothing but my aching soul?*

*I know you will, I know you will*

*I know that you will*

*Will you still love me when I'm no longer beautiful?*

*I've seen the world, lit it up*

*As my stage now*

*Channeling angels in the new age now*

*Hot summer days, rock 'n' roll*

*The way you play for me at your show*

*And all the ways I got to know*

*Your pretty face and electric soul*

*Will you still love me*

*When I'm no longer young and beautiful?*

*Will you still love me*

*When I got nothing but my aching soul?*

*I know you will, I know you will*

*I know that you will*

*Will you still love me when I'm no longer beautiful?*

*Dear Lord, when I get to heaven*

*Please let me bring my man*

*When he comes tell me that you'll let him in*

*Father tell me if you can*

*Oh that grace, oh that body*

*Oh that face makes me wanna party*

*He's my sun, he makes me shine like diamonds*

*Will you still love me*

*When I'm no longer young and beautiful?*

*Will you still love me*

*When I got nothing but my aching soul?*

*I know you will, I know you will*

*I know that you will*

*Will you still love me when I'm no longer beautiful?*

*Will you still love me when I'm no longer beautiful?*

*Will you still love me when I'm not young and beautiful?*

Answer 2:  
The ciphertext/output after encrypting the smallfile is not human readable, because this is actually the hash code of the byte array and contains special characters as well as alphanumeric characters. Yes, it is printable.  
Content: [B@11028347

Answer 3:  
Yes, it is printable and readable. But the base64 text is meaningless as it contains an unordered sequence of special characters and alphanumeric characters.  
Content: 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

Answer 4:  
Base64 encoding is not a cryptographic operation. In general, encoding is only a way to change the scheme of a format of data into another and will provide deterministic outputs and has no factor of security involved. Data can be encoded from one format to another by anyone. A cryptographic operation has a security factor involved that allows only specific people with the correct “key” to decipher the given data.

Answer 5:  
Yes. the decrypted string output is the same as the original contents of the file.   
Content:  
*I've seen the world*

*Done it all*

*Had my cake now*

*Diamonds, brilliant*

*And Bel Air now*

*Hot summer nights, mid July*

*When you and I were forever wild*

*The crazy days, city lights*

*The way you'd play with me like a child*

*Will you still love me*

*When I'm no longer young and beautiful?*

*Will you still love me*

*When I got nothing but my aching soul?*

*I know you will, I know you will*

*I know that you will*

*Will you still love me when I'm no longer beautiful?*

*I've seen the world, lit it up*

*As my stage now*

*Channeling angels in the new age now*

*Hot summer days, rock 'n' roll*

*The way you play for me at your show*

*And all the ways I got to know*

*Your pretty face and electric soul*

*Will you still love me*

*When I'm no longer young and beautiful?*

*Will you still love me*

*When I got nothing but my aching soul?*

*I know you will, I know you will*

*I know that you will*

*Will you still love me when I'm no longer beautiful?*

*Dear Lord, when I get to heaven*

*Please let me bring my man*

*When he comes tell me that you'll let him in*

*Father tell me if you can*

*Oh that grace, oh that body*

*Oh that face makes me wanna party*

*He's my sun, he makes me shine like diamonds*

*Will you still love me*

*When I'm no longer young and beautiful?*

*Will you still love me*

*When I got nothing but my aching soul?*

*I know you will, I know you will*

*I know that you will*

*Will you still love me when I'm no longer beautiful?*

*Will you still love me when I'm no longer beautiful?*

*Will you still love me when I'm not young and beautiful?*

Answer 6:  
The length of the encrypted byte format output is larger for the large file. Thus, yes, a larger file does give a larger encrypted byte array (17360 for the large file and 1480 for the short file). However, when you print the byte array itself, you get similar outputs ([B@11028347 and [B@1055e4af) because these are the hash codes of the byte array representation.

**Part 2**

Answer 1:  
The similarities exist such that the outline and the contents are still readable by the human eye; ie: we can still identify the contents of the image. The only thing that appears to be different are the pixels as the colours are completely distorted and unlike the original one. But the overall scheme and structure of the image still look like the original image.

Answer 2:  
These similarities exist because while encrypting using the ECB mode, same blocks (every 8 bytes) are always outputted as the same block of encrypted text. Because of this, regions of the image that share the same RGB value (or repetitive patterns in that image) will look similar even after the encryption because ECB yields the same output for all those regions.

Answer 3:  
When encrypting the image using CBC mode, the image is completely unrecognizable, unlike when it was done using ECB mode. In CBC mode, each block of plaintext is XORed with the previous cipher text block before being encrypted. This eliminates the possibility of same block yielding same encrypted text and makes it difficult to catch the repetitive patterns that may occur in the image.

Answer 4:

While using CBC, the SUTD content of the image is not visible because the way this algorithm fucntions does not allow for same encrypted byte for the repeated patterns. While doing it from top to bottom for the triangle, we see that the triangle is inverted and then the noise is applied on the image, because the pixels at y are now at (len-y), making it vertically shifted.

**Task 3**

Answer 1:  
The sizes of the digests for the long and short text files are the same (16). The lengths are the same, regardless of the size of the input because md5 algorithm has a compression function that is responsible for compressing the input, such that a domain extender can map the hash function across any length input.

Answer 2:  
Both the files give the same size signed message digest(128). This is because the input that is encrypted is always of same length (as discussed in previous answer, digests always output a fixed length sequence), so the output that is the encrypted digest will also contain equal lengths. This is true because through Task 1, we observed that larger the input to be encrypted, larger is the encrypted text. So, the only way that two encrypted digests are of equal length are if the inputs are the same length, and that is given true with length 16 as in answer 1.