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# 手动SQL注入练习

## 单引号报错注入

|  |
| --- |
| **实操题目** |
| 单引号报错注入 |
| **实操目的** |
| 学员能够掌握通过一种简单的方法快速检测目标系统是否存在SQL注入漏洞 |
| **实操步骤** |
| 1. 目标链接http://ip/sqli-labs/Less-1/ 2. 通过正常访问方式查看Dumb用户的密码 3. 通过单引号报错方式检测该链接是否存在SQL注入漏洞 |
| **实操过程记录及截图（需要记录漏洞利用参数、操作命令）** |
| 1. 通过正常访问方式查看Dumb用户的密码http://ip/sqli-labs/Less-1/?id=1      1. 访问http://ip/sqli-labs/Less-1/?id=1'出现报错，说明存在漏洞 |

## 基于报错回显

|  |
| --- |
| **实操题目** |
| 基于报错回显 |
| **实操目的** |
| 学员能够掌握基于报错回显方式注入 |
| **实操步骤** |
| 1. 目标链接http://ip/sqli-labs/Less-1/ 2. 采用报错回显方式，获取当前数据库版本 |
| **实操过程记录及截图（需要记录漏洞利用参数、操作命令）** |
| 访问/sqli-labs/Less-1/?id=1' union select 1,updatexml(1,concat(0x7e,version()),1) -- 1 |

## “万能密码”登录

|  |
| --- |
| **实操题目** |
| “万能密码”登录 |
| **实操目的** |
| 学员能够掌握在不知道密码的情况下，利用“万能密码”登录到目标系统 |
| **实操步骤** |
| 1. 目标链接http://ip/sqli-labs/Less-11/ 2. 使用随机一个密码登录admin用户，登录失败 3. 使用“万能密码”登录admin用户，登录成功 |
| **实操过程记录及截图（需要记录漏洞利用参数、操作命令）** |
| * 万能密码为passwd=1' or username='admin' -- 1 |

## 基于布尔的盲注

|  |
| --- |
| **实操题目** |
| 基于布尔的盲注 |
| **实操目的** |
| 学员能够掌握基于布尔的盲注方式 |
| **实操步骤** |
| 1. 目标链接http://ip/sqli-labs/Less-8/ 2. 对目标链接进行测试，测试逻辑“真”，查看页面返回数据 3. 对目标链接进行测试，测试逻辑“假”，查看页面返回数据 4. 判断目标链接是否存在漏洞 5. 测试目标数据库名的长度 |
| **实操过程记录及截图（需要记录漏洞利用参数、操作命令）** |
|  |

## 基于时间的盲注

|  |
| --- |
| **实操题目** |
| 基于时间的盲注 |
| **实操目的** |
| 学员能够掌握基于时间的盲注方式 |
| **实操步骤** |
| 1. 目标链接http://ip/sqli-labs/Less-9/ 2. 对目标链接进行测试，加入时间延迟语句，验证目标链接是否存在漏洞 3. 基于时间盲注，测试目标数据库名的长度 |
| **实操过程记录及截图（需要记录漏洞利用参数、操作命令）** |
|  |

## 基于dnslog的盲注

|  |
| --- |
| **实操题目** |
| 基于dnslog的盲注 |
| **实操目的** |
| 学员能够掌握基于dnslog的盲注方式 |
| **实操步骤** |
| 1. 目标链接http://127.0.0.1/Less-1/（windows环境） 2. 访问http://dnslog.cn获取一个子域 3. 对目标链接进行测试，基于dnslog方式，获取当前数据库名称 4. 基于dnslog方式，获取security.users表中的stupid用户密码 5. 基于dnslog方式，获取security数据库所有的表名 |
| **实操过程记录及截图（需要记录漏洞利用参数、操作命令）** |
|  |

## 联合查询注入

|  |
| --- |
| **实操题目** |
| 联合查询注入 |
| **实操目的** |
| 学员能够掌握联合查询的注入方式 |
| **实操步骤** |
| 1. 目标链接http://ip/sqli-labs/Less-1/ 2. 通过联合查询，获取数据库root用户的密码hash（必须root用户，不需要解密成明文） |
| **实操过程记录及截图（需要记录漏洞利用参数、操作命令）** |
|  |

## 堆叠查询注入

|  |
| --- |
| **实操题目** |
| 堆叠查询注入 |
| **实操目的** |
| 学员能够掌握堆叠查询的利用方式 |
| **实操步骤** |
| 1. 目标链接：http://ip/sqli-labs/Less-38/ 2. 将Angelina用户的密码修改为自己姓名的拼音 3. 查看修改之后的Angelina用户密码 |
| **实操过程记录及截图（需要记录漏洞利用参数、操作命令）** |
|  |

## 绕过注释过滤注入

|  |
| --- |
| **实操题目** |
| 绕过注释过滤注入 |
| **实操目的** |
| 学员能够掌握绕过注释过滤的注入方式 |
| **实操步骤** |
| 1. 目标链接http://ip/sqli-labs/Less-23/ 2. 绕过该链接的限制，执行SQL注入 |
| **实操过程记录及截图（需要记录漏洞利用参数、操作命令）** |
|  |

## 绕过逻辑运算过滤注入

|  |
| --- |
| **实操题目** |
| 绕过逻辑运算过滤注入 |
| **实操目的** |
| 学员能够掌握绕过逻辑运算过滤的注入方式 |
| **实操步骤** |
| 1. 目标链接：http://ip/sqli-labs/Less-25/ 2. 绕过该链接的限制，执行SQL注入 |
| **实操过程记录及截图（需要记录漏洞利用参数、操作命令）** |
|  |

## 绕过空格过滤注入

|  |
| --- |
| **实操题目** |
| 绕过空格过滤注入 |
| **实操目的** |
| 学员能够掌握绕过空格过滤的注入方式 |
| **实操步骤** |
| 1. 目标链接：http://ip/sqli-labs/Less-26b/ 2. 绕过该链接的限制，执行SQL注入 |
| **实操过程记录及截图（需要记录漏洞利用参数、操作命令）** |
|  |

## 绕过union和select过滤注入

|  |
| --- |
| **实操题目** |
| 绕过union和select过滤注入 |
| **实操目的** |
| 学员能够掌握绕过union和select过滤的注入方式 |
| **实操步骤** |
| 1. 目标链接：http://ip/sqli-labs/Less-27b/ 2. 绕过该链接的限制，执行SQL注入，查询到数据库root用户的密码hash |
| **实操过程记录及截图（需要记录漏洞利用参数、操作命令）** |
|  |

# 工具SQL注入练习

## 检测是否存在注入

|  |
| --- |
| **实操题目** |
| 检测是否存在注入 |
| **实操目的** |
| 学员能够掌握通过sqlmap检测目标链接是否存在注入 |
| **实操步骤** |
| 1. 目标链接：http://ip/sqli-labs/Less-1/ 2. 通过sqlmap检测目标链接是否存在注入 |
| **实操过程记录及截图（需要记录漏洞利用参数、操作命令）** |
|  |

## 指定注入点、DBMS进行检测

|  |
| --- |
| **实操题目** |
| 指定注入点、DBMS进行检测 |
| **实操目的** |
| 学员能够掌握通过sqlmap指定注入点、DBMS进行检测，减少检测时间 |
| **实操步骤** |
| 1. 目标链接：http://ip/sqli-labs/Less-1/ 2. 通过sqlmap指定注入点、DBMS进行检测 |
| **实操过程记录及截图（需要记录漏洞利用参数、操作命令）** |
|  |

## 从日志文件发起检测

|  |
| --- |
| **实操题目** |
| 从日志文件发起检测 |
| **实操目的** |
| 学员能够掌握通过burpsuite日志+sqlmap发起SQL注入检测 |
| **实操步骤** |
| 1. 目标链接：http://ip/sqli-labs/Less-1/ 2. 浏览器设置代理指向burpsuite，访问目标链接 3. 从burpsuite中复制出请求日志，保存到文件中 4. sqlmap从日志文件发起检测 |
| **实操过程记录及截图（需要记录漏洞利用参数、操作命令）** |
|  |

## 获取数据库名、数据库表、数据库字段

|  |
| --- |
| **实操题目** |
| 获取数据库名、数据库表、数据库字段 |
| **实操目的** |
| 学员能够掌握通过sqlmap获取数据库名、数据库表、数据库字段 |
| **实操步骤** |
| 1. 目标链接：http://ip/sqli-labs/Less-1/ 2. 通过sqlmap获取当前数据库名 3. 通过sqlmap获取当前数据库表 4. 通过sqlmap获取当前数据库字段 |
| **实操过程记录及截图（需要记录漏洞利用参数、操作命令）** |
|  |

## 获取数据库中的数据

|  |
| --- |
| **实操题目** |
| 获取数据库中的数据 |
| **实操目的** |
| 学员能够掌握通过sqlmap获取数据库中的数据 |
| **实操步骤** |
| 1. 目标链接：http://ip/sqli-labs/Less-1/ 2. 通过sqlmap --dump方式获取mysql数据库中user表的数据 |
| **实操过程记录及截图（需要记录漏洞利用参数、操作命令）** |
|  |

## 运行自定义sql语句

|  |
| --- |
| **实操题目** |
| 运行自定义sql语句 |
| **实操目的** |
| 学员能够掌握通过sqlmap运行自定义sql语句 |
| **实操步骤** |
| 1. 目标链接：http://ip/sqli-labs/Less-1/ 2. 通过sqlmap运行自定义sql语句，查询security数据库中的emails表的数据 |
| **实操过程记录及截图（需要记录漏洞利用参数、操作命令）** |
|  |

## 获取数据库所有用户

|  |
| --- |
| **实操题目** |
|  |
| **实操目的** |
| 学员能够掌握通过sqlmap获取数据库所有用户 |
| **实操步骤** |
| 1. 目标链接：http://ip/sqli-labs/Less-1/ 2. 通过sqlmap获取数据库所有用户 |
| **实操过程记录及截图（需要记录漏洞利用参数、操作命令）** |
|  |

## 获取并破解数据库密码

|  |
| --- |
| **实操题目** |
| 获取并破解数据库密码 |
| **实操目的** |
| 学员能够掌握通过sqlmap获取并破解数据库密码 |
| **实操步骤** |
| 1. 目标链接：http://ip/sqli-labs/Less-1/ 2. 通过sqlmap获取数据库所有用户的密码hash，并破解login用户的明文密码 |
| **实操过程记录及截图（需要记录漏洞利用参数、操作命令）** |
|  |

## 读取系统文件

|  |
| --- |
| **实操题目** |
| 读取系统文件 |
| **实操目的** |
| 学员能够掌握通过sqlmap读取系统文件 |
| **实操步骤** |
| 1. 目标链接：http://ip/sqli-labs/Less-1/ 2. 通过sqlmap读取/etc/passwd文件 |
| **实操过程记录及截图（需要记录漏洞利用参数、操作命令）** |
|  |

## 写入系统文件

|  |
| --- |
| **实操题目** |
| 写入系统文件 |
| **实操目的** |
| 学员能够掌握通过sqlmap写入系统文件 |
| **实操步骤** |
| 1. 目标链接：http://ip/sqli-labs/Less-1/ 2. 编写一个php文件，该文件返回phpinfo()的信息 3. 通过sqlmap，往目标系统的/var/www/html目录写入该php文件 4. 通过浏览器访问该上传的文件 |
| **实操过程记录及截图（需要记录漏洞利用参数、操作命令）** |
|  |

## 执行系统命令

|  |
| --- |
| **实操题目** |
| 执行系统命令 |
| **实操目的** |
| 学员能够掌握通过sqlmap执行系统命令 |
| **实操步骤** |
| 1. 目标链接：http://ip/sqli-labs/Less-1/ 2. 通过sqlmap进入执行系统命令的模式 3. 执行ifconfig命令 4. 执行id命令 |
| **实操过程记录及截图（需要记录漏洞利用参数、操作命令）** |
|  |

# SQL加固练习

## 关键词过滤

|  |
| --- |
| **实操题目** |
| 关键词过滤 |
| **实操目的** |
| 学员能够掌握通过关键词过滤方式进行加固 |
| **实操步骤** |
| 1. 目标链接：http://ip/sqli-labs/Less-1/ 2. 通过联合查询方式测试该链接存在sql注入漏洞 3. 通过修改代码/var/www/html/sqli-labs/Less-1/index.php过滤联合查询的关键词 4. 再次测试是否存在漏洞 |
| **实操过程记录及截图（需要记录漏洞利用参数、操作命令）** |
|  |

## 参数校验

|  |
| --- |
| **实操题目** |
| 参数校验 |
| **实操目的** |
| 学员能够掌握通过参数校验方式进行加固 |
| **实操步骤** |
| 1. 目标链接：http://ip/sqli-labs/Less-1/ 2. 通过联合查询方式测试该链接存在sql注入漏洞 3. 通过修改代码/var/www/html/sqli-labs/Less-1/index.php对传入参数进行合法性校验（白名单方式，需要提供两种加固方式） 4. 再次测试是否存在漏洞 |
| **实操过程记录及截图（需要记录漏洞利用参数、操作命令）** |
|  |

## 预编译查询

|  |
| --- |
| **实操题目** |
| 预编译查询 |
| **实操目的** |
| 学员能够掌握通过预编译方式进行加固 |
| **实操步骤** |
| 1. 目标链接：http://ip/sqli-labs/Less-1/ 2. 通过联合查询方式测试该链接存在sql注入漏洞 3. 通过修改代码/var/www/html/sqli-labs/Less-1/index.php，将sql查询改为预编译方式 4. 再次测试是否存在漏洞 |
| **实操过程记录及截图（需要记录漏洞利用参数、操作命令）** |
|  |

## 关闭报错信息显示

|  |
| --- |
| **实操题目** |
| 关闭报错信息显示 |
| **实操目的** |
| 学员能够掌握通过方式进行加固 |
| **实操步骤** |
| 1. 目标链接：http://ip/sqli-labs/Less-1/ 2. 采用报错回显方式获取当前数据库名 3. 通过修改代码/var/www/html/sqli-labs/Less-1/index.php，屏蔽报错信息 4. 再次尝试注入 |
| **实操过程记录及截图（需要记录漏洞利用参数、操作命令）** |
|  |

## 禁用高危函数

|  |
| --- |
| **实操题目** |
| 禁用高危函数 |
| **实操目的** |
| 学员能够掌握通过禁用高危函数方式进行加固 |
| **实操步骤** |
| 1. 目标链接：http://ip/sqli-labs/Less-1/ 2. 尝试用sqlmap读取/etc/passwd文件内容 3. 禁用文件操作权限 4. 重新读取/etc/passwd文件内容（温馨提示：再次测试时，需要用--flush-session清空会话，否则会有缓存数据） |
| **实操过程记录及截图（需要记录漏洞利用参数、操作命令）** |
|  |

## 降低账号权限

|  |
| --- |
| **实操题目** |
| 降低账号权限 |
| **实操目的** |
| 学员能够掌握通过降低账号权限方式进行加固 |
| **实操步骤** |
| 1. 目标链接：http://ip/sqli-labs/Less-1/ 2. 尝试通过sqlmap获取数据库密码hash 3. 修改/var/www/html/sqli-labs/sql-connections/db-creds.inc文件将数据库用户改成login 4. 再次尝试通过sqlmap获取数据库密码hash（温馨提示：再次测试时，需要用--flush-session清空会话，否则会有缓存数据） 5. 尝试往目标根目录/写入一个test.php文件（原本数据库进程以mysql用户运行，没有权限写入） |
| **实操过程记录及截图（需要记录漏洞利用参数、操作命令）** |
|  |