Have a suggestion on something to add to this page? Let us know with the ***💬 feedback button*** 👉

## **Resources**

### **🎥 Session Recordings**

* [Weekly Video Playlist](https://youtube.com/playlist?list=PLrT2tZ9JRrf55it_kMZKaZd0TFgWs2J2c)
* [Office Hours Video Playlist](https://youtube.com/playlist?list=PLrT2tZ9JRrf4UGBqsXNfyx2JkO3S_fOSR)
* ***Note:*** *It may take up to 24-48 hours after the session has concluded for recordings to appear on the playlist.*

### **🎯 Lab Resources**

* [Understanding DNS Cache Clearing](https://www.siteground.com/kb/clear-dns-cache-in-windows/)
* [ping](https://www.redhat.com/sysadmin/ping-traceroute-netstat)
* [IP address](https://www.avast.com/c-what-is-an-ip-address)
* [Internet Service Provider](https://www.investopedia.com/terms/i/isp.asp))
* [Falkon browser](https://www.falkon.org/download/)
* [Understanding Ubuntu's Hosts File](https://www.linuxfordevices.com/tutorials/linux/understanding-ubuntus-hosts-file)

### **🧩 Project Resources**

#### **General**

* [Security Teams Bulletins](https://learn.microsoft.com/en-us/security-updates/securitybulletins/securitybulletins)
* [The nmap command](https://nmap.org/book/man.html#man-description)

#### **Metasploit / Metasploitable**

* [Metasploit docs](https://docs.metasploit.com/docs/using-metasploit/basics/how-payloads-work.html)
* [Metasploit Module Library](https://www.infosecmatter.com/metasploit-module-library/)
* [Metasploit Exploit Debugging Guide](https://www.infosecmatter.com/why-your-exploit-completed-but-no-session-was-created-try-these-fixes/)
* [Metasploitable Exploitability Guide](https://docs.rapid7.com/metasploit/metasploitable-2-exploitability-guide/)
* [Metasploitable Docker Image](https://hub.docker.com/r/tleemcjr/metasploitable2)