# **Contact**

Full Name: Lieu Duc Tuyen

Email: [ductuyenlieu@yahoo.com](mailto:ductuyenlieu@yahoo.com)

Contact Number: +84917605252

Address: 91 Vu Tung ,F2, Q.Binh Thanh, Ho Chi Minh City.

Nationality: VIETNAMESE

# **Personalities**

* Professional attitude at work.
* Quick adapt to working environment.
* Confident, reliable, high sense of responsibility.
* Able to work independently and team-work.
* Able to work under pressure.
* Creative and enthusiastic.
* Eagerness to learn and train.
* Good problem solving skill.

# **Education**

* Diploma in Information Technology from Edith Cowan University (Australia) in associate with Management Development Institute of Singapore with very good mark. [2009-2010]
* Bachelor of Science in Computer Science and Business Information System from Murdoch University in associate with Kaplan Singapore. [2010-2012]

# **QUALIFICATIONS**

* Security+ certificate (2008) – Information security certified from Comptia.
* Network+ certificate (2009) -- Networking certified from Comptia.
* Besides, I have attended several soft-skills courses such as: MDIS Presentation Skill Seminar, Kaplan Good Writing Skill Workshop, Kaplan Career Talk.

# WORKING EXPERIENCE

* 2005-2009: Volunteered System Administrator for Ho Chi Minh University of Industry Student forum (Viet Nam), hosted at <http://www.ngoinhachung.net>, *serving daily 500 users requests*.

Responsibilities: Debian OS administration, LiteSpeed Webserver Configuring and Hardening, FTP and MySQL server management, Security management, Differential Backup performing.

Contact Person: Nguyen Cong Toan (President)

Email: wil8x@yahoo.com

Phone: +84945434344

* April 2013 – Present:

Application Administrator

(Core Banking Team).

* Providing support to user (internal departments) over data administration.
* Managing & Deploying & backup Application sourcecode (using Microsoft Visual SourceSafe).
* Managing Flexcube system (version 5.5).
* Debugging add-on customized programs within organization.
* Provide ad-hoc big data queries upon requests from internal departments.

# 

# **TECHNICAL SKILLS**

* *Knowledge in Database (MySQL, Microsoft Access, Oracle) and Database Design (such as Normalisation, ERD, etc.).*
* *Strong Knowledge in Security, especially in Web exploits Attack (SQL Injection, Remote Command Execution, Cross Site Scripting, File Inclusion, etc.) and counter-measures such as: System Hardening, Security Module for web server, patch management. Knowledge in Log Analysing.*
* Knowledge in Project Management.
* Knowledge in Software development process.
* Able to program using programming language: C, C++, Java.
* Knowledge in CentOS, Debian, Fedora, Mandriva, and SuSe OS.
* Knowledge in Window XP, Window 7.
* Knowledge in web programming using: PHP, JavaScript, Html.
* Knowledge in Object Oriented Programming and MVC model.
* Knowledge in Security Management such as: Business Continuity Plan (Incident Response Management, Disaster Recovery, Business Contingency Plan), Security Awareness Training, Information Security Management (Policy, Procedures).
* Knowledge in Penetration Testing (Black Box / Grey Box/ White Box).
* Knowledge in Networking includes: TCP/IP, UDP, DNS, DHCP, and SMTP.

# **LANGUAGES**

• English: Fluent in Speaking, Listening, Writing, and Reading (IELTS 7.0 (2011), Reading: **8.5**)

# **INTERESTS**

* Information Security.
* Mathematics (Especially in Probability & Statistic).
* Books Reading.
* Camping.
* Gymnastic.
* Karate (Singapore Oyama Karate-Do Kyokushinkai-kan).