|  |  |  |
| --- | --- | --- |
| **Threat-Source/Vulnerability** | **Level** | **Risk Impact** |
| Hacking of Application | High-risk | Cause of cheating in some applications or jailbreaking the application |
| Unauthorized  users | Medium-risk | Attackers do take control of someone’s account or even in the system administration control |
| Downloadable Virus | Medium-Risk | Without any updates and any anti-virus protection, you might download a potential threat to your system. Sometimes it can be a dangerous virus that can control or destroy your system. |
| Computer  criminal | Medium-risk | Do not practice good  habits in handling account |
| Government  Interests | High-risk | Countries'  governments want to have a percentage of it and also maybe they might try to ban your application or delete it. |
| Oxidation | Low-risk | Not positioned in a dry but enough cool place and the start of rusting of different parts of the computer. |
| Unintentional  Act of  Employees | Low-risk | An employee was surfing the net without any awareness of what sites he/she is exploring then he accidentally click a clickbait site. |
| Software Application Error | Low-risk | Can cause the applications bugs and most likely to corrupt and not be able to work |
| Network Injection Attack | High-risk | attackers utilize a database server error page to ask a series of True/False questions using SQL statements to obtain total control of the database or execute commands on the system and it becomes a high risk because attackers will gain full control |
| Partnerships | High-risk | The company’s  partnership  with others tend to perform misconduct in negotiating. |