**Servicebeskrivelser**

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
|  | | | | | |
| **SpilportalBrugerOprettetBesked** | | | | | |
| **System:** | **Encyclopedia:** | **Version:** | **Oprettet:** | **Dato:** |
| ROFUS | SPIL\_1\_8 | 1.0 | 2011-10-12 | 2013-04-24 |
| **Formål:** | | | | | |
| Formålet er at give Spilkontrolsystemet besked om, at en bruger er oprettet i Spilportalens Brugeradministration. | | | | | |
| **Overordnet beskrivelse af funktionalitet:** | | | | | |
| XSD'en fra denne servicebeskrivelse bruges som besked i en kø mellem Brugeradministrationen og Spilkontrolsystemet. Servicen eksisterer således ikke som webservice men istedet som kø.  Når en bruger oprettes i Brugeradministrationen genereres denne besked, som lægges i en kø. Spilkontrolsystemet læser løbende fra køen og registrerer nye brugere. Herefter kan yderligere informationer om tilladelsesindehaver udfyldes i Spilkontrolsystemet.  Der er ingen aktiviteter ved ændring af navn, rolle eller password, da ingen af disse gemmes i Spilkontrolsystemet. Brugernavnet kan ikke ændres i Brugeradministrationen, hvorfor der ikke er funktionalitet til opdatering af brugernavnet. | | | | | |
| **Datastrukturer** | | | | | |
| **Input:** | | | | | |
| *SpilportalBrugerOprettetBesked\_I* | | | | | |
| \* OprettetBruger \*  [  TilladelsesindehaverBrugerNavn  TilladelsesindehaverBrugerNavnBeskrivelse  TilladelsesindehaverBrugerType  \* TilladelsesindehaverBrugerRolleSamling \*  1{  [  TilladelsesindehaverBrugerRolle  ]  }  ] | | | | | |
| **Output:** | | | | | |
| *SpilportalBrugerOprettetBesked\_O* | | | | | |
|  | | | | | |
| **Referencer fra use case(s)** | | | | | |
| "Nyt SAFEid registreres i spilkontrolsystemet" i "UC 4.2 Oprettelse og tilføjelse af SAFE til tilladelsesindehaver" | | | | | |

**Dataelementer**

| **Dataelement** | **Datatype** | **Beskrivelse/værdisæt** |
| --- | --- | --- |
| TilladelsesindehaverBrugerNavn | base: string  minLength: 0  maxLength: 300 | BrugerNavn til Tamper Token, ROFUS og Brugeradministrationen. Tilladelsesindehaver kan have flere brugernavne til disse systemer. |
| TilladelsesindehaverBrugerNavnBeskrivelse | base: string  minLength: 0  maxLength: 300 | Beskrivelse af tilladelsesindehavers BrugerNavn til Tamper Token, ROFUS og Brugeradministrationen. Dette element mapper til feltet "Navn" i Brugeradministrationen. |
| TilladelsesindehaverBrugerRolle | base: string  minLength: 0  maxLength: 300 | Rolle for et brugernavn i Tamper Token, ROFUS og Brugeradministrationen. Dette element mapper til feltet "Rolle" i Brugeradministrationen.  Feltet kan tage værdierne "Intern" og "Extern". Tilladelsesindehavere vil have rollen "Extern" og kontrolmedarbejdere vil have rollen "Intern". |
| TilladelsesindehaverBrugerType | base: string  maxLength: 30 | Kan tage følgende værdier:  Intern  Ekstern  Værdisæt:  Intern  Ekstern |