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**ABSTRACT**

This project is aimed at developing a Three Layer Encryption and Decryption Software using New Key Management and Bluetooth MAC Address. A system based on non-traditional idea that applies symmetric key encryption algorithm to keep your data secure against unauthorized access and undetected mutilation. In order to keep this symmetric key secret the proposed system encrypts this confidential symmetric key with the public cryptographic function. This system also uses the Bluetooth technology as the main technique to personalize communication between elements of the system and key keeper.

Now-a-days security challenges are still among the biggest concerns when considering the privacy of user’s data. This triggered a lot of research activities, resulting in a number of security softwares and proposed softwares targeting the various methods to achieve privacy of the user’s data. Alongside with these security issues, the security paradigm comes with a new set of unique features, which opens the path toward novel security approaches, techniques, and architectures. AES Rijndael Algorithm is one such approach.

This project provides an insight of a proposed software which provides a way for the user’s to protect their valuable data from unauthorized access in any scenario. The aim of the system is to ensure data integrity and confidentiality to the authorized parties only. Various distinct encryption standards are introduced and discussed according to their security and privacy capabilities and prospects.
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